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1 Reason for Contribution

This contribution addresses action item “BAC CD-2007-A009”, “DCD AI 0117#5: Create a contribution to the AD proposing the removal of the enablers dependencies (excepts Presence and Location) from the main body of the AD and moving into a new Annex.”

2 Summary of Contribution

The DCD AD section “5.5.3
External Enabler Entities Interacting with DCD Enabler” currently addresses external enablers from two perspectives:

· (a) enablers that “providing services to DCD” as part of an overall service deployment, e.g.

· enablers with which DCD Enabler entities can directly interact in order to fulfill certain DCD requirements, e.g. OMA Location and Presence

· enablers that indirectly support a DCD-enabled service environment, e.g. OMA Device Management

· (b) enablers that are directly used by DCD Enabler entities in the fulfillment of core DCD requirements, e.g. in the operation of DCD-specified interfaces
· Enablers providing underlying transport services or bearer adaptation for DCD interface operation over various network, e.g. WAP Push and OMA BCAST  

Since (a) are not directly dependencies of the DCD Enabler, but deployment options for the fulfillment of specific DCD requirements (e.g. the ability to personalize/customized DCD operation, for which purpose the DCD Server can retrieve personalization/customization-affecting information from other enablers), it was agreed in the Madrid meeting to move the description of these enablers to an informative annex of the AD. It was agreed that while it’s generally in the interest of OMA to promote the use of OMA enablers for such functions, there are other options which DCD deployments can include. For example non-OMA location/presence facilities can provide personalization/customization-affecting information, and DCD entities may obtain this information through other unspecified means. Of course, where a deployment calls for use of OMA Enablers for these functions, DCD entity implementations must conform to the OMA requirements for interfacing with those enablers.
(b) addresses those aspects for which specific technical requirements will be placed on DCD enabler entities, in order to be interoperable with the dependent OMA Enabler entities, and utilize their enabler facilities for specific DCD purposes. The description for these enablers is retained in the current section, which is renamed “5.5.3 External Enabler Dependencies”. The description for these enablers is also updated, to clarify that their use in a particular deployment scenario is optional (e.g. not all deployments will include DCD via broadcast), thus their support in specific implementations is conditional, depending upon the deployment scenarios that implementing entities are intended to support.
3 Detailed Proposal

Change 1: Update section 5.5.3, retaining directly dependent enablers
5.3.3 External Enabler Dependencies
The following sections describe the external OMA Enabler entities with which the DCD Enabler interacts directly in the fulfillment of core DCD requirements, e.g. in the operation of DCD-specified interfaces.
Except where noted, the external enabler entities are not mandatory dependencies of the DCD Enabler in any specific deployment, e.g. the DCD Enabler can be used when only some of the external enabler clients referenced here are present in a terminal. What is mandatory is that the DCD Enabler be capable of interfacing (if applicable) to these external enablers, when they are present in any specific deployment.

Where the DCD Enabler interacts directly with external OMA enablers, it does so under the enabler exposure control environment called for in [OSE]. Depending upon the specific policies applicable between the DCD Service Provider and the provider of the external enablers, a policy enforcement step may be required.
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5.3.3.8 Push Enabler
This section describes Push Enabler functions and their related functional components for reuse by the DCD Enabler. The decision on whether some of these Push functional components are implemented in DCD server / client is made at the time of DCD service deployment. 

The DCD Server uses the Push Enabler for delivery of content or administration actions to the DCD Client either by interacting with:

· the Push Proxy Gateway (PPG) entity via the Push Access Protocol (PAP) interface defined in [OMA-PUSH-PPG] for adaptation of Push operations to underlying bearers.

· the Push Client entity via the Push Over-the-Air protocol (Push-OTA) interface defined in [OMA-PUSH-OTA].

· The SIP Push Client entity via the Push over SIP protocol interface defined in [OMA-SIP_PUSH]
The DCD Client uses the Push Enabler for reception of content or administration actions from the Push Client. The interface between the Push Client and DCD Client is implementation-dependent and unspecified by OMA.

Push messages received by the Push Client are routed to the DCD Client via association with an OMNA-assigned Push-OTA Application-ID. 

The DCD Enabler will define DCD-specific MIME media types for DCD-specific Push content, e.g. for

· DCD Service Administration

· DCD Content Update
5.3.3.9 BCAST Enabler
This section describes BCAST Enabler functions and their related functional components for reuse by the DCD Enabler. The decision on whether some of these BCAST functional components are implemented in DCD server / client or BCAST server / client, is made at the time of DCD service deployment. 

To enable the use of any of the BCAST functions listed in this section for broadcast DCD content, it is presumed that the DCD Enabler supports the use of the BCAST entities and BCAST functional components relevant to each specific function, as defined in [OMA-BCAST-AD].

The DCD Content has to be agnostic for the BCAST Enabler, hence the DCD Server will use the BCAST-1 reference point as defined in [BCAST-AD] for interaction with the BCAST enabler. For the interaction between both enablers in the Client side, there isn’t a reference point exposed in [BCAST-AD], thus it will be implementation dependent.
Point-to-point DCD supported applications may also make use of some of the BCAST entities and BCAST functional components defined in [OMA-BCAST-AD] for each of the BCAST functions listed in this section (e.g: administration purposes, personalization of BCAST Services etc.), together with the relevant mechanisms specified in DCD.

DCD Enabler’s use of BCAST Enabler is based on some or all of the following BCAST functions:

· Service Guide Function: BCAST Service Guide can be used to provide users with information about delivered DCD Content.

· File / Stream Distribution Function: BCAST File and Stream Distribution Functions can allow respectively efficient file and streaming delivery for the broadcast of DCD contents to DCD Clients.

· Service and Content Protection Function

· BCAST Service Protection enables access control for BCAST channels via which DCD Content can be delivered. Use of the channel as a delivery medium for DCD Content presumes that DCD Client host terminals have access to the related BCAST channels. This may require pre-distribution of BCAST channel access rights to DCD -enabled terminals, or dynamic distribution of BCAST channel access rights if these are affected by user or Service Provider subscription actions. 

· BCAST Content Protection can enable access control for individual broadcasted DCD Content, once DCD Content is in the terminal. This may require pre-distribution of BCAST content access rights to DCD-enabled terminals, or dynamic distribution of BCAST content access rights if these are affected by DCD Service / content subscription actions. 

· Service Provisioning Function: The BCAST Service Provisioning Function can enable user subscription to DCD supported services and Content, and charging related functions. This involves point to point channel capabilities.

· Notification Function: The BCAST Notification function can allow the efficient delivery of DCD notifications, which can be used to inform the DCD Client about upcoming events related to the DCD supported services or Content.
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Change 2: Move the remaining external enablers to an annex, and update the description (note: change bars are used to show specific changes in the subsections)
Appendix A. Other OMA Enabler Entity Use by DCD
(Informative)

This appendix describes DCD enabler entity direct use of, or indirect support by, other OMA enabler entities. The entities described in this appendix are not directly dependencies of the DCD Enabler, but deployment options for the fulfillment of specific DCD requirements. For example, to personalize/customized DCD operation, the DCD Server can retrieve personalization/customization-affecting information from other enablers. 
While OMA seeks to promote the use of OMA enablers for such functions, there are other options which DCD deployments can include. For example non-OMA location/presence facilities can provide personalization/customization-affecting information, and DCD entities may obtain this information through other unspecified means. However, where a deployment does call for use of OMA Enablers for these functions, it is expected that DCD entity implementations must conform to the OMA requirements for interfacing with those enablers. This section thus describes the OMA enabler entities and their interfaces for use by DCD, if applicable for a specific deployment.
A.1 OMA Device Management Enabler

A.1.1 Device Provisioning and Management Client

The Device Provisioning and Management Client is an external entity providing the provisioning functions to the DCD Client. It is able to:

· Receive the initial parameters needed for DCD Service sent by service provider by using mechanisms specified in [OMA-CP-ARCH] or [OMA-DM-AD].
· Retrieve and update the parameters needed for DCD applications sent by a Service Provider by using [OMA-DM-AD].

The detailed description of the functionalities is given in [OMA-CP-ARCH], [OMA-DM-AD], [OMA-FUMO-AD] and [OMA-SCOMO-AD].
Editor’s note: the specific interfaces to be used and other dependencies are TBD pending further discussion with the DM group.
A.1.2 Device Provisioning and Management Server

The Device Provisioning and Management Server may perform the following functions that are needed in support of DCD applications:

· Initialization and updating of all the configuration parameters necessary for the DCD Client.

· Software update for terminals allowing OTA application upgrade.

The detailed description of the functionalities is given in [OMA-CP-ARCH], [OMA-DM-AD], [OMA-FUMO-AD] and [OMA-SCOMO-AD].
Editor’s note: the specific interfaces to be used and other dependencies are TBD pending further discussion with the DM group.
5.3.3.12 
A.2 OMA Charging Enabler

A.2.1 Charging Entity

This is an external entity, which may reside in the Service Provider's domain. This entity takes various roles, which network operators and / or service providers need to perform charging activities.
This entity is specified in [OMA-MCC-AD].
Editor’s note: the specific interfaces to be used are TBD pending further discussion with the MCC group.
5.3.3.13 
A.3 OMA Presence Enabler

A.3.1 Presence Server

The Presence Server provides presence information of a user, which may be used for content personalization.
This entity is specified in [OMA-PRS-IMPS-AD] and [OMA-PRS-SIMPLE-AD].
For access to presence information, the DCD Server acts as a Watcher and interfaces to:

· the SIP/IP Core network via the PRS-2 reference point, as defined in [OMA-PRS-SIMPLE]
· the Content Server via the PRS-14 reference point, as defined in [OMA-PRS-SIMPLE]
The DCD Server uses the methods defined by [OMA-PRS-SIMPLE] to acquire user presence information.

The conditions under which the Presence Service is invoked and the methods to be used in any specific DCD supported services are application-specific, and thus not defined or limited by the DCD Enabler.

5.3.3.14 
A.4 OMA Location Enabler

A.4.1 Location Server

The Location Server is an entity that provides location information of a user utilizing DCD supported services.

This entity is specified in [OMA-MLS-AD].
For access to location information, the DCD Server acts as a MLS Client and interfaces to:

· the Requesting Location Server via the Le reference point, using the Mobile Location Protocol (MLP) V3.2 as defined in [OMA-MLP3.2].

The DCD Server uses the HTTP-based methods defined by MLP V3.2 to acquire user location information.

The conditions under which the Location Server is invoked and the methods to be used in any specific DCD supported services are application-specific, and thus not defined or limited by the DCD Enabler.

5.3.3.15 
A.5 OMA Categorization-Based Content Screening Enabler

A.5.1 Content Screening Entity

The Content Screening Entity of the Categorization-Based Content Screening Enabler (CBCS) provides content screening functionality.
This entity is specified in [OMA-CBCS-AD].
The DCD Server and DCD Client interact with the CBCS Content Screening Component via the CBCS-1 interface defined in [OMA-CBCS-AD].

The conditions under which the CBCS Content Screening Entity is invoked and the methods to be used in any specific DCD supported services are application-specific, and thus not defined or limited by the DCD Enabler.

As the CBCS Enabler can alter the DCD content workflow, the DCD Enabler defines the error codes associated with CBCS blocking the content during delivery.

5.3.3.16 
A.6 OMA Client-Side Content Screening Framework Enabler

A.7 Scan Engine

The Scan Engine entity of the Client-Side Content Screening Framework (CSCF) provides content screening functionality in terminals.
The CSCF Scan Engine is specified in [OMA-CSCF-AD].
The DCD Client interacts with the Scan Engine via the CSF-1 interface as specified in [OMA-CSCF-TS].

The conditions under which the CSCF Scan Engine is invoked and the methods to be used in any specific DCD supported services are application-specific, and thus not defined or limited by the DCD Enabler.

As the CSCF Enabler can alter the DCD content workflow, the DCD Enabler defines the error codes provided by the DCD Client associated with CSCF blocking the content during delivery.

5.3.3.17 
A.8 OMA User Agent Profile Enabler
A.8.1 User Agent Profile Storage Server

The User Agent Profile Storage Server is an entity of the UAProf framework that stores terminal’s profile resources.  The User Agent Profile Storage Server [OMA-UAPROF] will provide information for content adaptation.

This entity is specified in [OMA-UAPROF]. 

5.3.3.18 
A.9 OMA DRM Enabler
The DRM Enabler is used in order to ensure controlled consumption of digital media objects by providing the ability, for example, to manage previews of DRM Content, to enable superdistribution of protected contents, and to enable transfer of content between DRM Agents. DRM Enabler entities are defined in [OMA-DRM]. 
In the DRM framework, DCD Server acts as content issuer that is an entity that delivers DRM Content. [OMA-DRM] defines the format of protected content delivered to DRM Agents, and the way protected content can be transported from a content issuer to a DRM Agent using different transport mechanisms. The content issuer (i.e. DCD Server) may do the actual packaging of protected content itself, or it may receive pre-packaged protected content from DCD Content Provider. 

While DCD Server assumes role of content issuer in the DRM framework, it does not directly interact with any entities of DRM Enabler, but permits the DCD Content to be protected by using the DRM Content Format specification. DCD Content payload is opaque to DCD Enabler. DCD Content payload can be either unprotected or protected. 

On the terminal side, the DRM Agent is responsible for enforcing permissions and constraints associated with protected content, controlling access to protected content, etc. As described earlier, DCD-Enabled Client Application consumes content that is transparently made available by the DCD Enabler. DCD-Enabled Client Application may interact with DRM Agent when DCD Content payload is protected. Hence, DCD Client does not directly interact with any entities of DRM Enabler either.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this contribution be discussed and agreed.
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