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1 Reason for Change

The usage of feature tags has evolved over time. The new proposed scheme distinguish between a push service and push application id feature tags.
If document isn’t accepted the old scheme without service feature tag will be used.
2 Impact on Backward Compatibility

None. No previous version (candidate or approved) exists.
3 Impact on Other Specifications

Allow the embedding of SIP Push into future SIP based enablers.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the change request without the comments. Replace section 9.2 and add two new references to the set of normative references.
6 Detailed Change Proposal

Change 1:  Revise section 9 with new feature tag scheme
9. Service and Application Addressing
9.1 Introduction
(Informative)

SIP Push is an independent specification with the intention to deliver a server specification and a client specification. It will be used in extension of Push 2.x but also to be a supporting enabler that other enablers can reference directly without involving the Push 2.x enabler, as they only need to reference the specification for their own client/server use.
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The feature tag is described in [RFC2506] and defines a way to describe specific features of a resource. When used in conjunction with SIP, it can be used either for declaring supported features of a SIP User Agent or to restrict routing to SIP User Agents supporting specific features. In both cases, its primarily role with SIP is for routing purposes within the SIP/IP core network, but it can be used by a SIP UAS for internal purposes.
This SIP Push specification requires a communication service feature tag to enable communication between SIP push sender and sip push receiver trough the SIP IP core. Enablers referencing this specification may decide to use or reuse their own communication feature tag. 
The SIP Push 2.x service uses application identifiers to distinguish between applications using the push service. Push applications are identified with a unique identifier registered with [OMNA] called the ‘Push Application ID’. SIP Push reuses this identifier to uniquely target a specific application linked to the Push Receiver agent.

Push Application IDs exist both in textual (URN) and numeric (Hexadecimal) form. Each push application id is mapped to a feature tag. The feature tags are used by the Push Receiver agents to indicate support for the SIP Push communication service and for specific push applications. The Push Receiver agent can register or de-register for a specific push application by inserting or omitting the feature tag corresponding to that specific application.
Messages targeted to a specific push application will hence only reach Push Receiver agents registered with this specific application through its feature tag. The feature tag will also be used by the Push Receiver agent to dispatch the incoming message to the correct application.
When subscribing, Push Receiver agents will use feature tags to identify the targeted application. Such feature tag will be used by the SIP/IP core to route the message accordingly to the correct Push Sender agent.
Push Sender agents use feature tags to indicate the push communication service and optionally the target application. 

9.2 Feature Tag Usage
(Normative)
If this specification is used to extend the OMA WAP Push 2.x enabler then name of the push service feature tag is “g.oma. push”. This translates according to [RFC 3840] to a feature parameter name of “+g.oma. push”.

The feature tag names used for push applications identifiers are coded with the pattern “g.oma.pushapp.xxx”, where xxx is derived from the OMNA registered URN. For well known push applications xxx is the URN without the “x-wap-application:” or “x-oma-application:” prefix. For other registered applications xxx is replaced with the full registered URN. For example the MMS URN “x-wap-application:mms.ua” maps to the feature tag name “g.oma.pushapp.mms.ua” which maps to the feature parameter name “+g.oma.pushapp.mms.ua”.
The usage of push application feature tags is optional.
5.2.1 REGISTER
The feature parameter of the push communication service SHALL be included in the Contact [RFC3840] header of the SIP REGISTER request, during the Registration procedure (see Section 7). The feature parameters of each supported push application MAY be included in the Contact header (see Section 7).

5.2.2 MESSAGE
In delivering push messages through the MESSAGE method the push communication service feature parameter MUST be set in the Accept-Contact [RFC3841] header field to identify the push service. The push application id feature parameter MAY be set in the Accept-Contact, when the targeted push application is unknown the application id feature tag MUST be omitted (see Section 6.3.2).
When receiving a MESSAGE request, the Push Receiver agent SHALL use the application id feature parameter (when present) to route the incoming MESSAGE to the correct push application. (see Section 6.3.1)

An example usage (sample flow) of the MESSAGE method with feature tag is shown in Appendix A.2.

5.2.3 SUBSCRIBE

When sending a SUBSCRIBE request, the Push Receiver agent SHALL indicate the target push receiver by providing the push communication service feature parameter in the Accept-Contact header [RFC3841]. It MAY provide a list of push application feature tags in the Accept-Contact header (see Section 6.4.1).
An example usage (sample flow) of the SUBSCRIBE method with feature tag is shown in AppendixA.3.
5.2.4 NOTIFY

In delivering push messages through the NOTIFY method the push communication service feature parameter MUST be set in the Accept-Contact [RFC3841] header field to identify the push communication service. On sending the Notify message the push sender agent MAY add a push application id feature parameter in the Accept-Contact header [RFC3841].
5.2.5 REFER

The push sender SHALL identify the refer target push communication service by providing the push service feature tag in the Refer-To header [RFC 4508]. The push sender MAY add push application id feature parameters of the referred to push service.
5.2.6 INVITE

The push sender MUST set push communication service feature parameter in the Accept-Contact [RFC3841] header field to identify the push communication service. On sending the INVITE request the push sender  MAY add a push application id feature parameter in the Accept-Contact header [RFC3841].

5.2.7 OPTIONS

The push receiver agent MAY add the push communication service feature parameter and the list of supported push application id feature parameters in the Contact header of an OPTIONS response [RFC3840].
Change 2:  Add RFC3840 and RFC 4508 to section 2.1
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