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1 Reason for Change

This contribution introduced the procedure and parameters of client app registration and notification delivery in case of multiple client App are sharing the same Client App Token.
R01:remove deregMeOnly parameter in deregistration procedure.
R02,R03 online change.
2 Impact on Backward Compatibility

none

3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and apply the proposed changes to the AOI ER.

6 Detailed Change Proposal

Change 1:  Change Following Section
8.1.5 Client Application Registration

The objective of the Client Application registration is indicating that the Client Application is willing to make use of the AOI Enabler capabilities and thus activating the reception of notifications submitted by the Server Application. 

Upon receiving the Client Application registration requests from the Client Application, the AOI Client SHALL progress this request to the AOI Server, including additionally its own AOI Client ID and Client Application Token Seed, if the Client Application issues one. 
Upon receiving confirmation from the AOI Server of the successful registration the AOI Client SHALL store the result (mapping between Client Application Token and Client Application instance) and SHALL inform the Client Application about the result of the registration.
Change 2:  Change Following Section
8.2.5 Client Application Registration

Upon receiving the Client Application registration requests from the AOI Client, the AOI Server SHALL generate an Client Application Token as per the following rules:

· In case the Application registration request does not include an Client Application Token Seedon the intention to subscribe to a specific type of notifications (e.g. multicast notification), then the AOI Server SHALL ensure that the generated Client Application Token is unique in the realm of that AOI Server, so that it represents just the single Application instance being registered.

· If on the other hand it does include such indication, the Client Application Token Seed, the AOI Server SHALL generate an Client Application Token specific to that type of notifications so that,

· any other instance of that Application gets the same Client Application Token if it indicates the intention to subscribe to the same type of notifications. And preferably this happens even if the different instances of the same Application register in AOI Servers run by different service providers.

· a malicious Application cannot subscribe to that type of notifications even if it intercepts the Client Application Token

The AOI Server SHALL store the mapping between the generated Client Application Token and the AOI Client ID provided in the request, and SHALL confirm the successful registration to the AOI Client.

Editor’s Note: It is FFS whether the AOI Server needs to send to the Client Application (via AOI Client) the necessary addressing information (e.g. Client Application Token & AOI Server URI) so that the Server Application can submit the notifications appropriately, or whether the AOI Server needs to convey this information directly to the Server Application 

Change 3:  Add Following Section
8.3.5.1 Notification Delivery To Multiple Client Application
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Figure 4 - Notification Delivery to Multiple Client Applications
Change 4:  Change Following Section
9.3.1 Client Application Registration

The following table describes the elements of a Client Application Registration request sent to the AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘clientAppRegistrationReq’, identifying this message as a Client Application Registration request

	ApplicationName
	String
	1
	This element contains the Application Name.

	tokenSeed
	String
	0..1
	This element contains the Client Application Token Seed. Same clientAppToken will be generated given the same tokenSeed.



ClientApplicationRegistration request
The following table describes the elements of a Client Application Registration response sent from the AOI Client to the Client Application:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘clientAppRegistrationRes’, identifying this message as a Client Application Registration response

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘200’ (‘OK’).

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.

	clientAppToken
	String
	1
	This element contains the Client Application Token, to be used by the Server Application for the notification addressing

	aoiServerUrl
	URL
	0..1
	This element contains the URL of the AOI Server to which notification requests need to be targeted. If this information is known by other means it does not need to be conveyed in the Client Application Registration response


ClientApplicationRegistration success response
The following table describes the elements of a Client Application Registration error response sent from the AOI Client to the Client Application:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘clientAppRegistrationRes’, identifying this message as a Client Application Registration response

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request

· ‘401’: ’Unauthorized’: The provided AOI Client Application ID is not valid or not correctly registered to the AOI Server.

·  ‘503’: ‘Service Unavailable’: The AOI Server is temporarily not ready to process the request. The client may re-attempt the operation.

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.

The default descriptors can be found after each error code in the description of the ‘code’ element..


ClientApplicationRegistration error response
9.3.2 
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