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1 Reason for Change

This contribution proposes to modify section 8 in the ER.
This contribution also aims to close the following CONRR comments:

	B110
	2014.08.15
	T
	8.1.2
	Source: ZTE
Form: INP
Comment:  The  content is not align with 6.2.1
Proposed Change:  Modify it.
	Status: OPEN / CLOSED

	B111
	2014.08.15
	E
	8.1.3, 8.1.4
	Source: ZTE
Form: INP
Comment:  There are some editorial mistakes.
Proposed Change:  Modify them.
	Status: OPEN / CLOSED

	
	
	
	
	



	

	B113
	
	
	
	
	

	B114
	2014.08.15
	T
	8.1.6.3,

8.2.6.4
	Source: ZTE
Form: INP
Comment:  Need to check if ‘The priority enumerations of notifications are defined in Section 9.5.1.’ is suitable.
Proposed Change:  Make necessary modification.
	Status: OPEN / CLOSED

	B115
	
	
	
	
	

	B116
	2014.08.15
	T
	8.1.x
	Source: ZTE
Form: INP
Comment:  The method of ‘Emergency Notification request’ is not reflected in interface, and title is missing.
Proposed Change:  Add the corresponding interface and title.
	Status: OPEN / CLOSED

	B117
	2014.08.15
	E
	8.2.1
	Source: ZTE
Form: INP
Comment:  There are some editorial mistakes.
Proposed Change:  Modify them.
	Status: OPEN / CLOSED

	B118
	
	
	
	
	

	B119
	
	
	
	
	

	B120
	2014.08.15
	E
	8.2.6.3
	Source: ZTE
Form: INP
Comment:  There are some editorial mistakes.
Proposed Change:  Modify them.
	Status: OPEN / CLOSED

	B121
	
	
	
	
	

	B122
	2014.08.15
	E
	8.2.9
	Source: ZTE
Form: INP
Comment:  There are some editorial mistakes.
Proposed Change:  Modify them.
	Status: OPEN / CLOSED

	B123
	2014.08.15
	T
	8.2.9
	Source: ZTE
Form: INP
Comment:  “ServerApplicationId” should be “ApplicationId”
Proposed Change: change “ServerApplicationId” to “ApplicationId”
	Status: OPEN / CLOSED

	B124
	2014.08.15
	T
	8.2.10
	Source: ZTE
Form: INP
Comment:  Editor’s Note
Proposed Change: delete Editor’s Note, change “Identifier of the Server Application” to “Application Identifier”
	Status: OPEN / CLOSED

	B125
	2014.08.15
	E
	8.2.11
	Source: ZTE
Form: INP
Comment:  There are some editorial mistakes.
Proposed Change:  Modify them.
	Status: OPEN / CLOSED

	B126
	2014.08.15
	T
	8.3.5.2
	Source: ZTE
Form: INP
Comment:  It has not been reflected in interface.  Note: in Notification Delivery error response.
Proposed Change:  Make necessary modification.
	Status: OPEN / CLOSED
The comment is not correct.

	B127
	2014.08.15
	E
	8.3.5.4
	Source: ZTE
Form: INP
Comment: Title does not match the content.

Proposed Change:  Make necessary modification.
	Status: OPEN / CLOSED

	B128
	
	
	
	
	

	B129
	
	
	
	
	

	B130
	2014.08.15
	E
	8.3.14
	Source: ZTE
Form: INP
Comment:  Description ‘in AOI system’ is not suitable.
Proposed Change:  Modify it.
	Status: OPEN / CLOSED

	B131
	2014.08.15
	E
	8.4
	Source: ZTE
Form: INP
Comment:  The proposal ‘OMA-CD-AOI-2014-0019R01-CR_Modification_of_Notification_Delivery_State’ has not been applied completely.
Proposed Change:  Remove 8.4.
	Status: OPEN / CLOSED


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree the CR.
6 Detailed Change Proposal
Change 1:  Modify Section 8-8.2
8. Functional Component Procedures
8.1 AOI Client Procedures

8.1.1 AOI Client Registration

The objective of the AOI Client registration is informing the AOI Server that it is willing to make use of the service the AOI Server provides and requesting the AOI Client ID to be used in subsequent requests. 

Upon installation/activation of the AOI Client or upon receiving an Client Application registration requests whilst the AOI Client is not registered to the AOI Server, the AOI Client SHALL issue an AOI Client registration request to the AOI Server. 
8.1.1.1 AOI Client Registration(Initial Registration)
The trigger of AOI Client Registration might depend on deployment policy and user configuration. Based on device user policy, if SIM card  binding to AOI Client is applied by the end user, the AOI Client Registration MAY includes subscriber information (IMSI, MSISDN) from SIM card 
Upon receiving the AOI Client registration confirmation from the AOI Server, the AOI Client SHALL store the assigned AOI Client ID for use in future requests. If SIM card binding is applied during registration, the AOI Client MIGHT store AOI Client ID on SIM card for future usage. 
Depending on device user policy, if there is binding between SIM card and AOI Client ID, AOI Client SHOULD be able to issue a new AOI Client registration request obtain a new AOI Client ID from the AOI Server upon the change of SIM card..

8.1.1.2 AOI Client Registration(Re-registration)
The objective of the AOI Client reregistration is informing the AOI Server that it is willing to continue to make use of the service the AOI Server provides with existing the AOI Client ID. 

If SIM card binding to AOI Client is applied by the end user, AOI  Client MAY obtain AOI Client ID from SIM card if there is an associated AOI Client ID. The AOI Client Registration SHOULD include this AOI Client ID.  The other procedure is same as initial AOI Client registration. 

Upon receiving the AOI Client registration confirmation from the AOI Server, the AOI Client SHALL store the AOI Client ID confirmed in the response for use in future requests. If SIM card binding is applied during registration, the AOI Client MAY store AOI Client ID on SIM card for future usage.
8.1.2 Notification Channel Activation

The objective of the Notification Channel Activation request is negotiating the notification channel(s) that may be used by the AOI Server to deliver notifications to the AOI Client.

The four types of notification channels described in section 6.2.1 may be proposed by the AOI Client. 





The  notification channels along with wake-up mechanisms described in section 6.2.2allow the device where the AOI Client is running to remain in radio idle state as long as possible when it is connected through a mobile data connection, as they do not require sending keep-alive messages

Upon receiving an Client Application Registration request, when there is currently no notification channel active, the AOI Client MAY issue a Notification Channel Activation request, proposing at least one supported notification channel.

Upon receiving confirmation from the AOI Server of the selected notification channel(s), the AOI Client SHALL perform required actions to activate them if needed (e.g. if OMA Push over SMS is used the AOI Client needs to register with the Push Client).
Upon any event that affects the notification channel(s) that can be used by the AOI Server to deliver notifications to the AOI Client (e.g. if the client gets a new IP address when the data connection switches between 3G and Wi-Fi or from one Wi-Fi to another), the AOI Client SHALL issue a Notification Channel Activation request to the AOI Server to indicate the bearer change of the notification channel(s).

8.1.3 Notification Channel Maintenance
The objective of the Notification Channel Maintenance request is maintaining the notification channel(s) that may be used by the AOI Server to deliver notifications to the AOI Client in those cases where the notification channel would be released after some inactivity period. An example of notification channel where the Notification Channel Maintenance is necessary is a connection-oriented notification channel that needs to traverse a Firewall/NAT.
When there is currently no notification messages for some time, e.g. 9 minutes, the AOI Client MAY issue a Notification Channel Maintenance request.

Upon receiving confirmation from the AOI Server for the Notification Channel Maintenance request, the AOI Client SHALL perform required actions to keep the notification channel active.
8.1.4 Notification Channel Deactivation
The objective of the Notification Channel Deactivation request is to deactivate the notification channel(s) between AOI Client and AOI Server.

The AOI Client MAY issue a Notification Channel Deactivation request based on Service Provider policy or user defined policy.

Upon receiving confirmation of the selected notification channel(s) from the AOI Server, the AOI Client SHALL perform required actions to deactivate them if needed.
8.1.5 Client Application Registration

The objective of the Client Application registration is indicating that the Client Application is willing to make use of the AOI Enabler capabilities and subscribe for reception of a specific type of notifications submitted by the Server Application and differentiated by Client Application Token Seeds. 

Upon receiving the Client Application registration requests from the Client Application, the AOI Client SHALL progress this request to the AOI Server, including additionally its own AOI Client ID and Client Application Token Seed, if the Client Application issues one.

Upon receiving confirmation from the AOI Server of the successful registration the AOI Client SHALL store the result (mapping between Client Application Token and Client Application instance) and SHALL inform the Client Application about the result of the registration.
8.1.6 Notification Delivery

Upon receiving a notification request from the AOI Server the AOI Client SHALL forward the notification to the Client Application instance matching the Client Application Token provided in the notification request, if the Client Application is running or otherwise configured to be woken up.
8.1.6.1 Notification Compression

For the notification compression purpose, the AOI Client MAY report whether it supports compression/decompression and the supported compression algorithm(s) to the AOI Server. When receiving the compressed notification, the AOI Client will decompress the notification before sending it to the Client Application.
8.1.6.2 Notification and Wake Up Aggregation

Depending on the AOI Client policy, when receiving non real time notifications, the AOI Client MAY decide to wait for more notifications within a specific time interval and aggregate the delivery of the notifications to Client Applications in order to minimize the signaling load due to the service interaction triggered by device after receiving the notifications.

8.1.6.3 Notification Delivery Priority Handling
The AOI Client SHOULD support delivery of notifications according to the priority levels of the received notifications, by service classes. When receiving a notification, the AOI Client SHOULD check the priority level and deliver the notification accordingly. .
In the disaster conditions, the AOI Client SHOULD support higher prioritized delivery of notifications based on disaster/emergency service class.  When receiving the disaster/emergency class of notification, regardless of the condition, the AOI Client will immediate delivery by the fastest and reliable way to the Client Application. 

Editor’s Note: It’s FFS how does AOI Client handle priorities of notification.

8.1.6.4 Notification Delivery Expiration
The objective of the Notification Delivery Expiration is to stop delivering the notifications after the expiry time.  When receiving notifications, the AOI Client MAY decide to expire the notifications after the expiry time set by the AOI Enabled Server Application. 

8.1.7 AOI Client Deregistration

The objective of the AOI Client deregistration is to release corresponding resources and inform the related parties that no service could be continued any more. There are 2 kinds of AOI client deregistration procedures. One is initiated by the AOI client to inform the AOI Server that it is willing to stop making use of the service the AOI Server provides. And the other is initiated by the AOI server to inform specific or all AOI Clients about the de-registration and the intention to release the resources.

Before un-installation and/or other scenarios requiring deactivation of the AOI Client whilst the AOI Client is registered to the AOI Server, the AOI Client SHOULD issue an AOI Client deregistration request to the AOI Server, including AOI Client ID.
Upon receiving the AOI Client deregistration confirmation from the AOI Server, the AOI Client SHALL inform all the Client Application registered to the AOI Client about the result of the deregistration.

In case of procedure initiated by AOI Server, upon receiving the notification of deregistration, the AOI Client SHALL send acknowledgement message to AOI Server.

8.1.8 Client Application Deregistration

The objective of the Client Application deregistration is indicating that the Client Application is willing to stop making use of the AOI Enabler capabilities. 

Upon receiving the Client Application deregistration request from the Client Application, the AOI Client SHALL progress this request to the AOI Server, including Client Application Token and additionally its own AOI Client ID.

Upon receiving confirmation from the AOI Server of the successful deregistration, the AOI Client SHALL delete the Client Application Token.

8.1.9 Authorized Emergency Notification 

The objective of the emergency notification request is alerting the emergency notification(s) that may be used by the authorized Server Application to deliver disaster/emergence notifications to the user (in case no Client Application Token is indicated in the notification).

Upon receiving an Emergency Notification requests from the AOI Server, the AOI Client SHALL alert the notification immediately to the user. Emergency notification requests are used for broadcasting of messages to one or many groups of people "notifying" or alerting a group of individuals of a pending or existing emergency situation (e.g: tornadoes, tsunami, air-raid)

8.2 AOI Server Procedures

8.2.1 AOI Client Registration

Upon receiving the AOI Client registration requests from the AOI Client the AOI Server SHALL:

- check if any AOI Client ID is included in AOI Client Registration request, if NO:

- check if any subscriber information (IMSI, MSISDN) included in the request, if NO:

-handle the request as initial AOI Client Registration, assign a new AOI Client ID for this AOI Client Registration;

             - if YES:

-check if simBinding in the request is true, if NO: handle the request as initial AOI Client Registration,assign a new AOI Client ID for this AOI Client Registration;

-if YES, check internally in AOI Server if there is any AOI Client ID associated with given subscriber information, if no, handle the request as initial AOI Client Registration, assign a new AOI Client ID for this AOI Client Registration; store the subscriber information associated with the AOI Client ID;

           If there is an AOI Client ID associated with given subscriber information, return the AOI Client ID as result;

 - if YES: 

- handle the request as re-registration, check if any subscriber information (IMSI, MSISDN) included in the request, if YES:

-if simBinding is true and there is subscriber information associated with given AOI Client ID, and the subscriber information is different from that in the request, reject the request; notify AOI Client that it must initiate a new initial AOI Client Registration request.

-if simBinding is false, handle the request as successful re-registration.

If NO:handle the request as successful re-registration

AOI Server communicates the result of the registration to the AOI Client including the AOI Client ID to be used by the AOI Client in future requests
The result of the AOI Client Registration (i.e. AOI Client ID) SHALL be stored on AOI Server for future usage.

8.2.2 Notification Channel Activation

Upon receiving the Notification Channel Activation requests from the AOI Client the AOI Server SHALL select the most appropriate notification channel(s) taking into account the information received from the AOI Client, it SHALL activate said notification channel and SHALL communicate to the AOI Client the selected notification channel(s).
Note that more than one notification channel can be activated simultaneously. For instance, a connection-oriented channel and another based on OMA Connectionless Push over SMS can be simultaneously active, so that in case the data connection fails unexpectedly the latter channel can still be used without requiring a new Notification Channel Activation.

The result of the Notification Channel Activation (i.e. notification channel info) SHALL be stored on AOI Server for future usage.
8.2.3 Notification Channel Maintenance 

Upon receiving the Notification Channel Maintenance requests from the AOI Client the AOI Server SHALL keep the notification channel active and SHALL communicate to the AOI Client the confirmation.

Note that more than one notification channel can be kept active simultaneously. For instance, a connection-oriented channel and another based on OMA Connectionless Push over SMS can be simultaneously active, so that in case the data connection fails unexpectedly the latter channel can still be used.
8.2.4 Notification Channel Deactivation

Upon receiving the Notification Channel Deactivation request from the AOI Client, the AOI Server SHALL deactivate said notification channel.

The AOI Server MAY also initiate the Notification Channel Deactivation request according to Service Provider’s policy.

The result of the Notification Channel Deactivation (i.e. notification channel info) MAY be stored on AOI Server for future usage.
8.2.5 Client Application Registration

Upon receiving the Client Application registration requests from the AOI Client, the AOI Server SHALL generate an Client Application Token as per the following rules:

· In case the Application registration request does not include a Client Application Token Seed on the intention to subscribe to a specific type of notifications (e.g. multicast notification), then the AOI Server SHALL ensure that the generated Client Application Token is unique in the realm of that AOI Server, so that it represents just the single Application instance being registered.

· If on the other hand it does include such indication, the Client Application Token Seed, the AOI Server SHALL generate an Client Application Token specific to that type of notifications so that,

· any other instance of that Application gets the same Client Application Token if it indicates the intention to subscribe to the same type of notifications. And preferably this happens even if the different instances of the same Application register in AOI Servers run by different service providers.

· a malicious Application cannot subscribe to that type of notifications even if it intercepts the Client Application Token

The AOI Server SHALL store the mapping between the generated Client Application Token and the AOI Client ID provided in the request, and SHALL confirm the successful registration to the AOI Client.

Editor’s Note: It is FFS whether the AOI Server needs to send to the Client Application (via AOI Client) the necessary addressing information (e.g. Client Application Token & AOI Server URI) so that the Server Application can submit the notifications appropriately, or whether the AOI Server needs to convey this information directly to the Server Application 

8.2.6 Notification Delivery

Upon receiving the notification request from the Server Application, the AOI Server SHALL look up for the AOI Client ID, or set thereof, associated to：

 -the Client Application Token provided in the notification request；

- Application ID provided in the notification request;

and it SHALL forward the notification to the AOI Client(s) associated to the AOI Client ID(s).

-

8.2.6.1 Notification Compression

When receiving notifications from the Server Applications, the AOI Server MAY decide whether or not to compress the notification based on the information reported by the AOI Client and its local policy, and act accordingly. 

8.2.6.2 Notification Aggregation
Depending on the AOI Server policy, when receiving non real time notifications from Server Application, the AOI Server MAY wait for more notifications to be sent to the same device within a specific time interval and aggregate the delivery of the notifications to reduce the signaling load due to the notification delivery and service interaction triggered by Device after receiving the notification.
8.2.6.3 Notification Delivery Policy
Upon receiving notifications from the Server Applications, the AOI Server SHALL check the channel status. When there is no channel available, the AOI Server SHALL reject the notification; or the AOI Server SHALL store the received notification and deliver it as soon as the channel is available, according to policies or notification delivery parameters. 
8.2.6.4 Notification Delivery Handling
The AOI Server SHALL support delivery of notifications according to the priority levels of the notifications sent by the Server Application. The Server Applications will assign a priority value for the notification before sending it to the AOI Server. When receiving the notification, the AOI Server SHALL check the priority level and deliver the notification accordingly. If the priority level is not set by the Server Application, a default value with ‘1’ SHALL apply. 
In the disaster conditions, the AOI Server SHOULD support higher prioritized delivery of notifications based on disaster/emergency service class.  When receiving the disaster/emergency class of notification from the Server Applications, regardless of the condition, the AOI Server will immediate delivery by the fastest and reliable way to the AOI Client. 
The AOI Server SHALL support prioritized delivery of notifications based on service classes., which means the AOI Server will differentiate the notifications and deliver them accordingly.
8.2.6.5 Notification Delivery Expiration
The objective of the Notification Delivery Expiration is to stop delivering the notifications after the expiry time.  When receiving notifications from the AOI Server Application, the AOI Server SHALL decide to expire the notifications after the expiry time set by the AOI Enabled Server Application. 
8.2.6.6 Notification payload size limitation enforcement
The intention of this enforcement is to ensure that oversized notification messages between AOI Server and AOI Client are stopped. 

Upon the reception of notification from Server Application, AOI Server MAY check the notification payload size to ensure that oversized payloads are not forwarded to the AOI client. This minimizes the over the air data traffic for messages not supported by the AOI Client.

Note: How to set the message size policy and what entity does it is not part of AOI specification. AOI Server is used to enforce this policy when required.
8.2.7 AOI Client Deregistration

In case of procedure initiated by AOI Client, upon receiving the AOI Client deregistration requests from the AOI Client, the AOI Server SHALL delete registration information (i.e. mapping between AOI Client ID and all the Client Application Tokens) of the AOI Client.
The AOI Server SHALL confirm the successful deregistration to the AOI Client.

In case of procedure initiated by AOI Server, the AOI Server SHOULD inform the AOI Client the service would be stopped. 
8.2.8 Client Application Deregistration

Upon receiving the Client Application deregistration request from the AOI Client, the AOI Server SHALL delete registration information (i.e. the mapping between AOI Client ID and the deregistered Client Application Token), and SHALL confirm the successful deregistration to the AOI Client.

8.2.9 Server Application Registration

The objective of the Server Application registration is informing the AOI Server that it is willing to start making use of the service the AOI Server provides.  
The registration message includes Application Name and Service Provider Name. Upon receiving the Server Application registration requests from the Server Application and upon the successful registration, AOI Server SHOULD store the information and generate a Application ID. And AOI Server SHOULD communicate the result of the registration to the Server Application including the ApplicationID and AOIServerURL to be used by Server Application in future requests. Then Server Application SHOULD store the assigned Application ID and AOIServerURL for use in future requests.
8.2.10 Server Application Deregistration

The objective of the Server Application deregistration is to stop making use of the AOI service that the AOI Server provides. 
The Server Application Deregistration can be triggered either by AOI Server or Server Application.

If it is triggered by Server Application:

-Before deactivation of the Server Application whilst the Server Application is registered to the AOI Server, the Server Application SHALL issue a Server Application deregistration request to the AOI Server, including the Identifier of the  Server Application.
-Upon receiving the Server Application deregistration request from the Server Application, the AOI Server SHOULD delete the registration information of the Server Application if the DeregistrationRequest is PERMANENT. The AOI Server MAY inform the AOI Client that the Server Application is unavailable if the DeregistrationRequest is TEMPORARY.
-The AOI Server SHALL confirm the successful deregistration to the Server Application.

If it is triggered by AOI Server:

- AOI Server SHALL reject the notification message with 418 error code; or

- AOI Server sends Server Application Deregistration request to Server Application.


8.2.11 Authorized Emergency Notification 

Upon receiving the emergency notifications requests from the authorized Server Application, the AOI Server SHALL delivers by the fastest way to all the AOI Clients. 

Before sending the emergency notifications request to the AOI Server, the Server Application SHALL issue a Server Application authorization request to the AOI Server, including the identifier of the Server Application.
Change 2:  Modify Section 8.3

8.3.5.4 Notification Delivery(with priority)
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8.3.14 Upward Lightweight Messaging
The following figure is given to illustrate the flow and procedures of upward lightweight messaging delivery from the Client Application to the Server Application over the dedicated connection.
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