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1 Reason for Change

This contribution proposes to resolve the comments below: 
	B132
	2014.08.15
	E
	All 9
	Source: ZTE
Form: INP
Comment:  Some success responses and error responses are incorporated into one messages, some are not; Table number is missing.
Proposed Change:  Incorporate all success response and corresponding error response into one response message, and modify the description accordingly; Add the table number.
	Status: OPEN / CLOSED

	B133
	2014.08.15
	T
	9.1.3
	Source: ZTE
Form: INP
Comment:  The proposal ‘OMA-CD-AOI-2014-0027R01-CR_Add_Notification_Channel_based_on_UDP’ has not been applied completely; Description ‘TCP:TCP-based channel triggered by a UDP-based wake-up message’ is not precise, and some editorial mistakes.
Proposed Change:  Make necessary modification.
	Status: OPEN / CLOSED

	B134
	2014.08.15
	T
	9.1.4
	Source: ZTE
Form: INP
Comment:  The description ‘channelType’ does not align with 9.1.3.
Proposed Change:  Make modification.
	Status: OPEN / CLOSED

	B135
	2014.08.15
	T
	9.1.6
	Source: ZTE
Form: INP
Comment: missing “ApplicationId” parameter in registration request
Proposed Change: add “ApplicationId” parameter in registration request, and delete Editor’s Note
	Status: OPEN / CLOSED

	B136
	2014.08.15
	T
	9.1.8
	Source: ZTE
Form: INP
Comment:  ‘messageType’ is missing, and some editorial mistakes.
Proposed Change:  Make modification.
	Status: OPEN / CLOSED

	B137
	2014.08.15
	T
	9.1.9
	Source: ZTE
Form: INP
Comment: Editor’s Note; The description is missing, and editorial mistake.
Proposed Change: delete Editor’s Note, only “Application ID” will be used, and make necessary modification.
	Status: OPEN / CLOSED

	B138
	2014.08.15
	E
	9.2.1
	Source: ZTE
Form: INP
Comment:  The description ‘channelType’ does not align with 9.1.3, and editorial mistakes.
Proposed Change:  Make modification.
	Status: OPEN / CLOSED

	B139
	2014.08.15
	E
	9.2.2
	Source: ZTE
Form: INP
Comment:  The type of ‘payload’ has no definition, so as to 9.1.9 and 9.4.1.
Proposed Change:  Make modification.
	Status: OPEN / CLOSED

	B140
	2014.08.15
	T
	9.3.1
	Source: ZTE
Form: INP
Comment: parameter “ApplicaitonName” should be “ApplicationId”
Proposed Change: change “ApplicaitonName” to “ApplicationId” and revise the parameter description
	Status: OPEN / CLOSED

	B141
	2014.08.15
	T
	9.4.1
	Source: ZTE
Form: INP
Comment: parameter “ServerApplicationID” should be “ApplicationId” in table Notification Delivery
Proposed Change: change “ServerApplicationID” to “ApplicationId” and revise corresponding description
	Status: OPEN / CLOSED

	B142
	2014.08.15
	T
	9.4.2
	Source: ZTE
Form: INP
Comment: parameter “ServerApplicationID” should be “ApplicationId” in table Server Application Registration success response

Proposed Change: change “ServerApplicationID” to “ApplicationId” and revise corresponding description
	Status: OPEN / CLOSED 


	B143
	2014.08.15
	T
	9.4.3.1
	Source: ZTE
Form: INP
Comment: parameter “ServerApplicationID” should be “ApplicationId” in table Server Application Deregistration request

Proposed Change: change “ServerApplicationID” to “ApplicationId” and revise corresponding description
	Status: OPEN / CLOSED

	B144
	2014.08.15
	T
	9.4.3.2
	Source: ZTE
Form: INP
Comment: parameter “ServerApplicationID” should be “ApplicationId” in table Server Application Deregistration request (AOI Server triggered)
Proposed Change: change “ServerApplicationID” to “ApplicationId” and revise corresponding description
	Status: OPEN / CLOSED

	B145
	2014.08.15
	E
	9.3.1,

9.3.2,

9.3.3,

9.5.2


	Source: ZTE
Form: INP
Comment:  There some editorial mistakes.
Proposed Change:  Make modification.
	Status: OPEN / CLOSED

	B146
	2014.08.15
	E
	9.6
	Source: ZTE
Form: INP
Comment:  There is only one definition and it is better to incorporate the definition to 9.2.2.
Proposed Change:  Discuss and make necessary modification.
	Status: OPEN / CLOSED
Solved by CR0056

	B147
	2014.08.15
	E
	9.7
	Source: ZTE
Form: INP
Comment:  There is only one definition and it is better to incorporate the definition to 9.1.9.
Proposed Change:  Discuss and make necessary modification.
	Status: OPEN / CLOSED
Solved by CR0056

	
	
	
	
	
	

	B113
	2014.08.15
	T
	8.1.6.2,

8.2.6.2
	Source: ZTE
Form: INP
Comment:  There is no method to determine ‘non real time notifications’.
Proposed Change:  Modify the corresponding interface.
	Status: OPEN / CLOSED
Modify 9.2.2 and 9.4.1, add ‘IsRealtime’ parameter

	B115
	2014.08.15
	T
	8.1.6.4,

8.2.6.5
	Source: ZTE
Form: INP
Comment:  The method of ‘the expiry time set by the AOI Enabled Server Application.’ is not reflected in interface; And title of 8.2.6.5 need to be modified.
Proposed Change:  Add the corresponding interface.
	Status: OPEN / CLOSED
Modify 9.2.2 and 9.4.1, add ‘expiryTime’ parameter

	B118
	2014.08.15
	T
	8.2.5
	Source: ZTE
Form: INP
Comment:  ‘even if the different instances of the same Application register in AOI Servers run by different service providers.’ is not very clear.
Proposed Change:  Make necessary modification.
	Status: OPEN / CLOSED
To be discussed

	B119
	2014.08.15
	T
	8.2.6
	Source: ZTE
Form: INP
Comment:  ‘Application ID provided in the notification request;’ is not reflected.
Proposed Change:  Make necessary modification.
	Status: OPEN / CLOSED
Modify 9.4.1 to ‘ApplicationID’ 

	B121
	2014.08.15
	T
	8.2.6.6
	Source: ZTE
Form: INP
Comment:  The enforcement is conflict with the content of 9.7 ‘The maximum size allowed for a notification payload is 4096 bytes’. (8.2.6.6 Note)
Proposed Change:  Make necessary modification.
	Status: OPEN / CLOSED
Modify 9.7.

	B128
	2014.08.15
	T
	8.3.5.5
	Source: ZTE
Form: INP
Comment:  It has not been reflected in interface. (Notification Delivery Expiration)
Proposed Change:  Make necessary modification.
	Status: OPEN / CLOSED
Solved as B115

	B129
	2014.08.15
	T
	8.3.5.8
	Source: ZTE
Form: INP
Comment:  It has not been reflected in interface.( Notification Delivery To All Client Applications)
Proposed Change:  Make necessary modification.
	Status: OPEN / CLOSED
Solved by modification of 9.4.1.

	
	
	
	
	
	


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree the CR.
6 Detailed Change Proposal
Change 1:  Modify Section 9
9 Technical Specification
9.1Interface AOI-1

9.1.1 AOI Client Registration

The following table describes the elements of an AOI Client Registration request sent from the AOI Client to the AOI Server:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘aoiClientRegistrationReq’, identifying this message as a AOI Client Registration request

	clientId
	String
	0...1
	This element contains the AOI Client ID associated with subscriber information which is stored in SIM card.

	deviceID
	String
	1
	This element contains the device ID of which initiate the AOI Client Registration request

The device ID unambiguously identifies a device
Editor’s  Note: it is FFS the definition and format of device ID.

	simBinding
	Boolean
	0...1
	This element contains the value indicating wether to bind AOI Client ID with SIM card.

True: SIM binding is applied

False: no SIM binding is applied(default)

	IMSI
	String
	0…1
	This element contains the IMSI; must be present if SIM binding is true.
This element is included in the request if user preference for subscription information binding is on.

	MSISDN
	String
	0…1
	This element contains the IMSI;

This element is included in the request if user preference for subscription information binding is on.


Table 1: AOI Client Registration request


The following table describes the elements of an AOI Client Registration response sent from the AOI Server to the AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘aoiClientRegistrationRes’, identifying this message as a AOI Client Registration response

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘200’ (‘OK’).
In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request
· 409: Conflicted SIM: SIM is conflicted with given subscriber information.
· ‘503’: ‘Service Unavailable’: The AOI Server is temporarily not ready to process the request. The client may re-attempt the operation.

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.
The default descriptions can be found after each error code in the description of the ‘code’ element.

	clientId
	String
	0…1
	This element contains the AOI Client ID assigned by the AOI Server to the AOI Client as a successful result of the AOI Client registration request.


Table 2: AOI Client Registration response

	
	
	
	

	
	
	
	

	
	
	
	

· 
· 
· 

	
	
	
	




9.1.2 AOI Client Deregistration

The following table describes the elements of an AOI Client Deregistration request sent from the AOI Client to the AOI Server:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘aoiClientDeregistrationReq’, identifying this message as a AOI Client  Deregistration request

	clientId
	String
	1
	This element contains the AOI Client ID assigned by the AOI Server during the AOI Client Registration procedure.


Table 3: AOI Client Deregistration request
The following table describes the elements of an AOI Client Deregistration response sent from the AOI Server to the AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘aoiClientDeregistrationRes’, identifying this message as a AOI Client  Deregistration response

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘200’ (‘OK’).
In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request

·  ‘503’: ‘Service Unavailable’: The AOI Server is temporarily not ready to process the request. The client may re-attempt the operation.

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.


Table 4: AOI Client Deregistration response
9.1.3 Notification Channel Activation

The following table describes the elements of a Notification Channel Activation request sent from the AOI Client to the AOI Server:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘channelActivationReq’, identifying this message as a Notification Channel Activation request.

	clientId
	String
	1
	This element contains the AOI Client ID

	notificationChannel
	Channel
	1…N
	Each occurrence of this element contains the data associated to a notification channel supported by the AOI Client


Table 5: Notification Channel Activation request
The following table describes the elements of the Channel type

	Element
	Type
	Cardinality
	Description

	channelType
	String
	1
	Type of the notification channel supported by the AOI Client. Can have the following values:

· “pushOTA”: OMA Connectionless Push over SMS

· “UDP”: UDP based channel
· TCP:TCP-based channel

	data
	PushOTAChannelData (if type=”pushOTA”) or UDPChannelData (if type=”UDP”)
or

TCPChannelData(if type=”TCP”)
	0…1
	Contains the data necessary to establish the corresponding notification channel

This can be omitted only if PushOTAChannelData is empty.


Table 6: Channel type
The following table describes the element of the PushOTAChannelData type

	Element
	Type
	Cardinality
	Description

	MSISDN
	String
	0…1
	MSISDN registered in the device where the AOI Client is running and to which notifications can be sent

This information may not be explicitly conveyed by the AOI Client but obtained by other means (e.g. network based mechanisms)


Table 7: PushOTAChannelData type
The following table describes the elements of the UDPChannelData type

	Element
	Type
	Cardinality
	Description

	IP
	String
	1
	Private IP address (within the MNO’s network) in use by the device where the AOI Client is running and to which wake-up or notification UDP packet can be sent.

	port
	String
	1
	Port to which wake-up or notification UDP packet can be sent

	MCC
	String
	0…1
	Mobile Country Code associated to the mobile subscription in use by the device where the AOI Client is running

This information may not be necessary in some scenarios (e.g. AOI Server providing service to a single network)

	MNC
	String
	0…1
	Mobile Network Code associated to the mobile subscription in use by the device where the AOI Client is running

This information may not be necessary in some scenarios (e.g. AOI Server providing service to a single network)


Table 8: UDPChannelData type
The following table describes the elements of the TCPChannelData type

	Element
	Type
	Cardinality
	Description

	IP
	String
	1
	Private IP address (within the MNO’s network) in use by the device where the AOI Client is running and to which TCP connection is established. 

	port
	String
	1
	Port to which TCP connection is established

	MCC
	String
	0…1
	Mobile Country Code associated to the mobile subscription in use by the device where the AOI Client is running

This information may not be necessary in some scenarios (e.g. AOI Server providing service to a single network)

	MNC
	String
	0…1
	Mobile Network Code associated to the mobile subscription in use by the device where the AOI Client is running

This information may not be necessary in some scenarios (e.g. AOI Server providing service to a single network)


Table 9: TCPChannelData type
The following table describes the elements of a Notification Channel Activation response sent from the AOI Server to the AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘channelActivationRes’, identifying this message as a Notification Channel Activation response.

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘200’ (‘OK’).
In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request

· ‘401’: ’Unauthorized’: The provided AOI Client ID is not valid or not correctly registered to the AOI Server.

· ‘403’: ‘Forbidden’:  the notification channel types proposed by the AOI Client are not supported at all by the AOI Server, or not supported for the corresponding user (e.g. the AOI Server does not support the establishment of a notification channel with users located in the Mobile Network indicated by the MCC/MNC parameters)
· ‘503’: ‘Service Unavailable’: The AOI Server is temporarily not ready to process the request. The client may re-attempt the operation.

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.
The default descriptions can be found after each error code in the description of the ‘code’ element.

	channelType
	String
	0...N
	Type of the notification channel(s) activated by the AOI Server as the successful result:

· “pushOTA”: OMA Connectionless Push over SMS

· “UDP”:  UDP based channel
· “TCP”: TCP based channel


Table 10: Notification Channel Activation response
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9.1.4Notification Channel Deactivation

The following table describes the elements of a Notification Channel Activation request sent from the AOI Client to the AOI Server:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘channelDeactivationReq’, identifying this message as a Notification Channel Deactivation request.

	clientId
	String
	1
	This element contains the AOI Client ID

	channelType
	String
	1
	Type of the notification(s) channel to be deactivated by the AOI Client. Can have the following values:

· “pushOTA”: OMA Connectionless Push over SMS

· “UDP”:  UDP based channel
· TCP:TCP based channel 


Table 11: Notification Channel Deactivation request
The following table describes the elements of a Notification Channel Deactivation response sent from the AOI Server to the AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘channelDeactivationRes’, identifying this message as a Notification Channel Deactivation response.

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘200’ (‘OK’).

In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request

· ‘503’: ‘Service Unavailable’: The AOI Server is temporarily not ready to process the request. The client may re-attempt the operation.

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.


Table 12: Notification Channel Deactivation response
9.1.5Notification Channel Maintenance
The following table describes the elements of a Notification Channel Maintenance request sent from the AOI Client to the AOI Server:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘channelMaintenanceReq’, identifying this message as a Notification Channel Maintenance request.

	clientId
	String
	1
	This element contains the AOI Client ID

	notificationChannel
	Channel
	1…N
	Each occurrence of this element contains the data associated to a notification channel supported by the AOI Client
Please refer to Section 9.1.3 for Channel type definition.

	maintenanceTime
	Integer
	1
	This element indicates the maintenance time, measured in seconds.


Table 13: Notification Channel Maintenance request
The following table describes the elements of a Notification Channel Maintenance response sent from the AOI Server to the AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘channelMaintenanceRes’, identifying this message as a Notification Channel Maintenance response.

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘200’ (‘OK’).

In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request

· ‘503’: ‘Service Unavailable’: The AOI Server is temporarily not ready to process the request. The client may re-attempt the operation.

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.


Table 14: Notification Channel Maintenance response
9.1.6Client Application Registration

The following table describes the elements of a Client Application Registration request sent from the AOI Client to the AOI Server:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘clientAppRegistrationReq’, identifying this message as a Client Application Registration request

	clientId
	String
	1
	This element contains the AOI Client ID

	tokenSeed
	String
	0...1
	This element contains the Client Application Token Seed. Same clientAppToken will be generated based on the same tokenSeed.

	ApplicationID
	String
	1
	This element contains the Application ID, used by the AOI Server for message routing


Table 15: Client Application Registration request

The following table describes the elements of a Client Application Registration response sent from the AOI Server to the AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘clientAppRegistrationRes’, identifying this message as a Client Application Registration response

	Code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘200’ (‘OK’).
In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request

· ‘401’: ’Unauthorized’: The provided AOI Client ID is not valid or not correctly registered to the AOI Server.
· ‘503’: ‘Service Unavailable’: The AOI Server is temporarily not ready to process the request. The client may re-attempt the operation.

	Desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.
The default descriptions can be found after each error code in the description of the ‘code’ element

	clientAppToken
	String
	0…1
	This element contains the Client Application Token as the successful result, to be used by the Server Application for the notification addressing.

	aoiServerUrl
	URL
	0...1
	This element contains the URL of the AOI Server to which notification requests need to be targeted. If this information is known by other means it does not need to be conveyed in the Client Application Registration response


Table 16: Client Application Registration response
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9.1.7Client Application Deregistration

The following table describes the elements of a Client Application Deregistration request sent from the AOI Client to the AOI Server:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘clientAppDeregistrationReq’, identifying this message as a Client Application Deregistration request

	clientId
	String
	1
	This element contains the AOI Client ID

	clientAppToken
	String
	1
	This element contains the Client Application Token


Table 17: Client Application Deregistration request
The following table describes the elements of a Client Application Deregistration response sent from the AOI Server to the AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘clientAppDeregistrationRes’, identifying this message as a Client Application Deregistration response

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 
In case of a success response it SHALL be set to ‘200’ (‘OK’).
In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request

·  ‘503’: ‘Service Unavailable’: The AOI Server is temporarily not ready to process the request. The client may re-attempt the operation.

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.


Table 18: Client Application Deregistration response
9.1.8AOI Client statisticsreporting

The following table describes the elements of an AOI Client statistics reporting request sent from the AOI Client to the AOI Server:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘StatisticsReportingReq’, identifying this message as an AOI Client statistics reporting request

	StatsReportMessageID
	String
	1
	Unique identifier to identify the stats report sent by the AOI Client .

 

	clientID
	String
	1
	Indicates the unique identifier of the AOI Client. 



	statsData
	String
	1..n
	Gives the list of structures that contain stats information. 

These structures, for example can contain, but not limited information about connect/disconnect activities, connection history, time period, number of notifications sent, number of kB sent, upload/download speed etc.


                                                                     Table 19: AOI Client statistics reporting request
The following table describes the elements of an AOI Client statistics reporting response sent from the AOI Server to the AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘StatisticsReportingRes’, identifying this message as a Client Application Deregistration response

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 
In case of a success response it SHALL be set to ‘200’ (‘OK’).
In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request

·  ‘503’: ‘Service Unavailable’: The AOI Server is temporarily not ready to process the request. The client may re-attempt the operation.

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.


Table 20: AOI Client statistics reporting response
9.1.9Lightweight Message Delivery
The following table describes the elements of a Lightweight Message Delivery request sent from the AOI Client to the AOI Server:
	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘lightweightMessageDeliveryReq’, identifying this message as a Lightweight Message Delivery request

	clientId
	String
	1
	This element contains the AOI Client ID assigned by the AOI Server to the AOI Client as a result of the AOI Client Registration procedure.

	ApplicationID
	String
	1
	This element contains the Application ID, used by the AOI Server for message routing

	Payload
	String
	1
	This element contains the payload of the lightweight message sent by the Client Application targeted to the Server Application.


Table 21: Lightweight Message Delivery request

The following table describes the elements of a Lightweight Message Delivery response sent from the AOI Server to the AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘lightweightMessageDeliveryRes’, identifying this message as a Lightweight Message Delivery response

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘202’ (‘Accepted’).
In case of an error response one of the following codes MAY be used:
· ‘400’: ‘Bad Request’: Bad syntax in the request.

· ‘401’: ’Unauthorized’: The provided Application ID is not valid or not registered to the AOI Server.

· ‘403’: ‘Forbidden’: The requesting Application Client does not have the rights to send lightweight messages.

· ‘415’: ‘Unsupported Media Type’: The payload type is not supported by the AOI Server.
· ‘503’: ‘Service Unavailable’: The AOI Server is temporarily not ready to process the request. The AOI Client may re-attempt the operation. 

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.
The default descriptions can be found after each error code in the description of the ‘code’ element.


Table 22: Lightweight Message Delivery response
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The Request and Response Definition for Lightweight Message Delivery will also be supported in the interface AOI-3 and AOI-4.

9.2Interface AOI-2

9.2.1Notification Channel Deactivation

The following table describes the elements of a Notification Channel Deactivation request sent from the AOI Server to the AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘channelDeactivationReq’, identifying this message as a Notification Channel Deactivation request.

	ServerID
	String
	1
	This element contains the AOI Server ID

	channelType
	String
	1
	Type of the notification(s) channel to be deactivated by the AOI Server. Can have the following values:

· “pushOTA”: OMA Connectionless Push over SMS

· “UDP”: UDP based channel
· TCP:TCP based channel 


Table 23: Notification Channel Deactivation request
The following table describes the elements of a Notification Channel Deactivation response sent from the AOI Client to the AOI Server:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘channelDeactivationRes’, identifying this message as a Notification Channel Deactivation response.

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘200’ (‘OK’).

In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.


Table 24: Notification Channel Deactivation response
9.2.2Notification Delivery
The following table describes the elements of a Notification Delivery request sent from the AOI Server to the AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘notificationDeliveryReq’, identifying this message as a Notification Delivery request

	Notification
	NotificationType
	1…N


	Each Notification element contains a notification associated to a single Client Application Registration;

1 or many Notification elements can be included in a single Notification Delivery request sent from the AOI Server to the AOI Client


Table 25: Notification Delivery request
The following table describes the elements of the NotificationType type:

	Element
	Type
	Cardinality
	Description

	clientAppToken
	String
	1
	This element identifies each specific client application registration and is to be used by the AOI Client to route the notification to the right Client Application.


	payload
	String
	0…1
	This element contains the payload of the notification sent by the Server Application targeted to the Client Application. If the payload element is absent, it means that there is some information available at the Server Application.

	Priority
	Enumeration
	1
	This element specifies the delivery priority of the notification message. The methods used to reduce delivery latency are implementation dependent, but may include the use of a different bearer or the reordering of messages waiting transmission to send the higher priority messages first

	IsRealtime
	Boolean
	0…1
	This element contains the value indicating whether this notification is delivered in real time.

True: real time(default)

False: non real time

	expiryTime
	DateTimeStamp
	0…1
	Date and Time by which the notification will expire. The notification will not be expired by default value.


Table 26: NotificationType type

The following table describes the elements of a Notification Delivery response sent from the AOI Client to the AOI Server:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘notificationDeliveryRes’, identifying this message as a Notification Delivery response

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘202’ (‘Accepted’)
In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request

· ‘401’: ’Unauthorized’: The provided Client Application Token is not valid or not registered to the AOI Client
· ‘415’: ‘Unsupported Media Type’: The payload type is not supported by the AOI Client

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.
The default descriptors can be found after each error code in the description of the ‘code’ element.


Table 27: Notification Delivery response
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9.3Interface AOI-3
9.3.1Client Application Registration

The following table describes the elements of a Client Application Registration request sent to the AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘clientAppRegistrationReq’, identifying this message as a Client Application Registration request

	ApplicationID
	String
	1
	This element contains the Application ID.

	tokenSeed
	String
	0...1
	This element contains the Client Application Token Seed. Same clientAppToken will be generated given the same tokenSeed.


Table 28: Client Application Registration request
The following table describes the elements of a Client Application Registration response sent from the AOI Client to the Client Application:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘clientAppRegistrationRes’, identifying this message as a Client Application Registration response

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘200’ (‘OK’).
In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request

· ‘401’: ’Unauthorized’: The provided AOI Client Application ID is not valid or not correctly registered to the AOI Server.
· ‘503’: ‘Service Unavailable’: The AOI Server is temporarily not ready to process the request. The client may re-attempt the operation. 

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.
The default descriptions can be found after each error code in the description of the ‘code’ element.

	clientAppToken
	String
	0...1
	This element contains the Client Application Token as the successful result, to be used by the Server Application for the notification addressing

	aoiServerUrl
	URL
	0...1
	This element contains the URL of the AOI Server to which notification requests need to be targeted. If this information is known by other means it does not need to be conveyed in the Client Application Registration response


Table 29: Client Application Registration response
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9.3.2AOI Client Application De-registration

The following table describes the elements of an AOI Client Application De-registration request sent from the AOI Client Application to the AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘aoiClientAppDeregistrationReq’, identifying this message as a AOI Client Application Deregistration request

	clientAppToken
	String
	1
	This element contains the Client Application Token, to be used by the Server Application for the notification addressing


Table 30: AOI Client Application De-registration request
The following table describes the elements of a Deregistration response sent from the AOI Client to the AOI Client Application:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘aoiClientAppDeregistrationRes, identifying this message as a AOI Client Application Deregistration response.

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘200’ (‘OK’).
In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request

·  ‘503’: ‘Service Unavailable’: The AOI Server is temporarily not ready to process the request. The client may re-attempt the operation.

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.


Table 31: AOI Client Application Deregistration response
9.3.3AOI Service Query
The following table describes the elements of an AOI Service Query request sent from the Client Application to AOI Client:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘serviceQueryReq’, identifying this message as a Service Query request

	clientAppToken
	String
	1
	This element contains the Client Application Token


Table 32: AOI Service Query Request
The following table describes the elements of an AOI Service Query response sent from the AOI Client to the Client Application:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘serviceQueryRes’, identifying this message as a Service Query response

	Code
	String
	1
	This attribute contains a code that indicates the outcome of the request. The Client Application SHALL use the previous AOI Service Information 

In case of a success response it SHALL be set to ‘200’ 

In case of a failed response it SHALL be set to ‘404’

	Desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.

	aoiServerUrl
	URL
	0...1
	This element contains the URL of the AOI Server to which notification requests need to be targeted. If this information is known by other means it does not need to be conveyed in the Client Application Registration response


Table 33: AOI Service Query Request
9.4Interface AOI-4

The following table describes the elements of a Notification Delivery request sent from the Server Application to the AOI Server:

9.4.1Notification Delivery

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘notificationDeliveryReq’, identifying this message as a Notification Delivery request

	clientAppToken
	String
	0…1
	This element contains the Client Application Token, used by the Server Application for the notification addressing and to be used by the AOI Server for notification routing

If not present, the notification is sent to all Client Application associated with given ApplicationID.

	Payload
	String
	0…1
	This element contains the payload of the notification sent by the Server Application targeted to the Client Application. If the payload element is absent, it means that there is some information available at the Server Application.

	Priority
	Enumeration
	1
	This element specifies the delivery priority of the notification message. The methods used to reduce delivery latency are implementation dependent, but may include the use of a different bearer or the reordering of messages waiting transmission to send the higher priority messages first

	ApplicationID
	String
	1
	This element identifies the application which sent the notification.



	IsRealtime
	Boolean
	0...1
	This element contains the value indicating whether this notification is delivered in real time.

True: real time(default)

False: non real time

	expiryTime
	DateTimeStamp
	0…1
	Date and Time by which the notification will expire. The notification will not be expired by default value.


Table 34: Notification Delivery request


The following table describes the elements of a Notification Delivery response sent from the AOI Server to the Server Application:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘notificationDeliveryRes’, identifying this message as a Notification Delivery response

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘202’ (‘Accepted’)
In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request.

· ‘401’: ’Unauthorized’: The provided Client Application Token is not valid or not registered to the AOI Server.

· ‘403’: ‘Forbidden’: The requesting Application Server does not have the rights to send notification (e.g. no right to use the requested priority).
· ‘413’: and the message size is above the limit:

This error code would be applicable if AOI client has opted-in for message size control 

This error code would not be applicable if AOI client has opted-out for message size control applicable.
· ‘415’: ‘Unsupported Media Type’: The payload type is not supported by the AOI Client.

· ‘418’: Server Application DeRegistered
· 421:Trial Notification quota exceeded or trial notification delivery expired.
· ‘503’: ‘Service Unavailable’: The AOI Server is temporarily not ready to process the request. The client may re-attempt the operation.

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.
The default descriptors can be found after each error code in the description of the ‘code’ element.


Table 35: Notification Delivery success response
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9.4.2 Server Application Registration

The following table describes the elements of a Server Application registration request sent from the Server Application to the AOI Server:
	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘ServerAppRegistrationReq’, identifying this message as a Server Application Registration request.

	ApplicationName
	String
	1
	This element contains the Application Name, which is only used until the Application ID is obtained.

	
	
	
	


Table 36: Server Application Registration request

The following table describes the elements of a Registration response sent from the AOI Server to the Server Application:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘ServerAppRegistrationRes’, identifying this message as a Server Application Registration response

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘200’ (‘OK’).
In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request
· ‘503’: ‘Service Unavailable’: The AOI Server is temporarily not ready to process the request. The client may re-attempt the operation. 

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.
The default descriptions can be found after each error code in the description of the ‘code’ element.

	ApplicationID
	String
	0…1
	This element contains the Application ID assigned by the AOI Server to the Server Application as the successful result.

	AOIServerURL
	URL
	0..1
	This element contains the URL of the AOI Server to which notification requests need to be targeted. 
If this information is known by other means(i.e. it is passed to the Client Application in the "Client Application registration" process) it does not need to be conveyed in the Server Application Registration response


Table 37: Server Application Registration response
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9.4.3Server Application Deregistration

9.4.3.1Server Application Deregistration(Server Application triggered)

The following table describes the elements of a Server Application deregistration request sent from the Server Application to the AOI Server:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘serverAppDeregistrationReq, identifying this message as a Server Application Deregistration request.

	ApplicationID
	String
	1
	This element contains the Application ID assigned by the AOI Server to the Server Application.

	desc
	String
	1
	Two types of deregistration exists:

TEMPORARY –when the Server Application is expected to re-register within the next few hours, e.g. going off-line due to maintenance purpose.

PERMANENT – when the Server Application is being deactivated due to (a) termination of the service, (b) switch to a different AOI Server, or (c) switch to polling method for informing new updates.




Table 38: Server Application Deregistration request
The following table describes the elements of a Deregistration response sent from the AOI Server to the Server Application:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘serverAppDeregistrationRes, identifying this message as a Server Application Deregistration response.

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘200’ (‘OK’)


Table 39: Server Application Deregistration response

9.4.3.2 Server Application Deregistration(AOI Server triggered)

The following table describes the elements of an AOI Server triggered Server Application deregistration request sent from the AOI Server to Server Application:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘DeregisterServerAppReq’, identifying this message as a Server Application Deregistration request.

	ApplicationID
	String
	0...1
	This element contains the Application ID assigned by the AOI Server to the Server Application.

	desc
	String
	1
	Two types of deregistration exists:

TEMPORARY –when the Server Application is expected to re-register within the next few hours, e.g. going off-line due to maintenance purpose.

PERMANENT – when the Server Application is being deactivated due to (a) termination of the service, (b) switch to a different AOI Server, or (c) switch to polling method for informing new updates.



	Reason
	String
	1
	This element contains the reason for the deregistration


Table 40: Server Application Deregistration request (AOI Server triggered)
The following table describes the elements of a Deregistration response, which is optional, sent from the Server Application to AOI Server:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘serverAppDeregistrationRes’, identifying this message as a Server Application Deregistration response.

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘200’ (‘OK’)


Table 41: Server Application Deregistration response (AOI Server triggered)
9.5 Interface AOI-5

9.5.1 Notification Delivery

The following table describes the elements of a Notification Delivery request sent from the AOI Server to the AOI Auxiliary Server. This operation over AOI-5 interface only applies to the TCP-based Notification Channel case:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘notificationDeliveryReq’, identifying this message as a Notification Delivery request

	Notification
	NotificationType
	1…N


	Each Notification element contains a notification associated to a single Client Application Registration;

1 or many Notification elements targeted to a single AOI Client can be included in a single Notification Delivery request sent from the AOI Server to the AOI Auxiliary Server.

	IP
	String
	1
	Private IP address (within the MNO’s network) of the device in which the AOI Client target of the notification is running. 

The TCP-based Notification Channel is established with the IP address indicated in this element and the port indicated in the ‘port’ element

	Port
	String
	1
	Port of the device in which the AOI Client target of the notification is running and that is used to establish the TCP-based Notification Channel.

The TCP-based Notification Channel is established with the IP address indicated in the ‘IP’ element and the port indicated in this element.


Table 42: Notification Delivery request
The following table describes the elements of a Notification Delivery response sent from the AOI Auxiliary Server to the AOI Server:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘notificationDeliveryRes’, identifying this message as a Notification Delivery response

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request. 

In case of a success response it SHALL be set to ‘202’ (‘Accepted’).
In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request.

· ‘403’: ‘Forbidden’: The requesting Application Server does not have the rights to send notification (e.g. no right to use the requested priority).

·  ‘415’: ‘Unsupported Media Type’: The payload type is not supported by the AOI Client.
· ‘503’: ‘Service Unavailable’: The AOI Auxiliary Server is temporarily not ready to process the request. The client may re-attempt the operation.

	desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.
The default descriptors can be found after each error code in the description of the ‘code’ element.


Table 43: Notification Delivery response
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9.5.2AOI Client Wake-up

The following table describes the elements of an AOI Client Wake-up request sent from the AOI Server to the AOI Auxiliary Server. This operation over AOI-5 interface only applies to the Notification Channel based on UDP Wake-up case:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘aoiClientWakeupReq’, identifying this message as a AOI Client Wake-up request.

	IP
	String
	1
	Private IP address (within the MNO’s network) in use by the device where the AOI Client is running and to which wake-up UDP packet can be sent.

	Port
	String
	1
	Port of the device where the AOI Client is running and to which wake-up UDP packet can be sent.


Table 44: AOI Client Wake-up request
The following table describes the elements of an AOI Client Wake-up response sent from the AOI Auxiliary Server to the AOI Server:

	Element
	Type
	Cardinality
	Description

	messageType
	String
	1
	Element with value set to ‘aoiClientWakeupRes’, identifying this message as a AOI Client Wake-up response

	code
	String
	1
	This attribute contains a code that indicates the outcome of the request.
In case of a success response it SHALL be set to ‘200’ (‘OK’).
In case of an error response one of the following codes MAY be used:

· ‘400’: ‘Bad Request’: Bad syntax in the request

·  ‘503’: ‘Service Unavailable’: The AOI Auxiliary Server is temporarily not ready to process the request. The AOI Server may re-attempt the operation.

	Desc
	String
	1
	This attribute contains a textual description that indicates the outcome of the request.


Table 45: AOI Client Wake-up response
9.6Enumerations

This section provide the enumerations  that used by all the interfaces.

9.6.1Priority

Note: the enumerations of Priority, including but not limited to:
	Enumeration
	Description

	0
	Low : The value "low" indicates the slowest delivery

	1
	Medium (Default)

	2
	High : The value "high" indicates a faster delivery is desired

	3
	Urgent – in case of disaster/emergency. It indicates the fastest delivery is desired 


Table 1: Priority Enumeration

Editor’s Note:  data structure (e.g. additional description about the reason of priority) is FFS.

9.7Structure
Notification Payload
Notification Payload Structure
Each notification includes a payload. The payload contains information about how the system should notify the user as well as any custom data you provide. The maximum size allowed is subject to the policies set by service providers; if notification exceeds this limit, AOI Server SHALL refuse that.

For each notification, compose a JSON structure (as defined by RFC 4627). This JSON object must contain another JSON structure identified by the key NPS(Notification Payload Structure). The NPS structure contains one or more properties that specify the following actions:
· An alert message to display to the user

· A number to badge the application icon with

· A sound to play
· Extended data for notification based processing

The following table describes the elements of the Notification Payload Structure:

	Element
	Type
	Cardinality
	Description

	alertMsg
	String (or 

Alert JSON structure) 
	1
	This element contains the alert text information. If this property is included, the system displays a standard alert. You may specify a string as the value of alert or a JSON structure as its value. If you specify a string, it becomes the message text of an alert with two buttons: Close and View. If the user taps View, the application is launched. 

	iconName
	String
	0…1
	This element specifies the name of an icon file to display as the application icon.

If this property is absent, the icon is not changed. To remove the icon, set the value of this property to 0.

	soundName
	String
	0…1
	This element specifies the name of a sound file. The sound in this file is played as an alert. If the sound file doesn’t exist or default is specified as the value, the default alert sound is played. The audio must be in one of the audio data formats that are compatible with system sounds; 

	Extension
	String (or 

JSON structure) 
	0…1
	This element contains the extended data for notification based processing. 


Table @@: Notification Payload Structure
The following table describes the elements of the alertMsg JSON structure

	Element
	Type
	Cardinality
	Description

	Body
	string 
	1
	This element contains the text of the alert message. 

	Button
	String
	0…1
	This element contains the text of buttons in the alert window. If a string is specified, the system displays an alert with specified text buttons. 


Table @@: Alert JSON structure
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