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1 Reason for Contribution

MIH in mobile radio communication network has become a very significant issue along the rapid expand of the smartphone market. The Wi-Fi is considerably fast compared with the 3G network but 3G can transfer the data communications in anywhere. The 4G network has relatively fast speed and broad communication region than Wi-Fi and 3G, but its cost is high. Thus, the Vertical Handover which enables these things to switch each other freely is essential communication technology.


Therefore, this paper shall establish the technology standard enabling user’s certification and identity stably when the Handover occur.
2 Summary of Contribution

The contents used by most of smartphone user download or upload the data from server unilaterally and Handover occurred in this cases has not raised a problem to user.


However, except in this general case, it is very important whether or not user exists in certifications server consistently because the continuous interaction is occurred on network between server and terminal or terminal and terminal. 


If the Handover occur between servers when the user does not want, there are many changes on the server regarding the user certification, for examples, unexpected situations such as changing the IP or disappearance of the column on certification DB caused CTN’s move from 3G to Wi-Fi network.


In these cases, the server fails to certify or identify the users, so they are regarded they leave the game themselves.


Most of games are use ID and PW to certify the users, but the information certified through ID and PW is not available method for the game having enhanced security.


To correct these problems, this paper shall establish the standard using the Device ID of user’s terminal as a means of certification. Detailed Proposal
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<MIH Concept>
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<Problem in case of user authentication for MIH>
3 Intellectual Property Rights
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4 Recommendation

It is suggest that CD-GS WA agree to this suggestion to New Working Item for Game Services
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