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1 Reason for Change.
When an application sends a request to a plug-in over the GotAPI-1 and the GotAPI-4 via the GotAPI Server,  JSON formats would be used as the data container, such as JSON-RPC. JSON format can include only text (ascii) data.

Some APIs may return binary data. If the binary data is small, it can be converted to ascii data using such technique as Base64. But if the binary data is large, this approach is not efficient.
Besides, it is inefficient for the GotAPI Server to forward or relay the large binary data from a plug-in to an application.

This CR proposes the Temporary Server Feed (TSF) approach for binary data responses for Plug-Ins, in addition to text base formats such as JSON RPC formats:
· When an application requests some kind of binary data to a Plug-In, the Plug-In creates a temporary URI for the requested data, and returns it to the application in the text formats, such as JSON RPC formats, with additional information over GotAPI-4 and GotAPI-1 via the GotAPI Server
· Then the application accesses the URI in order to fetch the binary data from the plug-in directly
· The Plug-In application given the URI acts as a Web server to feed the requested binary data, with the same IP address as the GotAPI Server but with a different port number, allowing the Plug-In to be a separate application than the GotAPI Server.

· The temporary URI is discarded after a short while and becomes inaccessible.
The TFS mechanism makes the design of API for GotAPI-4 flexible and makes the total performance better.
References: OMA-CD-GotAPI-2014-0015, OMA-CD-GotAPI-2014-0019.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

CD is requested to review and approve the CR with changes as needed.
6 Detailed Change Proposal

Change 1:  Adding the TSF mechanism to the section "7.3.2.4.3 Data Forwarding"
Changes:

· Adding the TSF mechanism to the section "7.3.2.4.3 Data Forwarding" as below:
7.3.2.4.3 Data Forwarding
...
newly added-->

Temporary Server Feed (TSF) mechanism for fetching binary data directly from Plug-Ins:

In order to get binary data from the Plug-Ins, the following Temporary Server Feed (TSF) mechanism may be used:

· An application sends a request to the GotAPI Server over the GotAPI-1. 
· The GotAPI Server passes the request to the Plug-In over the GotAPI-4. 
· When the Plug-In receives the request, the Plug-In creates a non-predictable random URI for the binary data that is requested, and associates the URI with the binary data. 
· The Plug-In sends a response with the URI and additional information (if needed) to the GotAPI Server over the GotAPI-4, and the GotAPI Server passes the response to the application over the GotAPI-1.
· Receiving the URI, the application accesses the URI in order to get the requested binary data from the Plug-In directly. The Plug-In works as a Web server.
· The Plug-In discards the URI after the application gets the binary data for the purpose of security.
· The URI may use the same IP address as the GotAPI Server but with a different port number. This enables the Plug-In to be a separate application than the GotAPI Server application.
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Figure: The TSF mechanism for GotAPI-4
[Editor’s Note]

The JSON data and some URIs in the diagram above are just sample code. What protocol/format is appropriate for the GotAPI-4 is TBD. The sample code will be updated when the final protocol/format is agreed.
[Editor’s Note]

The specifics of Plug-Ins are out of the scope of GotAPI. Nonetheless, we may want to provide a non-compliant guidance for Plug-In developers. For such purpose the following requirements are identified. This will help provide consistency for application developers to use this mechanism.
· Plug-Ins MAY support the TSF mechanism. 
· If a plug-in supports the TSF mechanism, the plug-in SHALL support the procedure above.
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