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1 Reason for Change

Typo.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Recommend the changes to be incorporated in the GotAPI specification.
6 Detailed Change Proposal

Change 1:  Typo
A) Basic GotAPI-2 Interface procedures:

The GotAPI-2 Interface must be able to run the steps as follows:

1) Authorization of application

The application sends an authorization request to the GotAPI Auth Server with the origin. 

The GotAPI Auth Server MAY support a white-list of origins that have been pre-authenticated by the GotAPI service provider. If the GotAPI Auth Server supports such a white-list and the origin is listed in the white-list, the GotAPI Auth Server MAY determine if the application is acceptable or not.

If the GotAPI Auth Server accepts the application, the GotAPI Auth Server SHALL create a series of random digits, called as “grant”, that is long enough not to be predicted, and, then, SHALL send the response to the application with the grant.

2) Issuance of an access token

When the application receives the grant from the GotAPI Auth Server, it immediately sends an access token request to the GotAPI Auth Server with (i) the origin, (ii) the grant, and (iii) the scope which is a list of functions the application wants to use. When the GotAPI Auth Server receives the request, the GotAPI Auth Server SHALL ask the user if the application may use the requested scope (the list of functions). In practice, the GotAPI Auth Server shows an OS-specific dialog box to the user.

The GotAPI Auth Server SHALL show the items in the dialog box as below:

· The information of the application (e.g. the origin of the web application or the package name of the OS-specific native application)

· The list of the functions which the application want to use (scope)

· A button which the user presses if the user accepts the application

· A button which the user presses if the user declines the application

If the user declines the request, the GotAPI Auth Server SHALL NOT allow the application to proceed any further beyond the point.

When the GotAPI Auth Server accepts the request, the GotAPI Auth Server SHALL create an access token for the application, which is a series of random digits that is long enough not to be predicted. Then the GotAPI Auth Server SHALL send the response with the access token to the application.

The application subsequently sends API requests with the access token on the GotAPI-1 Interface.
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