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1 Reason for Change

This CR proposes editorial changes for consistency in the section "4. Introduction". 
The changes are:
· Deleting the term "Socket" and "Datagram" because these protocol aren't used by GotAPI
· Changing the term "OAuth Server" to "Auth Server"
The term "OAuth Server" is used also in the section "5. GotAPI Enabler release description". This CR covers the section too.
Comment on Fig-1:

"Socket, Datagram, URI handler" in the Native API box should be changed to "WebSocket, Server-Sent Events, WebRTC" because this specification does not specify the use of Socket, Datagram, or URI handler.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Recommend this CR to be incorporated in the spec.
6 Detailed Change Proposal

Change 1:  4. Introduction
4. Introduction

The concept of a common OMA device API framework, through which OMA enablers can be exposed to applications executing in various execution environments, has been a discussion thread in OMA for several years. For the web, the discussion started with Client Side Enabler API [CSEA] work item, and followed by the Web Runtime API [WRAPI] work item which established an initial pattern for OMA API exposure to web applications, focused on the requirements of the OMA Push enabler. The need for more broadly applicable API patterns was recognized during development of APIs for the Mobile Codes 2.0 [MCAPI] enabler and the Open Connection Management 1.1 API [CMAPI] enabler. Interest in incorporating the WRAPI local API server concept has further been expressed for the RCS-enabling enablers of COM, and the Device Management enablers, among others. 
This specification defines a variety of API exposure patterns for use in development of OMA enablers, and the functions required by API servers that support those exposure patterns. APIs designed per these patterns are intended to be “web-based” (i.e. accessed via the use of web technologies) and exposed to apps running in the following contexts:

· Web Browser apps, i.e. web apps running in a window of a web browser

· Web  Runtime apps, i.e. web apps running outside a browser, e.g. under a Widget Engine or other “chromeless” runtime for execution of web content as standalone apps

· Hybrid Native/Web apps, i.e. apps that run web content through native APIs for that purpose

· Native Apps that directly use native platform APIs enabling use of the web-related protocols described in this document. Though not leveraging a full web execution environment, such apps can use the same network-based APIs as web apps.

For simplicity, the web API client environment provided by each of these contexts is referred to here as the User Agent (UA). The OMA enabler clients that expose APIs via the GotAPI patterns are referred to here as the GotAPI Server. GotAPI Servers may also act as Authorization servers for other GotAPI Servers, and in that role are referred to here as GotAPI Authorization Servers or GotAPI Auth Servers.

The web-based methods defined by GotAPI are intended to offer a flexible set of options for OMA enablers to expose their services to apps via web-based APIs. Such APIs are primarily intended to be exposed to apps running in the device hosting the OMA enabler client, but in principle could also be exposed to apps  in other devices that are networked with the OMA enabler client host device.

The exposure of OMA enabler-based services via such web-based APIs is intended to broaden the reach of OMA enabler deployments, by making it possible for web apps to access them, without explicit UA support of APIs specifically designed per the requirements of OMA enablers.

The figure below illustrates the relationships and conceptual interfaces between web apps, the UA, GotAPI-specified functions (shaded), and other OMA-specified functions.

Figure 1 Conceptual Implementation (Informative)
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In the figure above:

· The GotAPI functions include the GotAPI Server (including optionally acting as a distinct Auth server) and a database of API access permissions.

· The device OS provides intra-device and inter-device communication via network protocols such as HTTP, WebSocket, EventSource, WebRTC, via which the web-based APIs can be exposed.

· The access permissions database is logically specified per its supporting operations and policy structure, but interfaces to it are unspecified by GotAPI. 

· Interfaces to other OMA enabler clients are also unspecified.

· GotAPI Servers may expose APIs for multiple OMA enablers, and either directly implement the related OMA enabler functions or as above use unspecified interfaces exposed by the specific OMA enabler clients.
· User interface functions can include a variety of means for assessing user consent for API access by apps, including basic means such as device display and keyboard, or more advanced means such as Trusted User Interfaces (TUI) or biometrics. 

4.1 Version 1.0

GotAPI version 1.0 includes the functionality: 
· Architecture and specifications for GotAPI Servers and GotAPI Auth Servers in an API framework enabling web-based APIs to be exposed apps running in web browsers and as native apps (including but not limited to hybrid native/web apps)

· Supporting assets for the localhost API server framework, e.g. JavaScript libraries enabling abstractions of common API functions (e.g. discovery, access, and session management)

· A registry of well-known API resources for OMA enablers, to be maintained as part of the OMNA
· Specification of API exposure patterns that are in general globally applicable to native device platforms
Change 2:  5. GotAPI Enabler release description
5. GotAPI Enabler release description 
(Informative)
This release focuses on:

· the functions of GotAPI Servers and GotAPI Auth Servers, through which OMA enabler based services can be exposed and access to the APIs managed

· the Extension Plug-Ins for external devices and internal enablers through which they communicate with the GotAPI Server
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