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1 Reason for Change

Fulfill the following requirements that relate to uploading and replacing content from CP to SP

 OMA-RD-CMI_V1_0_20090127
	Label
	Description
	Release
	Functional module

	CMI-HLF-001
	CMI SHALL support uploading content from the Content Provider to the Service Provider.
	CMI 1.0
	Content Management

	CMI-HLF-004
	CMI SHALL support uploading an extensible description of the content and its characteristics (e.g. information about the content item: name, type, content id, content categorization, service ID etc.)
	CMI 1.0
	Content Management

	CMI-HLF-007
	CMI SHALL support requests from the Content Provider to Service Provider (or vice versa), to upload new content and to replace a previously uploaded content item(s).
	CMI 1.0
	Content Management

	CMI-HLF-011
	CMI SHALL support 

· bulk upload of content 

· upload of single content items
	CMI 1.0
	Content Management

	CMI-HLF-012
	CMI SHALL support management of uploaded content and/or content attributes such as update, refresh, remove, change, replace, etc.
	CMI 1.0
	Content Management


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed text to become part of CMI TS.
6 Detailed Change Proposal

Change 1:  Add Normative References
2.1 Normative References

	[CMI-XSD]
	“CMI 1.0 XML Schema”, Open Mobile Alliance™, OMA-SUP-XSD_CMI-V1_0, URL: http://www.openmobilealliance.org

	[FTP]
	File Transfer Protocol – RFC 959, URL: http://www.w3.org/Protocols/rfc959/ 

	
	


Change 2:  Add Definitions

3.2 Definitions

	Business Process Component
	Combination of hardware and software that exposes BPC-1 and BPC-2 interfaces defined in [CMI-AD].

	Content Management Component
	Combination of hardware and software that exposes CMI-1 interface defined in [CMI-AD].

	Content Metadata
	Attributes of a content item.

	Content Package
	A collection of content items along with a manifest file describing each item in the collection. The manifest follows [CMI-XSD]. The Content Package is used as the atomic unit for content delivery (from Content Provider to Service Provider).

	Manifest
	A file that contains metadata describing other files.

	Content Provider
	Per [OMADICT]

	Service Provider
	Per [OMADICT]

	Network Operator
	Per [OMADICT]


Change 3:  Add Abbreviations

3.3
Abbreviations

	API
	Application Programming Interface

	BPC
	Business Process Component

	CMI
	Content Management Interface

	CMC
	Content Management Component

	CMR
	Customized Multimedia Ringing


Change 4:  New Section - Content Management Functionality
5.5 Content Management Functionality

5.5.1 Content Upload

The Content Upload transaction allows a Content Provider to submit new content to Service Provider. It is also used to replace existing content (which has the same identification).

Uploading a single content item or a collection of items is performed in the same manner, hence reusing the same transaction syntax and semantics.

The Content Upload transaction includes the following sequence of steps taken by the Content Provider:

1. Preparation of a Content Package (see see sections 5.5.1.1, 5.5.1.2)

2. Upload of the Content Package (see section 5.5.1.3)

3. Delivery of a Content Upload request to the CMC, requesting that the CMC process and accept the uploaded Content Package (see section 5.5.1.4).

4. Waiting for Content Upload response (see section 5.5.1.5) 
5.5.1.1 Content Package 

A Content Package MUST contain content item files along with a Manifest describing each content item. 

Binding the content items with their description facilitates offline preparation of the description prior to submitting the content and allows offline handling of the package without dependence on the signalling channel defined by CMI. 

The Manifest SHALL contain metadata describing the data items within the Content Package, in the format defined by [CMI-XSD].

Each Content Package is identified by a Package-id.

The filename of the Manifest MUST be identical to the Package-id with ‘.xml’ as extension .
5.5.1.2 Manifest
[CMI-XSD] is an XML schema for a Manifest, which contains the metadata describing each of the content items in a Content Package.
Manifest documents SHALL be structured as shown by Table 1 in accordance with [CMI-XSD].

	Name
	Attribute/

Element
	Cardinality
	Type
	Description

	
	
	
	
	


Table 1 Manifest structure
	Name
	Attribute/
Element
	Cardinality
	Data Type
	Description

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table 2 Content Metadata structure
5.5.1.3 Delivery of Content Package
As very large amounts of content data may be delivered in Content Packages, the data connection between Content Provider and Service Provider SHOULD be reliable, and provide means for error detection and recovery. 

The CMC SHALL support [FTP] as a delivery mechanism for receiving Content Packages. 
The CMC MAY provide other delivery mechanism for receiving Content Packages, e.g. HTTP.
5.5.1.4 Content Upload Request
The Content Upload Request message is used by the Content Provider to signal to the Service Provider Component that a Content Package has been delivered and is ready for processing.

Processing the Content Package by the CMC SHOULD include validation and enforcement of relevant policies, and MAY also include other types of content processing, such as content adaptation.

The Content Upload Request contains the parameters as shown in the following table. 
	Name
	Attribute/

Element
	Cardinality
	Type
	Description

	Transaction-id
	E
	1
	token
	An opaque string that identifies this request. The Content Provider MUST generate a unique transactionID per each request. IDs are not necessarily unique across all Content Providers.

	Package-id
	E
	1
	anyURI
	Unique identifier (e.g. UUID) identifying the content package associated with the upload request. 


Table 1 Content Upload Request message
5.5.1.5 Content Upload Response
The CMC SHALL send a Content Upload Response message in response to Content Upload Request messages. 
In case of successful processing of the Content Package - the Content Upload Response message contains the parameters as shown below.
	Name
	Attribute/

Element
	Cardinality
	Type
	Description

	Transaction-id
	E
	1
	token
	An opaque string that identifies the Content Upload Request being responded to. 

	Status-code
	E
	1
	Integer
	CMI status code as defined in section 5.8.

	Status-text
	E
	1
	String
	Human-readable description related to the status-code


Table 1 Content Upload Response message
Editor Note: improve the response to provide more details in case of error (e.g. status per failed content item within the package)
Change 5:  Add Section place holders 

5.6 Transaction Control Functionality

5.7 Service Metrics Functionality

Change 6:  Add Section with details of error codes
5.8 Status Codes 

This section provides the numeric values and text names for status codes used in CMI messages.
	Status Code
	Status Description

	000
	success

	001
	in progress

	002
	security error

	003
	manifest error

	004
	content not found

	005
	invalid parameter

	006
	not allowed

	008
	invalid service-id

	009
	content unacceptable

	010
	temporary failure

	999
	general error
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