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1 Reason for Change

Fulfill the following requirements that relate to purchase and activation of previously uploaded content items:
 OMA-RD-CMI_V1_0_20090127
	Label
	Description
	Release
	Functional module

	CMI-HLF-015
	CMI SHALL support sending purchase request from the Content Provider to the Service Provider and response transactions from the Service Provider to the Content Provider that indicate that the subscriber purchased a content item.
	CMI 1.0
	Purchase & 
Activation


	CMI-HLF-016
	CMI SHALL support the definition of the terms and conditions of the transaction, such as: 

· Content expiration period

· Content ID
	CMI 1.0
	

	CMI-HLF-017
	CMI SHALL support delivery of extensible transaction metadata as purchase request and confirmation properties, such as:

· expiration period, 

· extensions, 

· subscriber ID 

· anonymous ID (optional)
· purchaser ID and the ID of beneficiary of the purchaser (optional)

· Etc.
	CMI 1.0
	

	CMI-HLF-018
	CMI SHALL support purchase success/failure response to the Content Provider.
	CMI 1.0
	

	CMI-HLF-019
	CMI MAY support delivery of purchase responses from the Service Provider to the Content Provider, with indication that the user is a new subscriber to the service or purchaser of the content.
Informational Note: Optional since business model depending on SLA between Service Provider and Content Provider 
	CMI 1.0
	

	CMI-HLF-020
	CMI SHALL support sending purchase requests with extensible information, such as 

· an indication which content item(s) the user would like to purchase 

· an indication of the service(s) the user would like to use in conjunction with the content

· an indication of the price of the content item(s).

· etc.
	CMI 1.0
	

	CMI-HLF-022
	CMI SHALL support a mechanism to trigger automatic subscription to a service by successful purchase transaction. (e.g. subscription requests)
	CMI 1.0
	

	CMI-HLF-023
	CMI SHALL support sending a success purchase response

a) in case both the subscription to the service and the purchase of the content item(s) were successful.

b) in case the user is already a subscriber of the requested service and the purchase of the content item(s) was successful.
	CMI 1.0
	


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed text to become part of CMI TS.
6 Detailed Change Proposal

Change 1:  Overview

5.6 Purchase Control Functionality
The methods in this section are used in flows that make content items available or unavailable to end users. In these flows the Content Provider interacts with the Service Provider to fulfill a purchase of content by the end user. 
Change 2:  Purchase Transaction 

5.6.1 Purchase Transaction
In this transaction the Content Provider notifies the Service Provider about a purchase of content by specific subscriber(s), with the option of specifying expiration time (i.e. that the purchase of the content is for limited time). 
The metadata of the purchased content can identify the service which is associated with this purchase. 
5.6.1.1  Purchase Request
The Purchase Request contains the parameters as shown in the following table. 

	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Transaction-id
	E
	0..1
	String
	Unique identifier for this transaction. This identifier is generated by the requestor for tracking and logging purposes.

	ContentProvider-id
	E
	1
	String
	Unique identifier which identifies the Content Provider to the CMC.

	Content-id
	E
	1
	String
	Identifier set by the Content Provider, e.g. UUID. Correlates to the Content-id which was submitted in the upload request.

	Subscriber-id
	E
	1
	String
	Opaque string that uniquely identifies the subscriber or group of subscribers who wish to purchase the content. 
The format of the identifier MAY depend on the Service-id (e.g. for particular services the identifier can take the form of MSISDN).

	Self-expiration
	E
	0..1
	Positive Integer
	Number of days that the content is to be available for use by the purchaser, from the date of purchase.


Table 1 Purchase Request

5.6.1.2  AddItem Response

The AddItem Response contains the parameters as shown in the following table. 

	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Transaction-id
	E
	0..1
	String
	If the request had a Transaction-id then this element MUST be present with identical value to the Transaction-id sent in the request.

	statusCode
	E
	1
	Positive Integer
	Error code, as described in section 5.8.

	statusText
	E
	1
	String
	Error description

	firstPurchaseFlag
	E
	0..1
	Boolean
	Indicates if this is the first purchase made by the subscriber. 
Value of “True” means that the Purchase Request implicitly enrolled this subscriber to the service.
The default value is “False”.


Table 1 Purchase Response

Change 3:  Update of the manifest

5.2.1.1 Manifest Structure

Manifest documents SHALL be structured as shown by the following tables, in accordance with [CMI-XSD].

	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Package-id
	E
	0..1
	anyURI
	Unique identifier (e.g. UUID) identifying this content package for Decoupled Upload i.e. this is a correlator with the subsequent Content Upload request. 

This parameter SHALL be present for Decoupled Upload and MAY be present for Self-contained Upload.

	Content-metadata
	E
	1..n
	List of Structures
	Content Metadata for content items in the Content Package.

	Service-id
	E
	0..1
	String
	The service to which this content item is to be associated. In the context of OMA DCD, ATOM, or RSS the service-id means channel identifier.

	Delivery-notification
	A
	0..1
	Boolean
	Indicates if the CMC should notify the Content Provider when the Content Package has been successfully received and accepted by the CMC. If “false”, the CMC will only report on Content Packages which were not successfully received and processed.

The default value is FALSE.

	Delivery-notification-address
	A
	0..1
	String
	Address (URI) where the CMC should send Content Upload Response for asynchronous delivery notifications. If unspecified, the address is assumed to have been specified by the Content Provider via other means, e.g. during Registration.


Table 1 - Manifest structure
	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Content-id
	A
	1
	String
	Content item identifier specified by the Content Provider (e.g. UUID). 

This parameter SHOULD be unique within the Service Provider domain and SHALL be unique within the Content Package.

	Replaces-id
	A
	0..1
	anyURI
	Content ID of an externally referenced content item that, if present in the storage of the CMC, is to be replaced with this content item. If the Replaces-id is the same as the Content-id then the existing content item is to be overwritten.

The support for Replaces-id value which is different than the Content-id value is optional.

	Content-name
	A
	0..1
	String
	Name of content item in a human readable format. 

	Author
	E
	0..n
	List of Strings
	Author(s) for the content item, if appropriate (e.g. “Joe Doe”, “Disney”, etc.)

	Content-Reference
	E
	0..1
	anyURI
	Location of the content item, if appropriate. SHALL be provided if associated content item wasn’t provided with the metadata.

	MIME-Type
	E
	1
	String
	Mime (media) type of the content item (see [RFC2046]).
Could include media codec parameters where applicable, as per [RFC4281].

	Length
	A
	0..1
	Integer
	The size in bytes of the content item.

Subject to Service Provider policy, some services require this attribute to be present.

	Encoding
	A
	0..1
	String
	Encoding that has been applied to the content item, e.g. “gzip”, “deflate”, “base64”.

	Updated
	A
	0..1
	dateTime
	Time when the content item was last updated. SHALL conform to the "date-time" definition in [ISO8601].
In addition, an uppercase "T" character SHALL be used to separate date and time, and an uppercase "Z" character SHALL be present.

	Self-expiration
	E
	0..1
	Positive Integer
	Maximum  number of days that the content is to be available for use by the purchaser, from the date of purchase, and limited by the Content-expiration parameter.

	Content-expiration
	A
	0..1
	dateTime
	Time when the content item should expire from Service Provider storage, or no longer be made available for related services. SHALL conform to the "date-time" definition in [ISO8601]. In addition, an uppercase "T" character SHALL be used to separate date and time, and an uppercase "Z" character SHALL be present.

	Tags
	A
	0..1
	List of Strings
	A list of strings that describe the content to enable association or filtering.

	Entry-index
	A
	0..1
	Positive Integer
	A sequential number used to enumerate content items in the package for human-readability, allowing easily reference a specific record (e.g. in error response to Content Provider). 

Editor Note: FFS if this is needed or Content-id is sufficient.


Table 2 - Item Metadata structure
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