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1 Reason for Change

There has been an asynchronous response/notification and confirmation message defined in the interaction model, but lack of detailed definition of the messages. This contribution is to bring the general asynchronous response/notification descriptions and some changes about the content upload, purchase, makeactive/makeunactive, report responses.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed change to CMI TS.
6 Detailed Change Proposal

Change 1:  Add reference of SIP

2.1Normative References

	[RFC3261]
	IETF RFC 3261: "SIP: Session Initiation Protocol", J. Rosenberg et al, June 2002. URL: http://www.ietf.org/rfc/rfc3261.txt


Change 2:  Some editorial changes to general response message
5.1.1 General Response Message

This section specifies reusable message structures for success and for error responses. 

Responses that reuse these general structures are specified throughout this spec with possible extension parameters that are added at the end of the general structures (after the last parameter of the general structures).
Editor notes: Asynchronous response/notification is FFS
5.1.1.1 Synchronous Response

5.1.1.1.1 Success Response

This message indicates that the request has been successfully processed or still in processing. 

Sending successful response message is OPTIONAL and subject to Service Provider’s Policy. Alternatively, the successful synchronous response can be indicated by protocol layer response, e.g. HTTP 200 OK.

	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Transaction-id
	E
	0..1
	String
	Conditional:

Mandatory if the request had a Transaction-id, in which case the value is identical to the Transaction-id sent in the request.

	Status-code
	E
	1
	Positive Integer
	The overall outcome of the request, the format of status code is described in section 5.8. 

Conditional:
Only status codes meaning success are allowed, such as:
000-Success

001-in processing

	statusText
	E
	0..1
	String
	Status description


Table 1 Success Response Message

5.1.1.1.2 Error Response

Error response indicates that at least one error encountered in processing the corresponding request, and provides details of the error(s). 

	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Transaction-id
	E
	0..1
	String
	Conditional:

Mandatory if the request had a Transaction-id, in which case the value is identical to the Transaction-id sent in the request.

	Content-item-status
	E
	1..n
	List of Structures
	Description of the processing result of each content item. 

The CMC MUST include in this list a single structure for each Content-Item which failed processing.

The CMC MAY include in this list a single structure for each Content-Items which is capable for successful processing, in order to provide detailed status.

Content-Items that were included in the request and are not reported in this list are considered capable for successful processing.

	Success-items-accepted
	E
	0..1
	Boolean
	TRUE value indicates that only the Content-Items whose reported status-code in the Content-item-status list indicated error were rejected and others were successfully processed by the CMC.

FALSE value indicates that all the Content-Items in the request were rejected due to the overall errors found within the request.

Default value: FALSE


Table 2 - Error Response Message
	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Content-id
	E
	1
	String
	Identifier set by the Content Provider, e.g. UUID. Matches the Content-id which was submitted in the upload request.

	StatusCode
	E
	1
	Positive Integer
	Status code as defined in section 5.8.  

	StatusText
	E
	0..1
	String
	Status description


Table 3 - Content-item-status structure
Change 3:  Add asynchronous response/notification and confirmation into general response section
5.1.1.2 Asynchronous Response/Notification

Asynchronous response/notification message can be carried by various protocols, e.g. HTTP/PUSH/SIP. 
If the CMC/BPC support the protocol specified by the URI scheme in the Manifest Delivery-notification-address element (e.g. “http://”, “push://”, sip://, etc.) then the asynchronous response/notification message SHALL be sent using that protocol to the address specified by the Delivery-notification-address element in the request message. 
If the CMC/BPC do not support that protocol then they MUST send synchronous response instead. 
Only one asynchronous response/notification SHALL be sent per single request. Prior to sending a response/notification message the CMC/BPC SHALL send a Synchronous Response message with in processing information, as defined in 5.1.1.1, indicating that some items are still in processing (status code 001). The asynchronous message with the final status SHALL follow this synchronous response (when processing has finished).
Asynchronous success response/notification SHALL reuse the Success Response structure (sections 5.1.1.1.1).

Asynchronous error response/notification SHALL reuse the Error Response structures (sections 5.1.1.1.2).
	
	

	
	
	

	
	
	
	
	


	
	
	
	
	



	
	
	
	
	








	
	

	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



5.1.1.3 Asynchronous Response/Notification Confirmation
Asynchronous response/notification confirmation message SHALL be sent using same protocol with asynchronous response/notification.
	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Transaction-id
	E
	0..1
	String
	Conditional:

Mandatory if the Asynchronous Response/Notification had a Transaction-id, in which case the value is identical to the Transaction-id sent in the Asynchronous Response/Notification.

	Confirm-status
	E
	1
	Positive Integer
	Indicate if CP has accepted the Asynchronous Response/Notification, the information in the response/notification message can be accepted/suspending. 
0- accepted;

1- suspending

Based on the confirm-status, Service Provider can make further processing on the content, e.g. delete/activate, and can also deliver one or more further notifications.

	Confirm-text
	E
	0..1
	String
	Content Provider’s additional remark. 


Change 4:  Add description about asynchronous response for content upload
5.5 Content Management Functionality

5.5.1Content Upload

The Content Upload transaction allows a Content Provider to submit new content to Service Provider. It is also used to replace existing content.

Uploading a single Content Item or a collection of Content Items is performed in the same manner, hence reusing the same transaction syntax and semantics.
The Content Items and their associated metadata can be combined in a Content Package as defined in section 5.5.1.1.

The metadata is formatted as defined in section 5.5.1.2.

Content Upload could be performed using any combination of HTTP and FTP transport protocols. Depending on the protocols used, the Content Upload transaction could be performed either as a Self-contained Upload or as a Decoupled Upload.

In Self-contained Upload the metadata is embedded within the ContentUpload request message along with the Content-Items or with Content-Reference pointing to the location of previously uploaded Content-Items.

Self-contained Upload transaction is shown in Figure 1.
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Figure 1 Self-contained Upload
In Decoupled Upload the Content Package (including the Content-Items and associated metadata) is uploaded separately and decoupled from the ContentUpload request message.
Decoupled Upload transaction is shown in Figure 2.
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Figure 2 - Decoupled Upload

In case errors are encountered when processing the request, the CMC SHALL responds to the request with error information.
Upon receiving error response, the CP can correct and resubmit failed content items to the SP. Upon receiving the confirmation of delivery (if applicable) for error response, the CMC should discard failed content items.

If all the Content-Items corresponding to the Content Upload request were successfully processed immediately, the CMC SHALL send transport layer success response (e.g. HTTP 200 OK) which MAY include Synchronous Success Response message with further details, as defined in 5.1.1.1. 
If all or some of the Content-Items corresponding to the Content Upload request can’t be handled immediately and were still in processing, the CMC SHALL send transport layer success response which SHALL include Synchronous Success Response message with further details, as defined in 5.1.1.1. The CMC SHALL use asynchronous responses/notifications as defined in 5.1.1.2 to the request with the final processing result.
Change 5:  Remove the notification address from the manifest
5.8.1.1 Content Package

A Content Package SHALL contain Content Items along with a Manifest describing the package. The Manifest SHALL contain metadata parameters specific for the Content Package and collection of Content Metadata for the Content Items in the package. 
The Manifest and Content Metadata SHALL comply with the format defined by [CMI-XSD].

When using Decoupled Upload, the Content Package is uniquely identified by a Package-id which is used for the correlation between the upload steps. When using Decoupled Upload, the Manifest SHALL be in XML file format and the filename of the Manifest SHALL be identical to the Package-id with ‘.xml’ as extension.
5.8.1.2 Manifest Structure

Manifest documents SHALL be structured as shown by the following tables, in accordance with [CMI-XSD].

	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Package-id
	E
	0..1
	anyURI
	Unique identifier (e.g. UUID) identifying this content package for Decoupled Upload i.e. this is a correlator with the subsequent Content Upload request. 

This parameter SHALL be present for Decoupled Upload and MAY be present for Self-contained Upload.

	Content-metadata
	E
	1..n
	List of Structures
	Content Metadata for content items in the Content Package.

	Service-id
	E
	0..n
	List of Strings
	List of the services to which this content item is to be associated. 

	
	
	
	
	


	
	
	
	
	


Table 4 - Manifest structure
Change 6:  Add notification address into content upload request message. Add section of asynchronous response/notification and confirmation.
5.8.1.3 Content Upload Request
With Self-contained Upload, the Content Upload Request message is used by the Content Provider to upload Content Package to the Service Provider. With Decoupled Upload, the Content Upload Request message is used by the Content Provider to signal to the Service Provider Component that a Content Package has been submitted and is ready for processing. Content Upload Request message is also used for Content Update purposes.
The Content Upload Request contains the parameters as shown in Table 1. 

	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Transaction-id
	E
	0..1
	String
	Unique identifier for this transaction. If used, this identifier is generated by the requestor for tracking and logging purposes.

	Content-Package
	E
	0..n
	List of Data Structures
	One or more content packages. Each content package consists of content items with payload and metadata. Content payload could be empty if content-reference parameter of the content metadata contains the address where the content could be retrieved (e.g. URI).
For content previously uploaded as discrete content items (i.e. without content metadata) the URI in the Content-Package SHALL refer to a content location.
Conditional: 

Mandatory, if Self-contained Upload. 

Not present, if Decoupled Upload

	Package-id
	E
	0..n
	List of anyURI
	Unique identifier(s) (e.g. UUID) identifying the content package(s) associated with the upload request. 

Used to correlate Content Upload Request with previously uploaded Content Package.

Conditional:

Mandatory, if Decoupled Upload. 

Not present, if Self-contained Upload

	Subscription-id
	E
	0..n
	List of Strings
	List of subscription identifiers. Used to group content subscribers according to subscription preferences (e.g. subscription filters).
Conditional:

Present in the message if content upload is targeted to the particular groups of subscribers.

	Delivery-notification-address
	A
	0..1
	String
	Address (URI) where the CMC should send Content Upload Response for asynchronous delivery notifications. If unspecified, the address is assumed to have been specified by the Content Provider via other means, e.g. during Registration.


5.8.1.4 Synchronous Content Upload Response

The Synchronous Content Upload Response message reuses the General Response Message, as defined in section 5.1.1.2.

The CMC SHALL send a synchronous Content Upload Response message using synchronous success response or error response in response to Content Upload Request messages. 
5.8.1.5 Asynchronous Content Upload Response/Notification
The Asynchronous Content Upload Response message reuses the Asynchronous Response/Notification, as defined in section 5.1.1.2.

In the case of the synchronous success response indicating that the content items which are included in the request message are still in processing, CMC SHALL send asynchronous responses/notifications in order to notify CP the content items final processing result. 
5.8.1.6 Asynchronous Content Upload Response/Notification Confirmation
A confirmation for asynchronous response/notification reuses the general confirmation message, as defined in section 5.1.1.3.
Change 7:  Add section of asynchronous response/notification and confirmation for purchase transction.
5． Purchase Request

The Purchase Request contains the parameters as shown in the following table. 

	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Transaction-id
	E
	0..1
	String
	Unique identifier for this transaction. If used, this identifier is generated by the requestor for tracking and logging purposes.

	ContentProvider-id
	E
	1
	String
	Unique identifier which identifies the Content Provider to the CMC.

	Content-id
	E
	1
	String
	Identifier set by the Content Provider, e.g. UUID. Matches the Content-id which was submitted in the upload request.

	Subscriber-id
	E
	1
	String
	Opaque string that uniquely identifies the subscriber or group of subscribers who wish to purchase the content. 

The format of the identifier can depend on the service associated with the content..

	Self-expiration
	E
	0..1
	Positive Integer
	Number of days that the content is to be available for use by the purchaser, from the date of purchase.

	
	
	
	
	

	Delivery-notification-address
	A
	0..1
	String
	Indicates if the CMC should use asynchronous response/notify the Content Provider the process result. Address (URI) where the CMC should sends Response for asynchronous delivery notifications. If unspecified, the address is assumed to have been specified by the Content Provider via other means, e.g. during Registration.


Table 5 - Purchase Request
6.1.1.1 Synchronous Purchase Response

The Synchronous Purchase Response message reuses the Synchronous Response Message, as defined in section5.1.1.1, with additional parameters as shown in the following table. 

	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	firstPurchaseFlag
	E
	0..1
	Boolean
	Indicates if this is the first purchase made by the subscriber. 

Value of “True” means that the Purchase Request implicitly enrolled this subscriber to the service.

The default value is “False”.




Table 6 Purchase Response - extended parameters added to General Response structures

6.1.1.2 Asynchronous Purchase Response/Notificaiton
In the case of the synchronous success response indicating that the content items which are included in the request message are still in processing, CMC SHALL send asynchronous responses/notifications as defined in section 5.1.1.2 in order to notify CP the final result. 
6.1.1.3 Asynchronous Purchase Response/Notificaiton Confirmation
A confirmation for asynchronous response/notification reuses the general confirmation message, as defined in section 5.1.1.3.
Change 8:  Add section of asynchronous response/notification and confirmation for MakeUnavailable / MakeAvailable Transactions.
7.1.1 MakeUnavailable / MakeAvailable Transactions

By default when content items are uploaded, it is expected that the Service Provider will make them available to end users.

The MakeUnavailable transaction is used to request that previously uploaded content becomes unavailable to consume, subject to Service Provider’s Policy.

The MakeAvailable transaction is used to request that previously unavailable content becomes available to consume, subject to Service Provider’s Policy.

Both transactions use the same parameters as described below.

5.8.1.7 MakeUnavailable / MakeAvailable Request

Both MakeUnavailable Request and MakeAvailable Request use the parameters shown in the Table 1:

	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Transaction-id
	E
	0..1
	String
	Unique identifier for this transaction. If used, this identifier is generated by the requestor for tracking and logging purposes.

	ContentProvider-id
	E
	1
	String
	Unique identifier which identifies the Content Provider to the CMC.

	Content-id
	E
	1..n
	List of String
	Identifier set by the Content Provider, e.g. UUID. Matches the Content-id which was submitted in the upload request.

	Delivery-notification-address
	A
	0..1
	String
	Address (URI) where the CMC should send Response for asynchronous delivery notifications. If unspecified, the address is assumed to have been specified by the Content Provider via other means, e.g. during Registration.


Table 7 MakeUnavailable / MakeAvailable Request

6.1.2 Synchronous MakeUnavailable / MakeAvailable Response

Both Synchronous MakeUnavailable Response and MakeAvailable Response reuse the Synchronous Response Message, as defined in section 5.1.1.1.

6.1.3 Asynchronous MakeUnavailable / MakeAvailable Response/Notification
In the case of the synchronous success response indicating that the content items which are included in the request message are still in processing, CMC SHALL send asynchronous responses/notifications as defined in section 5.1.1.2 in order to notify CP the final result. 
6.1.4 Asynchronous MakeUnavailable / MakeAvailable Response/Notification Confirmation
A confirmation for asynchronous MakeUnavailable / MakeAvailable response/notification reuses the general confirmation message, as defined in section 5.1.1.3.
Change 9:  Add section of asynchronous response/notification and confirmation for service metrics function.
7.2 Service Metrics Functionality 
Service metrics allow a Content Provider to get statistical and/or operational information related to content that it previously uploaded. Such information can include reports about service performance, statistics of content usage by end-users, upcoming content expiration, etc.

7.2.1 Report Query Transactions

5.8.1.8 Report Query Request
This request is used in order to query the BPC about available reports. The request uses the parameters shown in table 7. 

	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Transaction-id
	E
	0..1
	String
	Unique identifier for this transaction. If used, this identifier is generated by the requestor for tracking and logging purposes.

	ContentProvider-id
	E
	1
	String
	Unique identifier which identifies the Content Provider to the BPC.

	Delivery-notification-address
	A
	0..1
	String
	Address (URI) where the CMC should send Response for asynchronous delivery notifications. If unspecified, the address is assumed to have been specified by the Content Provider via other means, e.g. during Registration.


Table 8- ReportQuery Request
5.8.1.9 Synchronous Report Query Response
This response lists available reports. The response uses the parameters shown in tables 8 and 9. 
	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Transaction-id
	E
	0..1
	String
	Conditional:

Mandatory if the request had a Transaction-id, in which case the value is identical to the Transaction-id sent in the request.

	ReportDescriptor
	E
	0..n
	Structure
	Information about available report(s)


Table 9 - ReportQuery Response
	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Name
	E
	1
	String
	Name of the report.

	URL
	E
	1
	anyURI
	Location where the report is available. 

	Description
	E
	0..1
	String
	Description of the report


Table 10 - Report Descriptor Structure
5.8.1.10 Asynchronous Report Query Response/Notification
5.8.1.11 Asynchronous Report Query Response/Notification reuses synchronous Report Query Response, as defined in 5.7.1.2. 
5.8.1.12 CMC SHOULD support sending mmultiple asynchronous report query response/notifications per single report query request.
5.8.1.13 Report Notification Confirmation
Confirmation of the report notification is used in order to confirm whether the reports has been received. The request uses the parameters shown in table x.
	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Transaction-id
	E
	0..1
	String
	Conditional:

Mandatory if the Asynchronous Response/Notification had a Transaction-id, in which case the value is identical to the Transaction-id sent in the Asynchronous Response/Notification.

	Confirm-info
	E
	1..n
	List of Structures
	Content Provider’s confirmation of Asynchronous Response/Notification.


Table X Confirmation of Asynchronous Response Message
	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Name
	E
	1
	String
	Name of the report.

	URL
	E
	1
	anyURI
	Location where the report is available. 

	Confirm-status
	E
	1
	Positive Integer
	The status of handling the report. Indicate if the report has been successful get or some errors accrued.

	Confirm-text
	E
	0..1
	String
	Content Provider’s additional remark. 


Table X Confirm-info structure












�I suggest to move the notification address from Manifest to content upload request message. For self-contained and decoupled upload, the content upload request is always used.
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