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1 Reason for Change

To address the comments:

	ID
	Open Date
	Type
	Section
	Description
	Status

	D071
	2009.10.12
	T
	5.5.1
	Source: RealNetworks
Form: INP doc

Comment: To avoid any confusion, it would be better to have flows of three possible models; self-contained with content reference, self-contained with embedded payload, and decoupled
Proposed Change:  as described in comment. (refer to OMA-CD-CMI-2009-0125 for details)
	Status: OPEN

	D073
	2009.10.12
	T
	5.1 & 5.1.1.1
	Source: RealNetworks
Form: INP doc

Comment: 5.1.1.1 describes ‘Success Response’ as an Optional which is contradict to what Figure 1 describes in section 5.1.
Proposed Change: How to use Response should be described consistently in the document (refer to OMA-CD-CMI-2009-0125 for details)
	Status: OPEN 

	D074
	2009.10.12
	T
	5.5.1.1
	Source: RealNetworks
Form: INP doc

Comment: ‘Content-Reference’ in Table 6 should be moved to ‘Content-Item’ in Table 5 since it is not a metadata of the content, but a content itself
Proposed Change: as the comment (refer to OMA-CD-CMI-2009-0125 for details)
	Status: OPEN 

	D078
	2009.10.12
	T
	5.6
	Source: RealNetworks
Form: INP doc

Comment: Need to support multiple content purchase purchase since purchasing a bundle is very common in the market already
Proposed Change: move ‘Content-id’ and ‘Self-expiration’ fileds in Table 8 into a separate structure (refer to OMA-CD-CMI-2009-0125 for details)
	Status: OPEN 

	D079
	2009.10.12
	Q
	5.6.1.2
	Source: RealNetworks
Form: INP doc

Comment: What kind of error code will be used when there is an error during processing purchase request? Current Error Response in Table 2 is for content upload case and is not well defined for purchase.
Proposed Change: additional error codes should be added in this table to cover purchase case (refer to OMA-CD-CMI-2009-0125 for details)
	Status: OPEN 

	D080
	2009.10.12
	E
	5.5.1.1 & C.4
	Source: RealNetworks
Form: INP doc

Comment: Type definition (element versus attribute) is not consistent with the examples in Appendix. For instance mime-type is being used as attribute in appendix while defined as element in Table 6.
Proposed Change: change as proposed. (refer to OMA-CD-CMI-2009-0125 for details)
	Status: OPEN 

	
	
	
	
	
	


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed change to CMI TS.
6 Detailed Change Proposal

Change 1:  Some changes in section 4 to address comment D071
5.5.1 Content Upload
…

Self-contained Upload with embedded payload transaction and with referred payload are shown in Figure 1 and Figure 3 respectively.
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Figure 1 Self-contained Upload with embedded payload
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Figure 3 Self-contained Upload with referred payload

…
Decoupled Upload transaction is shown in Figure 4.
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Figure 4 Decoupled Upload

Change 2:  Some changes in section 5.5.1 to address D073
5.5.1 Content Upload
…

If all the Content-Items corresponding to the Content Upload request were successfully processed, the CMC SHALL send transport layer success response (e.g. HTTP 200 OK) with Success Response or Error Response message with further details, as defined in Table 1 and 2 respectively..
Change 3:  Some changes in section 5.5.1.1 to address D074 and D080
	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Content-metadata
	E
	1
	Structure
	Content Metadata for the Content Item.

	Content-Reference
	E
	0..1
	anyURI
	Location of the content payload, if appropriate. SHALL be provided if associated content payload wasn’t provided with the metadata.

	Content
	E
	0..1
	Opaque Data
	Content payload. Opaque for the CMI enabler. If it is not present in the Content Item it SHALL be referred using Content-Reference parameter in Content Metadata.


Table 1 - Content-Item structure
	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Content-id
	A
	1
	String
	Content item identifier specified by the Content Provider (e.g. UUID). 

This parameter SHOULD be unique within the Service Provider domain and SHALL be unique within the Content Package.

	Replaces-content-id
	A
	0..1
	anyURI
	 Content identifier of previously uploaded outdated content item that needs to be replaced with the current content item.
Subject to Service Provider policy, some services may not require to support this attribute.

	Content-block-id
	A
	0..1
	String
	Identifies which multiple Content Items can be associated as a block (i.e. a group of related Content Items). Can be used by the Service Provider for content aggregation / bundling. This attribute MAY be identical to Content Package identifier used in ContentUploadRequest message.

	Content-name
	A
	0..1
	String
	Name of content item in a human readable format. 

	Author
	E
	0..n
	List of Strings
	Author(s) for the content item, if appropriate (e.g. “Joe Doe”, “Disney”, etc.)

	
	
	
	
	

	MIME-Type
	A
	1
	String
	Mime (media) type of the content item (see [RFC2046]).
Could include media codec parameters where applicable, as per [RFC4281].

	Content-length
	A
	0..1
	Integer
	The size in bytes of the content item.

Subject to Service Provider policy, some services may not require to support this attribute.

	Encoding
	A
	0..1
	String
	Encoding that has been applied to the content item, e.g. “gzip”, “deflate”, “base64”.

	Updated
	A
	0..1
	dateTime
	Time when the content item was last updated. SHALL conform to the "date-time" definition in [ISO8601].
In addition, an uppercase "T" character SHALL be used to separate date and time, and an uppercase "Z" character SHALL be present.

	Self-expiration
	E
	0..1
	Positive Integer
	Default number of days that the content is to be available for use by the purchaser, from the date of purchase, subject to  the Content-expiration parameter.

Subject to Service Provider policy, some services may not require to support this attribute.

	Content-expiration
	A
	0..1
	dateTime
	Time when the content item should expire from Service Provider storage, or no longer be made available for related services. SHALL conform to the "date-time" definition in [ISO8601]. In addition, an uppercase "T" character SHALL be used to separate date and time, and an uppercase "Z" character SHALL be present.

	Tags
	A
	0..1
	List of Strings
	A list of strings that describe the content to enable association or filtering.

	Content-price
	A
	0..1
	String
	Indicates the price (amount and currency) of this content item. 

Subject to Service Provider policy, some services may not require to support this attribute.


	Parental-rating
	A
	0..1
	String


	Content rating per [FCC TV Parental Guidelines] or similar local regulatory requirements. 
Subject to Service Provider policy, some services may not require to support this attribute.

	Entry-index
	A
	0..1
	Positive Integer
	A sequential number used to enumerate content items in the package for human-readability, allowing easily reference a specific record (e.g. in error response to Content Provider). 




Table 2 - Content Metadata structure
Change 4:  Some changes in section 5.6 to address D078
	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Transaction-id
	E
	0..1
	String
	Unique identifier for this transaction. If used, this identifier is generated by the requestor for tracking and logging purposes.

	ContentProvider-id
	E
	1
	String
	Unique identifier which identifies the Content Provider to the CMC.

	
	
	
	
	

	Subscriber-id
	E
	1
	String
	Opaque string that uniquely identifies the subscriber or group of subscribers who wish to purchase the content. 

The format of the identifier can depend on the service associated with the content..

	Content-info
	E
	1..n
	Structure
	Content Info of the content items to be purchased

	
	
	
	
	


Table 3 - Purchase Request
	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Content-id
	E
	1
	String
	Identifier set by the Content Provider, e.g. UUID. Matches the Content-id which was submitted in the upload request.

	Self-expiration
	E
	0..1
	Positive Integer
	Number of days that the content is to be available for use by the purchaser, from the date of purchase.


Table 9 – Content Info structure
Change 5:  Some changes in section 5.8 to address D079
	Status Code
	Status Description

	000
	Success

	001
	in progress

	002
	security error

	003
	manifest error

	004
	content not found

	005
	invalid parameter

	006
	not allowed

	008
	invalid service-id

	009
	content unacceptable

	010
	temporary failure

	100
	subscriber not found

	010
	not a valid group of subscriber

	102
	billing error

	999
	general error


Table 4 - Status Codes












�participant "Content Provider" as CP


participant "Service Provider" as SP





CP->SP: "ContentUploadRequest(Self-contained) (HTTP)"


note right of SP: Validate Request


activate SP


SP->CP: "ContentUploadResponse(HTTP)"


opt Valid Request case


note right of SP: Processing...


SP->CP: "Asynchronouse Response (HTTP)"


CP->SP: "Confirmation of Asynchronous Response (HTTP)"


else Invalid Request case


end


deactivate SP


�participant "Content Provider" as CP


participant "File Server (FTP or HTTP)" as FTP


participant "Service Provider" as SP





CP->FTP : "Upload Content Payload(s) (FTP or HTTP)"


CP->SP: "ContentUploadRequest(Self-contained) (HTTP)"


note right of SP: Validate Request


activate SP





SP->CP: "ContentUploadResponse(HTTP)"


alt Valid Request case


FTP->SP: "Download Content Payload(s) (FTP or HTTP)"


note right of SP: Processing...


SP->CP: "Asycnhronouse Response (HTTP)"


CP->SP: "Confirmation of Asynchronous Response (HTTP)"


else Invalid Request case


end


deactivate SP


�participant "Content Provider" as CP


participant "File Server (FTP)" as FTP


participant "Service Provider" as SP





CP->FTP : "Upload Content Item(s) (FTP)"


CP->SP: "ContentUploadRequest(Decoupled) (HTTP)"


note right of SP: Validate Request


activate SP


SP->CP: "ContentUploadResponse(HTTP)"


alt Valid Request case


FTP->SP: "Download Content Item(s) (FTP)"


note right of SP: Processing...


SP->CP: "Asynchronouse Response (HTTP)"


CP->SP: "Confirmation of Asynchronous Response (HTTP)"


else Invalid Request case


end


deactivate SP
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