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1. Scope

The CMI enabler provides mechanisms for the management of content by Content Providers and Service Providers. This specification defines the API between Content Provider and Service Provider (e.g. Operator) for managing content. It covers the following areas:

· Purchase Content Activities
· Download/Upload Content
· Statistical Content Information
The implementation of the API by the Service Providers and the Content Provider functionalities are out of the scope of this specification.
2. References

2.1 Normative References

	[CMI-AD]
	“Content Management Interface Architecture”, Open Mobile Alliance™, OMA-AD-CMI-V1_0,
URL:http://www.openmobilealliance.org/ 

	[CMI-RD]
	“Content Management Interface Requirements”, Open Mobile Alliance™, OMA-RD-CMI-V1_0,
URL:http://www.openmobilealliance.org/ 

	[CMI-XSD]
	“CMI 1.0 XML Schema”, Open Mobile Alliance™, OMA-SUP-XSD_CMI-V1_0, URL: http://www.openmobilealliance.org

	[HTTP]
	HTTP v1.1 – RFC 2616, URL: http://www.w3.org/Protocols/rfc2616/rfc2616.html

	[FTP]
	File Transfer Protocol – RFC 959, URL: http://www.w3.org/Protocols/rfc959/

	[RFC2046]
	MIME Part 2, Media Types – RFC 2046, URL: http://www.ietf.org/rfc/rfc2046.txt

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4281]
	The Codecs Parameter for "Bucket" Media Types – RFC 4281
URL : http://www.ietf.org/rfc/rfc4281.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[XML Schema Part 2: Datatypes]
	“XML Schema Part 2: Datatypes”, W3C Recommendation 02 May 2001, 
URL: http://www.w3.org/ 

	
	


2.2 Informative References

	[CMR]
	“Customized Multimedia Enabler Release Definition”, Version 1.0, Open Mobile Alliance™, OMA-ERELD-CMR-V1_0, URL:http://www.openmobilealliance.org/ 

	 [OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Business Process Component
	The entity that exposes BPC-1 and BPC-2 interfaces defined in [CMI-AD].

	Content Item
	A single unit of content delivered from Content Provider to Service Provider.

	Content Management Component
	The entity that exposes CMI-1 interface defined in [CMI-AD].

	Content Metadata
	Attributes of a Content Item. The schema for Content Metadata is defined in [CMI-XSD].

	Content Package
	A collection of one or more content items and their associated Content Metadata. 

	Content Provider
	See [CMI-RD]

	Decoupled Upload
	An upload operation in which sending upload request and uploading Content Package are decoupled and performed separately (e.g. content upload over FTP protocol and upload request over HTTP).

	Network Operator
	See [OMADICT]

	Service Provider
	See [OMADICT]

	
	

	
	


3.3
Abbreviations

	API
	Application Programming Interface

	BPC
	Business Process Component

	CMI
	Content Management Interface

	CMC
	Content Management Component

	CMR
	Customized Multimedia Ringing


4. Introduction

<< From a market perspective...  

· What can you do with this specification?

· What problem does this solve?

· How can this specification be applied?

· Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >> 
4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the specification.  The description should be brief, target length should be a few paragraphs.   When the enabler or reference release is finished, this description should be aligned with the final functionality. 

DELETE THIS COMMENT

5. CMI Protocol

5.1 Request Response

Figure 1 provides a high level overview of the interaction between a Content Provider and a Service Provider.

In the following diagram, solid lines represent mandatory messages, while dashed line represent message that are either optional or conditional.
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Figure 1
CMI Request Response Model
The communication between the Content Provider and the Service Provider SHALL be based on a request-response operation model, that is, a CMI transaction  is always a request (1) followed by one or more responses (2) and (4) with optional confirmation of the response (3) and (5).  A “response” in this case refers to actions taken by the Service Provider as part of a dialog initiated by the request, which may include:

· one or more synchronous responses messages (2), i.e. occurring within the transport protocol connection of the original request (1)

· one or more asynchronous responses (4) within the context of the CMI transaction, i.e. occurring within a new transport protocol connection, but related to the original request (1) by a CMI protocol transaction identifier

· one or more asynchronous notifications (4), i.e. while intiated by the original request (1), not specifically related to it by CMI protocol transaction identifier

A response may be optionally confirmed ((3) or (5)) by the Content Provider, if applicable to the transaction. After receiving the confirmation, the Service Provider may provide further processing e.g. categorize/approve/transcode the content.

.  A transaction is closed only when all responses have been received and confirmed, if required. For example the Content Provider submits a request to the Service Provider. The Service Provider receives the request, parses it, handles it and generates a closing response to the originating Content Provider.
A request may require various processing by the Service Provider, e.g. service metrics collection, content validation, content status checking.

A dialog may be closed by the completion of the service function that was initiated by the CMI transaction, either through an explicit request of the Content Provider, or through criteria related to the CMI-enabled service, e.g. expiration of the terms under which the service function was initiated. For example, a Content Provider may request periodic reports of content usage, which are provided as notifications by the Service Provider until explicitly stopped or until the agreed reporting period expires.

Of these interaction types, the synchronous request/response SHALL be supported. 

Editor’s note: In the details we need to verify if the asynchronous response and notification SHALL be supported for transaction types that cannot be fulfilled by in a synchronous request/response model.

Note:

This figure shows two separate logical entities – The Content Provider and the Service Provider. These entities may share the same physical machine, or even be parts of the same software.

5.1.1 Content Provider ID

CMI request / response SHALL contain a Content Provide ID, which uniquely identifies the Content Provider to the Service Provider.

5.2 Protocol Choice

The web-service based interface between the Content Provider and the Service Provider SHALL rely on SOAP 1.1 over HTTP(S). 

The SOAP request SHALL be sent as the body of a HTTP(S) POST request, as defined in SOAP 1.1. 

The SOAP response SHALL be sent as a body of the HTTP(S) response.

Both the request and the response SHALL contain a single SOAP envelope, conformant with SOAP 1.1.

5.3 Data Types

The datatypes of the CMI parameters used in this specification are defined in the section “Built-in datatypes” of [XML Schema Part 2: Datatypes] specification by the W3C, as adapted by SOAP 1.1. The datatypes discussed there are computer representations of well known abstract concepts such as integer and date.  

Following are informative examples of built-in datatypes. For their full definition refer to [XML Schema Part 2: Datatypes]: 
· string represents character strings in XML, i.e. the set of finite-length sequences of characters.

· token represents tokenized strings, i.e. strings that do not contain the line feed (#xA) nor tab (#x9) characters, that have no leading or trailing spaces (#x20) and that have no internal sequences of two or more spaces.

Wherever applicable, CMI implementations SHALL use the canonical lexical representation of these datatypes, as defined in [XML Schema Part 2: Datatypes].

Following are informative examples of the canonical lexical representation of built-in datatypes. For their full definition refer to [XML Schema Part 2: Datatypes]: 

· The canonical representation for integer is defined by prohibiting certain options from the Lexical representation. Specifically, the preceding optional "+" sign is prohibited and leading zeroes are prohibited:  so ‘+00012’ becomes ‘12’

· The canonical representation for unsignedLong is defined by prohibiting certain options from the Lexical representation. Specifically, leading zeroes are prohibited: so ‘0000321323’ becomes ‘321323’

5.4 Case Sensitivity
XML element names (XML tags) as well as values of XML enumeration types SHALL be case sensitive (this is enforceable by XML schema validation).
5.5 Content Management Functionality

5.5.1 Content Upload

The Content Upload transaction allows a Content Provider to submit new content to Service Provider. It is also used to replace existing content.

Uploading a single Content Item or a collection of Content Items is performed in the same manner, hence reusing the same transaction syntax and semantics.
The Content Items and their associated metadata are combined in a Content Package as defined in section 5.5.1.1.

The metadata is formatted as defined in section 5.5.1.2.

Submitting content and requesting the CMC to ingest it can be performed using Self-contained Upload or Decoupled Upload.

In Self-contained Upload the data is embedded within the ContentUpload request message.

Self-contained Upload is shown in Figure 2.
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Figure 2 Self-contained Upload
In Decoupled Upload the data is uploaded separately and decoupled from the ContentUpload request message.
Decoupled Upload is shown in Figure 3.
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Figure 3 - Decoupled Upload
5.5.1.1 Content Package

A Content Package SHALL contain Content Iems along with a Manifest describing the package. The Manifest SHALL contain metadata parameters specific for the Content Package and collection of Content Metadata for the Content Items in the package. 
The Manifest and Content Metadata SHALL comply with the format defined by [CMI-XSD].

When using Decoupled Upload, the Content Package is uniquely identified by a Package-id which is used for the correlation between the upload steps. When using Decoupled Upload the Manifest SHALL be in XML file format and the filename of the Manifest SHALL be identical to the Package-id with ‘.xml’ as extension.
5.5.1.2 Manifest Structure

Manifest documents SHALL be structured as shown by the following tables, in accordance with [CMI-XSD].

	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Package-id
	E
	0..1
	anyURI
	Unique identifier (e.g. UUID) identifying this content package for Decoupled Upload i.e. this is a correlator with the subsequent Content Upload request. 

This parameter SHALL be present for Decoupled Upload and MAY be present for Self-contained Upload.

	Content-metadata
	E
	1..n
	List of Structures
	Content Metadata for content items in the Content Package.

	Service-id
	E
	0..n
	List of Strings
	List of the services to which this content item is to be associated. In the context of OMA DCD, ATOM, or RSS the service-id means channel identifier.

	Delivery-notification
	A
	0..1
	Boolean
	Indicates if the CMC should notify the Content Provider when the Content Package has been successfully received and accepted by the CMC. If “false”, the CMC will only report on Content Packages which were not successfully received and processed.

The default value is FALSE.

	Delivery-notification-address
	A
	0..1
	String
	Address (URI) where the CMC should send Content Upload Response for asynchronous delivery notifications. If unspecified, the address is assumed to have been specified by the Content Provider via other means, e.g. during Registration.


Table 1 - Manifest structure
	Name
	Attribute/

Element
	Cardinality
	Data Type
	Description

	Content-id
	A
	1
	String
	Content item identifier specified by the Content Provider (e.g. UUID). 

This parameter SHOULD be unique within the Service Provider domain and SHALL be unique within the Content Package.

	Replaces-id
	A
	0..1
	anyURI
	Content ID of an externally referenced content item that, if present in the storage of the CMC, is to be replaced with this content item. If the Replaces-id is the same as the Content-id then the existing content item is to be overwritten.

The support for Replaces-id value which is different than the Content-id value is optional.

	Content-name
	A
	0..1
	String
	Name of content item in a human readable format. 

	Author
	E
	0..n
	List of Strings
	Author(s) for the content item, if appropriate (e.g. “Joe Doe”, “Disney”, etc.)

	Content-Reference
	E
	0..1
	anyURI
	Location of the content item, if appropriate. SHALL be provided if associated content item wasn’t provided with the metadata.

	MIME-Type
	E
	1
	String
	Mime (media) type of the content item (see [RFC2046]).
Could include media codec parameters where applicable, as per [RFC4281].

	Length
	A
	0..1
	Integer
	The size in bytes of the content item.

Subject to Service Provider policy, some services require this attribute to be present.

	Encoding
	A
	0..1
	String
	Encoding that has been applied to the content item, e.g. “gzip”, “deflate”, “base64”.

	Updated
	A
	0..1
	dateTime
	Time when the content item was last updated. SHALL conform to the "date-time" definition in [ISO8601].
In addition, an uppercase "T" character SHALL be used to separate date and time, and an uppercase "Z" character SHALL be present.

	Self-expiration
	E
	0..1
	Positive Integer
	Number of days that the content is to be available for use by the purchaser, from the date of purchase, and limited by the Content-expiration parameter.

	Content-expiration
	A
	0..1
	dateTime
	Time when the content item should expire from Service Provider storage, or no longer be made available for related services. SHALL conform to the "date-time" definition in [ISO8601]. In addition, an uppercase "T" character SHALL be used to separate date and time, and an uppercase "Z" character SHALL be present.

	Tags
	A
	0..1
	List of Strings
	A list of strings that describe the content to enable association or filtering.

	Entry-index
	A
	0..1
	Positive Integer
	A sequential number used to enumerate content items in the package for human-readability, allowing easily reference a specific record (e.g. in error response to Content Provider). 

Editor Note: FFS if this is needed or Content-id is sufficient.


Table 2 - Item Metadata structure
5.5.1.3 Delivery of Content Package
The CMC SHALL support at least one of Self-contained Upload and Decoupled Upload..

If Decoupled Upload is supported, then the CMC SHALL support [FTP] as a protocol for receiving Content Packages. 
If Self-contained Upload is supported, then the CMC SHALL use HTTP for receiving Content Packages embedded within the ContentUpload message. 
5.5.1.4 Content Upload Request
5.5.1.5 Content Upload Response

5.6 Transaction Control Functionality 
5.7 Service Metrics Functionality 
5.8 Status Codes

This section provides the numeric values and text names for status codes used in CMI messages.

	Status Code
	Status Description

	000
	Success

	001
	in progress

	002
	security error

	003
	manifest error

	004
	content not found

	005
	invalid parameter

	006
	not allowed

	008
	invalid service-id

	009
	content unacceptable

	010
	temporary failure

	999
	general error
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Editorial note:
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