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1 Reason for Change

The group has agreed to remove “core network” from CMR architecture figure. So the related words in the AD need to be removed.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed changes to CMI AD.

6 Detailed Change Proposal

Change 1:  Remove “Core Network” from 5.3.1.1.3.
5.3.1.1.3 Presentation Control Function

The Presentation Control Function has the responsibility for the following actions.

· Proper CMR Resource selection as per CMR Subscriber’s Preference Settings, per event

· CMR Resource presentation
· Control CMR Resource (audio/video type) play (to the CMR Client) by interaction with  CMR Resource Server

· Send the URI of the CMR Resouce in the call/session request/response to the CMR Client (applicable for IMS network) 

· CMR Resource dynamic presentation control

· Receiving the instructions from other entities (e.g. CMR Client, other CMR Server) for dynamic presentation control , e.g. filtering, stopping or continuing CMR Resource presentation
· Controlling the CMR Resource playing by interaction with CMR Resource Server, e.g. stop playing CMR Resource

· Sending dynamic presentation control request to other entities ( e.g. other CMR Server)
· Dynamic information acquisition

· Collecting CMR Subscriber’s location  information by interacting with the Location enabler

· Collecting CMR Subscriber’s presence information by interacting with the  Presence enabler      
Change 2:  Change “core network” into “infrastructure”
5.3.2.1CMR Resource Server
The CMR Resource Server supports media storage and processing (e.g. audio/video transcoding) of CMR Resources. The CMR Resources are managed by the SPs, e.g. the SPs could check the CMR Resources before uploading them to the CMR Resource Server. How the SPs manage the CMR Resources are subjected to SPs’ policy and is not specified in this specification.

The CMR Resource Server supports different ways of media delivery to the CMR Client., including (but not exhaustive)

· Play the CMR Resource to the CMR Client on the request of the CMR Server by using existing technologies, for example, delivery of audio/video CMR Resources by using the standard functions of the underlying infrastructure 

· Send the CMR Resource on request of the CMR Client using standard protocols( e.g. HTTP) and the CMR Client could play it locally
Change 3:  Remove “through core network” from B.3
B.3 Download Playing Flow
This section provides the flow of playing CMR Resource using download method and takes the customized ring back tone flow as an example.
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Figure 4: Download playing flow

1. CMR Client-A sends call/session request asking to play CMR Resource to CMR Client-A if the calling party or called party has subscribed the CMR service.
2. CMR Server selects appropriate CMR Resource.

3. CMR Server sends response including the URI of the selected CMR Resource to CMR Client-A.
4. CMR Client-A extracts media URI and sends media delivery request to CMR Resource Server for downloading the media.

5. CMR Resource Server sends the media to CMR Client-A.

6. CMR Client-A displays the received media.

Change 4:  Change the “SIP/IP Core network” into “SIP/IP Core”
C.2.2.1 Subscribing to Location for a List of Targets
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Figure 13: The interaction between CMR Server and LOCSIP Enabler (Subscribing to Location for a List of Targets)
The CMR Server acts as a Location Client to request/receive location information from the LOCSIP Enabler via the SIP/IP Core for the list of CMR Subscribers through LS-1 Reference Point. 
The CMR Server interacts with LOCSIP Enabler via Aggregation Proxy for maintaining the list of CMR Subscribers whose location to be requested and management of the location policy document through XDM-3 Reference Point.

The Location Server and Location Policy XDMS are specified in the [OMA-LOCSIP].

.The functionality of the Aggregation Proxy is described in [错误！未找到引用源。].

C.2.2.2 Subscribing to Location Notification
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Figure 14: The interaction between CMR Server and LOCSIP Enabler (Subscribing to Location Notification)
The CMR Server acts as a Location Client to request/receive location information from the LOCSIP Enabler via the SIP/IP Core for a single CMR Subscriber through LS-1 and LS-3 Reference Point. 
The CMR Server interacts with LOCSIP Enabler via Aggregation Proxy for management of the location policy document through XDM-3 Reference Point.

The CMR Server uses the methods defined by [OMA- LOCSIP] to acquire CMR Subscriber location information.
The Location Server and Location Policy XDMS are specified in the [OMA-LOCSIP].

C.3 CMR Server interaction with Presence Enabler

CMR Enabler needs to request and get presence information from Presence Enabler when CMR Enabler supports selecting or generating a CMR Resource based on the CMR Subscriber presence information.

Two interaction methods between CMR Server and Presence Enabler are given: subscribing to a Presence List and subscribing to a single presentity. Two methods have different advantages:

Subscribing to a presence list: flexible to subscribing to a list of CMR Subscribers’ presence information and get notifications. When CMR Server wants to subscribe a new CMR Subscriber’s presence information, it needs to maintain the list and doesn’t need to do subscription again. 

Subscribing to a single presentity: flexible to subscribing to a single CMR Subscriber’s presence information and get notification as needed. When CMR Server wants to subscribe a new CMR Subscriber’s presence information, it needs to subscribe this new presentity.
C.3.1 Subscribe to a Presence List
The CMR Server acts as a Watcher to use subscribe and notify method to get the presence status of a list of CMR Subscribers residing in SIP/IP Core. CMR Server interacts with the Resource List Server through PRS-2 and PRS-4 Reference Points.

The CMR Server acts as an XDMC to maintain the list of CMR Subscribers in the RLS XDMS via Aggregation Proxy through Reference Point XDM-3.

The functionality of the Aggregation Proxy is described in [错误！未找到引用源。].
The Watcher, RLS XDMS and Resource List Server are specified in [OMA-PPS-AD].
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Figure 15: The interaction between CMR Server and Presence Enabler (Subscribe to a presence list)
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