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1 Reason for Change

In AS or GW model, CMR Resource info is carried in SDP for the media negotiation. Currently there is no indication on whether the SDP for CMRBT or CMRT service. But it is necessary in the CMRBT and CMRT service:

· CMRBT :
 when calling (Cg) party has priority, CMR Server of calling party should delete the call-info/alert-info with indication of CMRBT service and the SDP with indication of CMRBT service and insert the call-info/alert-info and SDP info 
when called (Cd) party has priority, CMR Server of calling party should not play the CMR Resource if the 18X message contains SDPs with CMRBT service indication(i.e.,Cd side has CMRBT service) .Otherwise,  CMR Server of Cg party should play the CMR Resources

· CMRT:

Filtering;  if Cd party has set the FilterFlag=True, when receiving INVITE message, CMR Server of Cd party should delete the call-info/alert-info headers and remove the SDP with CMRT service indication and should not play the CMR Resource
when Cd party has priority, CMR Server of Cd party should delete the call-info/alert-info with indication of CMRT service and the SDP with indication of CMRT service and should insert the call-info/alert-info and SDP info of Cd party
when Cg party has priority, CMR Server of Cd party should not play the CMR Resource if the INVITE message contains SDPs with CMRT service indication (i.e.,Cg side has CMRT service) .Otherwise,  CMR Server of called party should play the CMR Resources.

2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed changes to CMR TS.

6 Detailed Change Proposal
Change 1:  changes to stop procedure for CMRBT in SIP/IP Core
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Change 2:  changes to stop procedure for CMRBT in SIP/IP Core

5.3.2 Transport Protocol Binding for CMR-2/CMR-3

For CMR-2/CMR-3 interfaces, different bindings SHALL be supported when deployed over different core networks.

5.3.2.1 SIP/IP Core Binding
When the SIP/IP core network technology is based on 3GPP technology, SIP binding SHALL be used and rely on [3GPP TS24.182] for CMRBT and [3GPP TS24.183] for CMRT.

When the SIP/IP core network technology is based on ITU-T NGN technology, SIP binding SHALL be used and rely on [ITU-T Q.3610] for CMRBT and [ITU-T Q.3611] for CMRT.

5.3.2.1.1 New Tag in Session Request Message
The CMR Enabler SHALL support a new tag “g,cmr” in “Reject-Contact” header (i.e. Reject-Contact: *, +g.cmr) of the session request message. 

The tag is used in CMRBT service for filtering or priority handling. The usages of the tag are described in the following filtering and priority procedures.
The tag “g.cmr” can be inserted by a CMR Client or a CMR Servers
Note: How an indicator to be used in CMRT is TBD.

5.3.2.1.2 SDP Attribute for CMR Service
The CMR Enabler SHALL support the following keywords in the attribute “a=keywds:” in the session-level  SDP description according to [IETF RFC 4566]:  

-  CMRBT (i.e. a=keywds:CMRBT) 
-  CMRT  (i.e. a=keywds:CMRT)
 “a=keywds: CMRBT” is used to specify that the SDP is used by CMRBT service; “a=keywds:CMRT” is used to specify that the SDP is used by CMRT service.
Change 3:  changes to CMRT in SIP/IP Core

6.2.1.2 Application Server Model

When the SIP/IP core network technology is based on 3GPP technology, the application server model refers to the description of the early session model in [3GPP 24.183].
When the SIP/IP core network technology is based on ITU-T NGN technology, the application server model refers to the description of the application server model in [ITU-T Q.3611].
In addition, the CMR Server SHOULD add the attribute “a=keywds:CMRT” in the session-level SDP description for the early-session SDP associated with the CMR Resource. The CMR Client SHOULD support identifying the CMRT service by checking whether the early-session SDP contains  “a=keywds:CMRT”.
6.2.1.3 Gateway Mode

The CMR Enabler SHALL support the gateway model defined in [ITU-T Q.3611]. 
In addition, the CMR Server SHALL add the attribute “a=keywds:CMRT” in the session-level SDP description for the SDP associated with the CMR Resource.  The CMR Client SHALL support identifying the CMRT service by checking whether the session SDP contains  “a=keywds:CMRT”.


6.2.2. CMR Presentation Control

6.2.2.1 Filtering 

Filtering is a presentation control function which allows CMR End User to select not to experience the CMR Resources.

Both server pre-configured and client initialed models are supported.

For server pre-configured model, the filtering setting is only applicable when a called party has configured the FilterSetting.

For client initiated model, the filter setting is set in the CMR Client by the called party.
6.2.2.1.1 Server Procedure

If both calling party and called party belong to the same CMR Server, the CMR Server SHALL check whether the called party has configured the filtering.  If the FilterFlag is set to TRUE, the CMR Server SHALL not select and present the CMR Resource of both calling party and called party.

If calling party and called party belong to different CMR Servers and a CMR Service request is received, the CMR Server of called party SHALL execute the following actions if the FilterFlag is set to TRUE by the called party:

· not select and present the CMR Resource

· remove the call-info/alert-info header if received when HTTP model is used

· remove the SDP offer with “a=keywds:CMRT”  if present when application server model or gateway mode is used  and forward the SIP message

· Send the acknowledge message with all port numbers set to "0" in the SDP answer if there is SDP offer with “a=keywds:CMRT” received in the SIP message


6.2.2.1.2 Client Procedure

When receiving SIP  message, the CMR Client of called party SHALL

· ignore  the call-info/alert-info header in the session request message when HTTP model is used 

· send the acknowledge message with all port numbers set to "0" in the SDP answer if there is an SDP offer with “a=keywds:CMRT” in the SIP message 
CMR Client of called party SHALL support playing the ringing tone locally after receiving the session request if the CMR Resources are filtered or if there is no audio/video CMR Resources received.
6.2.2.2 Priority

Priority is used to control which party CMRT service would be presented to the End User in the case of both calling party and called party has subscribed CMRT service.

 Following section describes the CMR Server procedure according to the called party CMR Subscriber pre-configured CMRT priority in the CMR Server.

6.2.2.2.1 CMR Server Procedure
When receiving a CMR Service request (e.g. initial a call) with early-session information or CMR Resource URIs(the URIs in the Alert-Info /Call-Info header) from the Remote CMR Environment, (the called party) CMR Server SHALL support checking if there is pre-configured priority policy in CMR Server before starting CMR Resource presentation.

If there is a pre-configured priority policy indicating that called party has priority, (the called party) CMR Server SHALL execute following actions:

· For application server model or Gateway model: 

· Remove the SDP offer with “a=keywds:CMRT” if received in the SIP message 
· Execute media negotiation between the called party CMR Client with the called party CMR Resource Server and instruct CMR Resource Server to present the CMR Resource to the called party CMR Client.

· Response to the Remote CMR Environment with a SDP answer  with “a=keywds:CMRT”and set all port numbers of the media to "0".
· For HTTP model:

· Remove the CMR Resource URIs from the message if existing and insert the new CMR Resource URIs based on the called party preference setting.

If there is a pre-configured priority policy indicating that calling party has priority, (the called party) CMR Server SHALL not select and present the CMR Resource.

6.2.2.2.2 CMR Client Procedure
The CMR Client SHOULD ignore the tag “g.cmr” in the “Reject-Contact” header if received in the SIP messages.
Change 4:  changes to CMRBT in SIP/IP Core

6.1 CMRBT Procedures

6.1.1 CMR Resource Delivery


6.1.1.1 HTTP Model

The HTTP model refers to the description of the HTTP model in [ITU-T Q.3610].

When there is no audio/video type CMR Resources received from the CMR Server, the calling party CMR Client  MAY play the local ring back tone according to SP’s policy.
6.1.2 Application Server Model

When the SIP/IP core network technology is based on 3GPP technology, the application server model refers to the description of the application server model in [3GPP 24.182].
When the SIP/IP core network technology is based on ITU-T NGN technology, the application server model refers to the description of the application server model in [ITU-T Q.3610].

CMR Client should stop playing the CMR Resource after receiving final answer or regular media if the continuing control function is not preconfigured, otherwise, refer to description in chapter 6.1.2.4.

6.1.3 Gateway Model
The Gateway model refers to the description of the gateway model in ITU-T Q.3610. 
6.1.2 CMR Presentation Control

There are two models of presentation control:

· Pre-configured: the control instruction is preconfigured by the CMR Subscriber in the CMR Server.

· Client initiated: the control instruction is send by the CMR Client directly.

6.1.2.1 Filtering
Filtering is a presentation control function which allows CMR End User to select not to experience the CMR Resources. 

Both server pre-configured and client initialed models are supported.

For server pre-configured model, the filtering setting is only applicable when a calling party has configured the FilterSetting.For client initiated model, the filter setting is set in the CMR Client by the calling party.
6.1.2.1.1 CMR Server Procedure
If both calling party and called party belong to the same CMR Server, the CMR Server SHALL check whether the calling party has configured the filtering or whether there is a tag “g.cmr” in the  “Reject-Contact” header of the session request message when receiving the CMR service request. If there is a tag “g.cmr” in “Reject-Contact” header of the session request message or the FilterFlag is set to TRUE, the CMR Server SHALL not select and present the CMR Resource of both calling party and called party. If calling party and called party belong to different CMR Servers and a CMR Service request is received, 

If calling party and called party belong to different CMR Servers and a CMR Service request is received, 

· If there is a tag “g.cmr” in “Reject-Contact” header of the session request message or the Filter Flag is set to TRUE by the calling party, the CMR Server of calling party SHALL

· not select and present the CMR Resource

· insert the tag “g.cmr” in “Reject-Contact” header if not existing in the session request message
· send the session message  to the Remote CMR Environment if existing.

· If there is a tag “g.cmr” in “Reject-Contact” received in the session request message, the CMR Server of called party SHALL not select and present the CMR Resource. 
6.1.2.1.2 CMR Client Procedure
CMR Client of calling party SHOULD insert  the tag “g.cmr” in the “Reject-Contact”  in the session request message to the CMR Server if there is a filter setting  preconfigured in the CMR Client or inserted by the CMR Subscriber when initiating a call.

CMR Client of calling party SHALL support playing the ring back tone locally after receiving the alert response if the CMR Resources are filtered or if there is no audio/video CMR Resources received.

In case of HTTP mode, the CMR client of calling party SHALL ignore the URIs in Call-Info/Alert-Info headers in the received 18X messages.

6.1.2.2 Priority

Priority is used to control which party CMRBT service would be presented to the End User in the case of both calling party and called party has subscribed CMRBT service.

Following section describes the CMR Server procedure according to the calling party CMR Subscriber pre-configured CMRBT priority in the CMR Server.

6.1.2.2.1 CMR Server Procedure
When receiving a CMR Service request(e.g. initial a call) from the calling party directly, (the calling party) CMR Server SHALL support checking if there is a pre-configured priority policy. 

If there is a pre-configured priority policy indicating calling party has priority, (the calling party) CMR Server SHALL execute following actions:

· Insert  the tag “g.cmr” into “Reject-Contact” header of the session request message and send this message to the Remote CMR Environment;

· Execute media negotiation between the calling party CMR Client with the calling party CMR Resource Server and present the CMR Resource to the calling party after receiving alerting message for application server model or gateway model.
· Remove the SDP offer with “a=keywds:CMRBT” and Call-info/Alert-info if received in the SIPmessage
· Insert the URIsof CMR Resources into the provisional response message and forward it to calling party CMR Client for HTTP model.

If there is a pre-configured priority policy indicating called party has priority, the calling party CMR Server SHALL execute the following actions:

· If there is SDP offer with “a=keywds:CMRBT” or Call-info/Alert-info received in the 18X message, the CMR Server SHALL not select and present the CMR Resource and forward the 18X  message; otherwise, the CMR Server of calling party SHALL present the CMR Resource to the CMR end User.
When receiving a CMR Service request (e.g. initial a call) from the Remote CMR Environment, (the called party) CMR Server SHALL support checking if there is a “g.cmr” in “Reject-Contact” header in the request. If there is a “g.cmr” in “Reject-Contact” header, CMR Server SHALL not select and present the CMR Resource. Otherwise, CMR Server executes the normal procedure.
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