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1 Reason for Change

To add the test requirement for CMR-4.

Reorganize the structure of the ETR
Modify the Reference section

Modify the ABD section

Modify the dependency section
[image: image1.emf]E:\work\2008\OMA\ ETR\文档\OMA-ETR-CMR-V1_0-20100325-D(eidted).doc


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, “Members”) agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member’s attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

CMR AHG is recommended to discuss the contribution and agree with the detailed proposal.  
6 Detailed Change Proposal
See the attachment.
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1. Scope


The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.


The ETR document is intended to cover at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.


2. References


2.1 Normative References


		[IOPPROC]

		“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, 
OMA-ORG-IOP_Process-V1_3, URL:http://www.openmobilealliance.org/



		[ERELD]

		 “Enabler Relese Document for Content Management Interface”, Open Mobile Alliance™,
OMA-ERELD-CMR-V1_0, URL:http://www.openmobilealliance.org/



		[OMA-CMR-RD]

		“Customized Multimedia Ringing Requirements”, Open Mobile Alliance™, OMA-RD-CMR-V1_0, URL:http://www.openmobilealliance.org/



		[OMA-CMR-AD]

		“Customized Multimedia Ringing Requirements”, Open Mobile Alliance™, OMA-AD-CMR-V1_0, URL:http://www.openmobilealliance.org/



		[OMA-CMR-TS]

		“Customized Multimedia Ringing Requirements”, Open Mobile Alliance™, OMA-TS-CMR-V1_0, URL:http://www.openmobilealliance.org/



		

		





		

		



		

		



		

		



		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt





2.2 Informative References


		 [OMADICT]

		“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7, URL:http://www.openmobilealliance.org/





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		TestFest

		Multi-lateral interoperability testing event



		

		





3.3 Abbreviations


		AD

		Architecture Document



		API

		Application Programming Interface



		CMR

		Customized Multimedia Ringing



		CMRBT

		Customized Multimedia RingBack Tone



		CMRT

		Customized Multimedia Ringtone



		CP

		Content Provider



		CS

		Circuit Switch



		IMS

		IP Multimedia Subsystem



		MLS

		Mobile Location Service



		OMA

		Open Mobile Alliance



		RD

		Requirements Document



		SP

		Service Provider



		XDM

		XML Document Management





4. Introduction


The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler CMR 1.0, documenting those areas where testing is most important to ensure interoperability of implementations.


The Enabler under consideration comprises the following specifications:


· OMA-TS_CMR-V1.0

Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for CMR-1.0.


This document also intends to provide some guidance on the prioritization of the specifications and features to be tested  within CMR-1.0.

5. Test Requirements


5.1 Enabler Test Requirements


The test requirements collected in this section are related to the Enabler CMR-1.0.


In this section, it should be defined what specific functionalities of this Enabler shall or should be tested to ensure adequate operational of the implementations, including any security requirements and constraints on usage if specified (e.g. user can forward a media object but can not visualize it). That means that devices (clients/serves) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) should be included here if so required.


Besides this information, OMA Architecture specifies a “Framework Architecture”, consisting of a set of common functions that need to be invoked in most use cases involving the different Service Enablers. The functionality requirements defined in the OMA Framework Architecture, i.e. authentication, authorization, charging, billing, common directory, etc. should also be listed in this table.Use cases are the main input to identify test requirements.


The following test requirements should cover both Conformance test requirements (i.e. functionality to be tested to verify wheter it is implemented either in the client side or in the server side) and Interoperability test requirements (i.e. client/server interactions one with another)


The following sections (Mandatory and Optional test requirements) could also be separated for client and server test requirements.


The tables for the mandatory and optional test requirements include the following columns:


FEATURE KEY:
A set of characters uniquely identifying the enabler test  requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.


FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.


FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature,

5.1.1 Mandatory Test Requirements


Mandatory test requirements should cover those features and use cases that require validation in order to approve the enabler. These include areas with complex interactions between the different functional components of the enabler architecture or where the complexity of the specification(s) is such that there is some uncertainty that they have been correctly specified.


These features and use cases SHOULD cover mandatory and MAY recommend prioritisation of optional implementation features. If testing of some of the mandatory features is not required, then the ETR SHALL contains an explanation for their exclusion.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.


Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.


5.1.1.1 CMR Service Management

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		Group_Management

		The CMR Subscriber requests to query/create/update/delete the group of his/her own through the CMR Management Client or CMR Portal 

		The requests are successfully processed and the results are  returned in the response message. The request and response messages are exchanged:


- between CMR Server and CMR Management Client over CMR-1


- between CMR Server and  CMR Portal over CMR-6



		

		Member_Management

		The CMR Subscriber requests to query query/create/update/delete the members of his/her specific group through the CMR Management Client or CMR Portal

		The requests  are successfully processed and the the results are returned in the response. The request and response messages are exchanged:


- between CMR Server and CMR Management Client over CMR-1


- between CMR Server and  CMR Portal over CMR-6



		

		PresentationRule_Management

		The CMR Subscriber requests to query/add/update/delete presentation rule of his/her own through the CMR Management Client or CMR Portal

		The test verifies that the CMR Server processes the query/add/update/delete presentation rule requests successfully and  returns the results in the response messages. 


The presentation rules are associated with the following criteria:


- groups or single users

- location information


- presence information (e.g. busy, absent, etc)

- time and/or date periods

- the combination of the above criteria

The request and response messages are exchanged over CMR-1 or CMR-6



		

		Service_Subscription_Mgt

		The CMR Subscriber requests CMR Service subscription management through CMR Portal 

		The test verifies that the CMR Server processes the CMR service subscription management request successfully and returns the results in the response message. The CMR service subscription management functions include:


- query 


- subscribe/unsubscribe

- suspend/resume

- update

The request and response messages are exchanged over CMR-7



		

		System_Setting_Mgt

		The CMR Service Provider requests CMR system settings management through CMR Portal 

		The test verfies that the CMR Server processes the CMR system setting management requests successfully and returns the results in the response message. 

The request and response messages are exchanged over CMR-7



		

		CMR_ Resource_report

		The CMR Service Provider requests the CMR Resource reports through CMR Portal 

		The test verifies that the CMR Server processes the CMR Resource Report request successfully and returns the CMR Resource reports in the response message. 

The request and response messages are exchanged over CMR-7



		

		CMR_ Service_Management_report

		The CMR Service Provider requests the CMR Service management reports through CMR Portal 

		The test verfies that the CMR Server processes the  CMR Service management report request successfully and returns the CMR Service management reports in the response message. 

The request and response messages are exchanged over CMR-7






		

		

		

		



		Error Flow

		N/A

		

		





Table 1: Applicability Table for Enabler Specific Mandatory Test Requirements of CMR Service Management

5.1.1.2 

		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		







5.1.1.3 

		

		

		

		



		

		

		

		





		

		

		

		







		

		

		

		



		

		

		

		







5.1.1.4 

		

		

		

		



		

		

		

		













		

		

		

		





		

		

		

		



		

		

		

		







5.1.1.5 Personal Resource Library Management

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		Copy_offline_001

		The CMR Subscriber requests to copy the CMR Resources from other CMR Subscriber using ResourceId through CMR Management Client or CMR Portal

		The test verifies that the CMR Server processes the copy request successfully and returns the results in the response message. 


The CMR Server may request for confirmation on the copy.

The request and response messages are exchanged over CMR-1 or CMR-6



		

		Copy_online_CMRBT_SIP

		The CMR End User requests to copy CMR Resource during CMR Resource presentation when using CMRBT service in SIP/IP core

		     The test verifies that the CMR Server and the CMR Client support online copy function by using DTMF method during CMR Resource presentation  for CMRBT service



		

		Copy_online_CMRT_SIP

		The CMR End User requests to copy CMR Resource during CMR Resource presentation when using CMRT service in SIP/IP core

		The test verifies that the CMR Server and the CMR Client support online copy function by using DTMF method  during CMR Resource presentation  for CMRT service



		

		Copy_online_CMRBT_CS

		The CMR End User requests to copy CMR Resource during CMR Resource presentation when using CMRBT service in CS core

		The test verifies that the CMR Server and the CMR Client support online copy function by using DTMF method  during CMR Resource presentation for CMRBT service



		

		Give_CMR_Rsc_as_  present 

		The CMR Subscriber requests to give his/her  CMR Resources to other CMR Subscriber as present through CMR Management Client or CMR Portal

		The test verifies that the CMR Server processes the request successfully and returns the results in the response message. 

The request and response messages are exchanged over CMR-1 or CMR-6 



		

		Personal_Rsc_Lib_Mgt

		The CMR Subscriber requests to query/add/update/delete his/her Personal Resource Library through CMR Management Client or CMR Portal

		The test verifies that the CMR Server processes the query/add/update/delete Personal Resource Library requests successfully and returns the results in the response message. 

The request and response messages are exchanged over CMR-1 or CMR-6



		Error Flow

		Copy_Privacy_Check

		The CMR subscriber requests to copy the CMR Resources from other CMR Subscriber who doesn’t share his/her CMR Resources 

		The test verifies that the CMR Server fails in copy due to that the owner of the CMR Resource doesn’t allow  his/her CMR Resources to be copied 



		

		Copy_Credit_Check 

		The CMR subscriber requests to  copy the CMR Resources from other CMR Subscriber but is lack of credit

		The test verifies that the CMR Server fails in copy due to that  the CMR Subscriber is out of credit





Table 5: Applicability Table for Enabler Specific Mandatory Test Requirements of Resource Library Management

5.1.1.6 General Resource Management

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		Resource_List_Search

		CMR Management Client or CMR Portal can request to get the CMR Resource list from the CMR Server.

		The test verifies that the CMR Server processes the Get CMR Resource List request successfully and returns the CMR Resource List in the response message.

The request and response messages are exchanged over CMR-1 and CMR-6.



		

		Resource_Search

		CMR Management Client or CMR Portal can request to get the CMR Resource of a particular CMR Resource list from the CMR Server

		The test verifies that the CMR Server processes the Get CMR Resource request successfully and returns the CMR Resource in the response message.

The request and response messages are exchanged over CMR-1 and CMR-6.



		

		Resource_Metadata_Mgt

		The CMR Subscriber/CP requests to management the CMR Resource Metadata.




		The test verifies that the CMR Server processes the query/create/update/delete CMR Resource Metadata requests successfully and returns the results in the response message.


The request and response messages are exchanged over CMR-1 or CMR-5



		

		Resource_Box_Mgt

		The CMR Subscriber/CP requests to management the CMR Resource Box.




		The test verifies that the CMR Server processes the query/create/update/delete CMR Resource Box requests successfully and returns the results in the response message.


The request and response messages are exchanged over CMR-1 or CMR-5



		

		Expiration_Notification

		The CMR Server notifies the CMR Subscriber for the CMR Resource which has expired or will expire through CMR Management Client or CMR Portal.

		The test verifies that the CMR Server supports the expiration notification function.


The request and response messages are exchanged over CMR-1 or CMR-6



		Error Flow

		N/A

		

		





Table X: Applicability Table for Enabler Specific Mandatory Test Requirements of Genaral Resource Management

5.1.1.7 

		

		

		

		



		

		

		



		





		

		

		



		





		

		

		

		





		

		

		

		







CMR Service Rquest


		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		CMR_Service_Request_001

		The CMR Enabled Applications requests CMR Service over CMR-4

		The test verifies that the CMR Server processes the request and returns the CMRResourceURIs  in the response message. 



		

		

		

		



		Error Flow

		CMR_Service_Request_002

		The CMR Enabled Applications requests CMR Service over CMR-4

		The test verifies that the CMR Server processes the request and rejects the request due to the CMR Subscriber or the CMR Enabled Applications are not authorized. 





5.1.1.8 Presentation Control


		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		CMRBT_SIP_Filter_001

		Filtering CMRBT in SIP/IP Core Network according to the pre-configured filter setting in the CMR Server.

		The test verifies that no calling party or called party CMRBT be presented to the calling party based on server pre-configured filter setting by the calling party CMR Subscriber.



		

		CMRBT_SIP_Filter_002

		Filtering CMRBT in SIP/IP Core Network according to the filter setting in the CMR Client.

		The test verifies that no calling party or called party CMRBT be presented to the calling party when the calling party CMR Client initiated the filter.



		

		CMRT_SIP_Filter_001

		Filtering CMRT in SIP/IP Core Network according to the pre-configured filter setting in the CMR Server.

		The test verifies that no calling party or called party CMRT be presented to the called party based on server pre-configured filter setting by the called party CMR Subscriber.



		

		CMRT_SIP_Filter_002

		Filtering CMRBT in SIP/IP Core Network according to the filter setting in the CMR Client.

		The test verifies that no calling party or called party CMRT be presented to the called party based on the filter setting in the called party CMR Client.



		

		CMRBT_CS_Filter_001

		Filtering CMRBT in CS Network according to the pre-configured filter setting in the CMR Server.

		When the calling party and called party CMR Subscriber belong to a same CMR Server, the test verifies that no calling party or called party CMRBT be presented to the calling party based on the pre-configured filter setting in the CMR Server by the calling party CMR Subscriber.



		

		CMRBT_SIP_Stop

		Stop CMRBT presentation in SIP/IP Core Network when receiving the stop request from the calling party CMR Client.

		In the case of server played model, the test verifies that the CMR Server receives the stop request from the CMR client of calling party during CMR Resource presentation using in-band method and CMR Server instructs CMR Resource Server to stop current playing CMR Resource.



		

		CMRT_SIP_Stop

		Stop CMRT presentation in SIP/IP Core Network when receiving the stop request from the called party CMR Client.

		In the case of server played model, the test verifies that he CMR Server receives the stop request from the CMR client of called party during CMR Resource presentation using in-band method and CMR Server instructs CMR Resource Server to stop current playing CMR Resource.



		

		CMR_SIP_Stop_HTTP

		Stop CMRBT or CMRT presentation in SIP/IP Core Network by the CMR Client.

		In the case of HTTP model, the test verifies that the CMR Client stops current playing CMR Resource locally.



		

		CMRBT_CS_Stop

		Stop CMRBT presentation in CS Network when receiving the stop request from the calling party CMR Client.

		The test verifies that the CMR Server receives the stop request from the CMR Client of calling party  during CMR Resource presentation using in-band method and CMR Server instructs CMR Resource Server to stop current playing CMR Resource in CS Network.



		

		CMRBT_SIP_Change

		Change to present other CMR Resource in SIP/IP Core Network when receiving the change instruction from the calling party CMR Client.

		In the case of server played model, the test verifies that the CMR Server receives the change instruction from the CMR Client of calling party during CMR Resource presentation using in-band method, CMR Server instructs CMR Resource Server to stop current playing CMR Resource and select proper CMR Resource to play based on the change instruction.



		

		CMRBT_CS_Change

		Change to present other CMR Resource in CS Network when receiving the change instruction from the calling party CMR Client.

		The test verifies that the CMR Server receives the change instruction from the CMR Client of calling party during CMR Resource presentation using in-band method, CMR Server instructs CMR Resource Server to stop current playing CMR Resource and select proper CMR Resource to play based on the change instruction.



		

		CMRBT_SIP_Continue

		Continue present CMR Resource to the calling party during the call session in SIP/IP Core Network.

		In the case of server played model, the test verifies that the CMR Server interacts with the calling party CMR Client and CMR Resource Server to support continue play CMR Resource to the calling party after the called party answer the call.



		

		CMRT_SIP_Continue

		Continue present CMR Resource to the called party during the call session in SIP/IP Core Network.

		In the case of server played model, the test verifies that the CMR Server interacts with the  called party CMR Client and CMR Resource Server to support continue play CMR Resource to the called party after the call is answered.



		Error Flow

		

		

		





Table X: Applicability Table for Enabler Specific Mandatory Test Requirements of Presentation Control

5.1.2 Optional Test Requirements


Optional test requirements should cover those features and use cases that are not mandated to be tested, but it is still felt that their inclusion will enhance the quality of the enabler validation.


Additionally, important conformance test requirements MAY be listed.


These features and use cases SHOULD cover optional and MAY cover mandatory implementation features. In case a mandatory feature is listed here, the Feature Test Requirements column should provide an explanation why testing of this feature is not mandated.


NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.


Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.


		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		Copy_offline_002

		The CMR Subscriber requests copy the CMR Resources experienced in the already finished communications ( confirmation required) through CMR Management Client or CMR Portal

		The CMR Server processes the copy request and asks for confirmation on the copy request. After receiving the copy confirmation, the CMR Server copies the CMR Resource and returns the results in the response message. 

The request and response messages are exchanged over CMR-1 or CMR-6






		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		Error Flow

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		





Table 2: Applicability Table for Enabler Specific Optional Test Requirements


5.2 Backwards Compatibility


There are no previous CMR Releases to consider.

5.3 Enabler Dependencies


CMR-1.0 has depencies on the following OMA Enablers:

· Presence SIMPLE Enabler V1.1

· XDM Enabler V1.1

· MLS Enabler V1.2

· Charging Enabler V1.0

· LOCSIP Enabler V1.0
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1. Scope


The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.


The ETR document is intended to cover at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.


2. References


2.1 Normative References


		[IOPPROC]

		“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, 
OMA-ORG-IOP_Process-V1_3, URL:http://www.openmobilealliance.org/



		[ERELD]

		 “Enabler Relese Document for Content Management Interface”, Open Mobile Alliance™,
OMA-ERELD-CMR-V1_0, URL:http://www.openmobilealliance.org/



		[OMA-CMR-RD]

		“Customized Multimedia Ringing Requirements”, Open Mobile Alliance™, OMA-RD-CMR-V1_0, URL:http://www.openmobilealliance.org/



		[OMA-CMR-AD]

		“Customized Multimedia Ringing Requirements”, Open Mobile Alliance™, OMA-AD-CMR-V1_0, URL:http://www.openmobilealliance.org/



		[OMA-CMR-TS]

		“Customized Multimedia Ringing Requirements”, Open Mobile Alliance™, OMA-TS-CMR-V1_0, URL:http://www.openmobilealliance.org/



		

		





		

		



		

		



		

		



		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt





2.2 Informative References


		 [OMADICT]

		“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7, URL:http://www.openmobilealliance.org/





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		TestFest

		Multi-lateral interoperability testing event



		

		





3.3 Abbreviations


		AD

		Architecture Document



		API

		Application Programming Interface



		CMR

		Customized Multimedia Ringing



		CMRBT

		Customized Multimedia RingBack Tone



		CMRT

		Customized Multimedia Ringtone



		CP

		Content Provider



		CS

		Circuit Switch



		IMS

		IP Multimedia Subsystem



		MLS

		Mobile Location Service



		OMA

		Open Mobile Alliance



		RD

		Requirements Document



		SP

		Service Provider



		XDM

		XML Document Management





4. Introduction


The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler CMR 1.0, documenting those areas where testing is most important to ensure interoperability of implementations.


The Enabler under consideration comprises the following specifications:


· OMA-TS_CMR-V1.0

Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for CMR-1.0.


This document also intends to provide some guidance on the prioritization of the specifications and features to be tested  within CMR-1.0.

5. Test Requirements


5.1 Enabler Test Requirements


The test requirements collected in this section are related to the Enabler CMR-1.0.


In this section, it should be defined what specific functionalities of this Enabler shall or should be tested to ensure adequate operational of the implementations, including any security requirements and constraints on usage if specified (e.g. user can forward a media object but can not visualize it). That means that devices (clients/serves) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) should be included here if so required.


Besides this information, OMA Architecture specifies a “Framework Architecture”, consisting of a set of common functions that need to be invoked in most use cases involving the different Service Enablers. The functionality requirements defined in the OMA Framework Architecture, i.e. authentication, authorization, charging, billing, common directory, etc. should also be listed in this table.Use cases are the main input to identify test requirements.


The following test requirements should cover both Conformance test requirements (i.e. functionality to be tested to verify wheter it is implemented either in the client side or in the server side) and Interoperability test requirements (i.e. client/server interactions one with another)


The following sections (Mandatory and Optional test requirements) could also be separated for client and server test requirements.


The tables for the mandatory and optional test requirements include the following columns:


FEATURE KEY:
A set of characters uniquely identifying the enabler test  requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.


FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.


FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature,

5.1.1 Mandatory Test Requirements


Mandatory test requirements should cover those features and use cases that require validation in order to approve the enabler. These include areas with complex interactions between the different functional components of the enabler architecture or where the complexity of the specification(s) is such that there is some uncertainty that they have been correctly specified.


These features and use cases SHOULD cover mandatory and MAY recommend prioritisation of optional implementation features. If testing of some of the mandatory features is not required, then the ETR SHALL contains an explanation for their exclusion.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.


Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.


5.1.1.1 CMR Service Management

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		Group_Management

		The CMR Subscriber requests to query/create/update/delete the group of his/her own through the CMR Management Client or CMR Portal 

		The requests are successfully processed and the results are  returned in the response message. The request and response messages are exchanged:


- between CMR Server and CMR Management Client over CMR-1


- between CMR Server and  CMR Portal over CMR-6



		

		Member_Management

		The CMR Subscriber requests to query query/create/update/delete the members of his/her specific group through the CMR Management Client or CMR Portal

		The requests  are successfully processed and the the results are returned in the response. The request and response messages are exchanged:


- between CMR Server and CMR Management Client over CMR-1


- between CMR Server and  CMR Portal over CMR-6



		

		PresentationRule_Management

		The CMR Subscriber requests to query/add/update/delete presentation rule of his/her own through the CMR Management Client or CMR Portal

		The test verifies that the CMR Server processes the query/add/update/delete presentation rule requests successfully and  returns the results in the response messages. 


The presentation rules are associated with the following criteria:


- groups or single users

- location information


- presence information (e.g. busy, absent, etc)

- time and/or date periods

- the combination of the above criteria

The request and response messages are exchanged over CMR-1 or CMR-6



		

		Service_Subscription_Mgt

		The CMR Subscriber requests CMR Service subscription management through CMR Portal 

		The test verifies that the CMR Server processes the CMR service subscription management request successfully and returns the results in the response message. The CMR service subscription management functions include:


- query 


- subscribe/unsubscribe

- suspend/resume

- update

The request and response messages are exchanged over CMR-7



		

		System_Setting_Mgt

		The CMR Service Provider requests CMR system settings management through CMR Portal 

		The test verfies that the CMR Server processes the CMR system setting management requests successfully and returns the results in the response message. 

The request and response messages are exchanged over CMR-7



		

		CMR_ Resource_report

		The CMR Service Provider requests the CMR Resource reports through CMR Portal 

		The test verifies that the CMR Server processes the CMR Resource Report request successfully and returns the CMR Resource reports in the response message. 

The request and response messages are exchanged over CMR-7



		

		CMR_ Service_Management_report

		The CMR Service Provider requests the CMR Service management reports through CMR Portal 

		The test verfies that the CMR Server processes the  CMR Service management report request successfully and returns the CMR Service management reports in the response message. 

The request and response messages are exchanged over CMR-7






		

		

		

		



		Error Flow

		N/A

		

		





Table 1: Applicability Table for Enabler Specific Mandatory Test Requirements of CMR Service Management

5.1.1.2 

		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		







5.1.1.3 

		

		

		

		



		

		

		

		





		

		

		

		







		

		

		

		



		

		

		

		







5.1.1.4 

		

		

		

		



		

		

		

		













		

		

		

		





		

		

		

		



		

		

		

		







5.1.1.5 Personal Resource Library Management

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		Copy_offline_001

		The CMR Subscriber requests to copy the CMR Resources from other CMR Subscriber using ResourceId through CMR Management Client or CMR Portal

		The test verifies that the CMR Server processes the copy request successfully and returns the results in the response message. 


The CMR Server may request for confirmation on the copy.

The request and response messages are exchanged over CMR-1 or CMR-6



		

		Copy_online_CMRBT_SIP

		The CMR End User requests to copy CMR Resource during CMR Resource presentation when using CMRBT service in SIP/IP core

		     The test verifies that the CMR Server and the CMR Client support online copy function by using DTMF method during CMR Resource presentation  for CMRBT service



		

		Copy_online_CMRT_SIP

		The CMR End User requests to copy CMR Resource during CMR Resource presentation when using CMRT service in SIP/IP core

		The test verifies that the CMR Server and the CMR Client support online copy function by using DTMF method  during CMR Resource presentation  for CMRT service



		

		Copy_online_CMRBT_CS

		The CMR End User requests to copy CMR Resource during CMR Resource presentation when using CMRBT service in CS core

		The test verifies that the CMR Server and the CMR Client support online copy function by using DTMF method  during CMR Resource presentation for CMRBT service



		

		Give_CMR_Rsc_as_  present 

		The CMR Subscriber requests to give his/her  CMR Resources to other CMR Subscriber as present through CMR Management Client or CMR Portal

		The test verifies that the CMR Server processes the request successfully and returns the results in the response message. 

The request and response messages are exchanged over CMR-1 or CMR-6 



		

		Personal_Rsc_Lib_Mgt

		The CMR Subscriber requests to query/add/update/delete his/her Personal Resource Library through CMR Management Client or CMR Portal

		The test verifies that the CMR Server processes the query/add/update/delete Personal Resource Library requests successfully and returns the results in the response message. 

The request and response messages are exchanged over CMR-1 or CMR-6



		Error Flow

		Copy_Privacy_Check

		The CMR subscriber requests to copy the CMR Resources from other CMR Subscriber who doesn’t share his/her CMR Resources 

		The test verifies that the CMR Server fails in copy due to that the owner of the CMR Resource doesn’t allow  his/her CMR Resources to be copied 



		

		Copy_Credit_Check 

		The CMR subscriber requests to  copy the CMR Resources from other CMR Subscriber but is lack of credit

		The test verifies that the CMR Server fails in copy due to that  the CMR Subscriber is out of credit





Table 5: Applicability Table for Enabler Specific Mandatory Test Requirements of Resource Library Management

5.1.1.6 General Resource Management

		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		Resource_List_Search

		CMR Management Client or CMR Portal can request to get the CMR Resource list from the CMR Server.

		The test verifies that the CMR Server processes the Get CMR Resource List request successfully and returns the CMR Resource List in the response message.

The request and response messages are exchanged over CMR-1 and CMR-6.



		

		Resource_Search

		CMR Management Client or CMR Portal can request to get the CMR Resource of a particular CMR Resource list from the CMR Server

		The test verifies that the CMR Server processes the Get CMR Resource request successfully and returns the CMR Resource in the response message.

The request and response messages are exchanged over CMR-1 and CMR-6.



		

		Resource_Metadata_Mgt

		The CMR Subscriber/CP requests to management the CMR Resource Metadata.




		The test verifies that the CMR Server processes the query/create/update/delete CMR Resource Metadata requests successfully and returns the results in the response message.


The request and response messages are exchanged over CMR-1 or CMR-5



		

		Resource_Box_Mgt

		The CMR Subscriber/CP requests to management the CMR Resource Box.




		The test verifies that the CMR Server processes the query/create/update/delete CMR Resource Box requests successfully and returns the results in the response message.


The request and response messages are exchanged over CMR-1 or CMR-5



		

		Expiration_Notification

		The CMR Server notifies the CMR Subscriber for the CMR Resource which has expired or will expire through CMR Management Client or CMR Portal.

		The test verifies that the CMR Server supports the expiration notification function.


The request and response messages are exchanged over CMR-1 or CMR-6



		Error Flow

		N/A

		

		





Table X: Applicability Table for Enabler Specific Mandatory Test Requirements of Genaral Resource Management

5.1.1.7 

		

		

		

		



		

		

		



		





		

		

		



		





		

		

		

		





		

		

		

		







CMR Service Rquest


		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		CMR_Service_Request_001

		The CMR Enabled Applications requests CMR Service over CMR-4

		The test verifies that the CMR Server processes the request and returns the CMRResourceURIs  in the response message. 



		

		

		

		



		Error Flow

		CMR_Service_Request_002

		The CMR Enabled Applications requests CMR Service over CMR-4

		The test verifies that the CMR Server processes the request and rejects the request due to the CMR Subscriber or the CMR Enabled Applications are not authorized. 





5.1.1.8 Presentation Control


		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		CMRBT_SIP_Filter_001

		Filtering CMRBT in SIP/IP Core Network according to the pre-configured filter setting in the CMR Server.

		The test verifies that no calling party or called party CMRBT be presented to the calling party based on server pre-configured filter setting by the calling party CMR Subscriber.



		

		CMRBT_SIP_Filter_002

		Filtering CMRBT in SIP/IP Core Network according to the filter setting in the CMR Client.

		The test verifies that no calling party or called party CMRBT be presented to the calling party when the calling party CMR Client initiated the filter.



		

		CMRT_SIP_Filter_001

		Filtering CMRT in SIP/IP Core Network according to the pre-configured filter setting in the CMR Server.

		The test verifies that no calling party or called party CMRT be presented to the called party based on server pre-configured filter setting by the called party CMR Subscriber.



		

		CMRT_SIP_Filter_002

		Filtering CMRBT in SIP/IP Core Network according to the filter setting in the CMR Client.

		The test verifies that no calling party or called party CMRT be presented to the called party based on the filter setting in the called party CMR Client.



		

		CMRBT_CS_Filter_001

		Filtering CMRBT in CS Network according to the pre-configured filter setting in the CMR Server.

		When the calling party and called party CMR Subscriber belong to a same CMR Server, the test verifies that no calling party or called party CMRBT be presented to the calling party based on the pre-configured filter setting in the CMR Server by the calling party CMR Subscriber.



		

		CMRBT_SIP_Stop

		Stop CMRBT presentation in SIP/IP Core Network when receiving the stop request from the calling party CMR Client.

		In the case of server played model, the test verifies that the CMR Server receives the stop request from the CMR client of calling party during CMR Resource presentation using in-band method and CMR Server instructs CMR Resource Server to stop current playing CMR Resource.



		

		CMRT_SIP_Stop

		Stop CMRT presentation in SIP/IP Core Network when receiving the stop request from the called party CMR Client.

		In the case of server played model, the test verifies that he CMR Server receives the stop request from the CMR client of called party during CMR Resource presentation using in-band method and CMR Server instructs CMR Resource Server to stop current playing CMR Resource.



		

		CMR_SIP_Stop_HTTP

		Stop CMRBT or CMRT presentation in SIP/IP Core Network by the CMR Client.

		In the case of HTTP model, the test verifies that the CMR Client stops current playing CMR Resource locally.



		

		CMRBT_CS_Stop

		Stop CMRBT presentation in CS Network when receiving the stop request from the calling party CMR Client.

		The test verifies that the CMR Server receives the stop request from the CMR Client of calling party  during CMR Resource presentation using in-band method and CMR Server instructs CMR Resource Server to stop current playing CMR Resource in CS Network.



		

		CMRBT_SIP_Change

		Change to present other CMR Resource in SIP/IP Core Network when receiving the change instruction from the calling party CMR Client.

		In the case of server played model, the test verifies that the CMR Server receives the change instruction from the CMR Client of calling party during CMR Resource presentation using in-band method, CMR Server instructs CMR Resource Server to stop current playing CMR Resource and select proper CMR Resource to play based on the change instruction.



		

		CMRBT_CS_Change

		Change to present other CMR Resource in CS Network when receiving the change instruction from the calling party CMR Client.

		The test verifies that the CMR Server receives the change instruction from the CMR Client of calling party during CMR Resource presentation using in-band method, CMR Server instructs CMR Resource Server to stop current playing CMR Resource and select proper CMR Resource to play based on the change instruction.



		

		CMRBT_SIP_Continue

		Continue present CMR Resource to the calling party during the call session in SIP/IP Core Network.

		In the case of server played model, the test verifies that the CMR Server interacts with the calling party CMR Client and CMR Resource Server to support continue play CMR Resource to the calling party after the called party answer the call.



		

		CMRT_SIP_Continue

		Continue present CMR Resource to the called party during the call session in SIP/IP Core Network.

		In the case of server played model, the test verifies that the CMR Server interacts with the  called party CMR Client and CMR Resource Server to support continue play CMR Resource to the called party after the call is answered.



		Error Flow

		

		

		





Table X: Applicability Table for Enabler Specific Mandatory Test Requirements of Presentation Control

5.1.2 Optional Test Requirements


Optional test requirements should cover those features and use cases that are not mandated to be tested, but it is still felt that their inclusion will enhance the quality of the enabler validation.


Additionally, important conformance test requirements MAY be listed.


These features and use cases SHOULD cover optional and MAY cover mandatory implementation features. In case a mandatory feature is listed here, the Feature Test Requirements column should provide an explanation why testing of this feature is not mandated.


NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.


Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.


		

		Feature Key

		Feature Description

		Feature Test Requirements



		Normal Flow

		Copy_offline_002

		The CMR Subscriber requests copy the CMR Resources experienced in the already finished communications ( confirmation required) through CMR Management Client or CMR Portal

		The CMR Server processes the copy request and asks for confirmation on the copy request. After receiving the copy confirmation, the CMR Server copies the CMR Resource and returns the results in the response message. 

The request and response messages are exchanged over CMR-1 or CMR-6






		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		



		Error Flow

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		





Table 2: Applicability Table for Enabler Specific Optional Test Requirements


5.2 Backwards Compatibility


There are no previous CMR Releases to consider.

5.3 Enabler Dependencies


CMR-1.0 has depencies on the following OMA Enablers:

· Presence SIMPLE Enabler V1.1

· XDM Enabler V1.1

· MLS Enabler V1.2

· Charging Enabler V1.0

· LOCSIP Enabler V1.0
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