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1 Reason for Change

This contribution is to address following comments to TS:

	C032
	2010.04.12
	Q
	5.2.20 
	Source: Huawei

Form: INP doc

Comment: Can other filter policy be supported? Such as: according to location, according to some special words?

Proposed Change: as the comment.
	Status: OPEN / CLOSED

<provide response>
Consider to provide more filter policies.


R02: handling the filter based on media type to support all the scenarios, especially for GW model.
Change the CMRBT priority procedure based on GW model.
R03：Remove the media type filter to appendix.

Add the media type filter for CS CMRBT.
Do some changes to CRBT priority.
R04：some editorial improvement.
R05: improve some text in filter and priority procedure to make them clearer.
R06: the description for CMRT need also to be changed for different models. Add “session level attribute” before “a=keywds:CMRBT” and “a=keywds:CMRT”. Add the changes to CS CMRBT priority.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed changes to CMR TS.

6 Detailed Change Proposal
Change 1:  Modify the description of CMRBT filtering procedure
7.1.2 CMR Presentation Control

There are two models of presentation control:

· Pre-configured: the control instruction is preconfigured by the CMR Subscriber in the CMR Server.

· Client initiated: the control instruction is send by the CMR Client directly.

Following procedures apply to two cases unless otherwise specified：
· both calling party and called party belong to the same CMR Server.
· calling party and called party belong to different CMR Servers.
7.1.2.1 Filtering
Filtering is a presentation control function which allows the CMR End User to select not to experience the CMR Resources according to the filter setting defined by the CMR End User. 

Both server pre-configured and client initiated models are supported.

For server pre-configured model, the filtering setting is only applicable when a calling party who is a CMR Subscriber has configured the FilterSetting. For client initiated model, the filter setting is set in the CMR Client by the calling party.
How to filter all the CMR Resources is described in this section. The procedure about filter based on MediaType in the FilterSetting refers to appendix D.1.
7.1.2.1.1CMR Server Procedure
When receiving CMR service initial request (e.g. SIP request message), the CMR Server of calling party SHALL check whether the calling party has configured the filter setting or whether there is a filter indication received from the CMR Client. 

If there is a tag “g.cmr” in “Reject-Contact” header in the session request message or if all the CMR Resources are to be filtered according to the FilterSetting pre-configured on the CMR Server, the CMR Server of calling party SHALL

· 
· insert the tag “g.cmr” in “Reject-Contact” header if not existing in the session request message
· send the session request message to the Remote CMR Environment.
· Remove the received CMR Resources related information when receiving 18X message
· remove the early-session SDP offer with session level attribute “a=keywds:CMRBT” for application server model
· remove SDP answer with session level attribute “a=keywds:CMRBT”for gateway model.
· remove Alert-Info/Call-Info headers for HTTP model
· forward the SIP 18X message to the CMR Client of calling party

· not select and present the CMR Resources of calling party

If there is a tag “g.cmr” in “Reject-Contact” received in the session request message, the CMR Server of called party SHALL not select and present the CMR Resources of the called party. 
7.1.2.1.2CMR Client Procedure
The CMR End User is able to pre-configure the filter setting in the CMR Client or insert it when initiating a call.

The CMR Client SHOULD check whether the CMR Resources are to be filtered for the call according to the filter setting. If the CMR Resources are to be filtered, the CMR Client of calling party SHOULD:

· Insert the tag “g.cmr” in the “Reject-Contact”  in the session request message to the CMR Server if all the CMR Resources are to be filtered.

· When receiving the SIP 18X messages
· Reject the SDP offer  (e.g. by setting the port number of all the media streams to zero) in the SDP answer if there is early-session SDP offer with session level attribute “a=keywds:CMRBT” received
· ignore the URIs in Call-Info/Alert-Info header if exist in the 18X message
· 
· how to filter the CMR Resources is not specified if there is SDP answer with session level attribute “a=keywds:CMRBT” received in the response message for gateway model.


Change 2:  Modify the description of CMRT filtering procedure
7.2.2 CMR Presentation Control

There are two models of presentation control:

· Pre-configured: the control instruction is preconfigured by the CMR Subscriber in the CMR Server.

· Client initiated: the control instruction is send by the CMR Client directly.

Following procedures apply to two cases unless otherwise specified:
· both calling party and called party belong to the same CMR Server.
· calling party and called party belong to different CMR Servers.
7.2.2.1 Filtering 

Filtering is a presentation control function which allows the CMR End User to select not to experience the CMR Resources according to the filter setting defined by the CMR End User.

Both server pre-configured and client initiated models are supported.

For server pre-configured model, the filter setting is only applicable when a called party who is a CMR Subscriber has configured the FilterSetting.

For client initiated model, the filter setting is set in the CMR Client by the called party.
How to filter all the CMR Resources is described in this section. The procedure about filter based on MediaType in the FilterSetting refers to appendix D.2.
7.2.2.1.1Server Procedure
When receiving CMR service initial request (e.g. SIP request message), the CMR Server of called party SHALL check whether the called party has configured the filter setting.

 If all the CMR Resources are to be filtered according to the FilterSetting pre-configured on the CMR Server, the CMR Server of called party SHALL:

· 
· Remove Alert-Info /Call-Info header if received in SIP INVITE message and forward the  message to the CMR Client of called party for HTTP model
· Remove the SDP offer with session level attribute “a=keywds:CMRT” if received in PRACK/UPDATE message and forward the message to the CMR Client of called party for application server model/gateway model.

· 
· When receiving the 200 OK response message to PRACK/UPDATE from CMR Client of called party, 
·  if there is SDP offer with session level attribute “a=keywds:CMRT”  received in the previous PRACK/UPDATE message, send the response message to the Remote CMR Environment with the SDP answer to reject the SDP  offer (e.g.  by setting the port number of all the media streams to zero).
· otherwise, forward the response message to the Remote CMR Environment.
· Not select and present the CMR Resource of the called party

7.2.2.1.2 Client Procedure

The CMR End User is able to pre-configure the filter setting in the CMR Client.

When receiving SIP message, the CMR Client SHOULD check whether the CMR Resources are to be filtered for the call according to the filter setting. If the CMR Resources are to be filtered, the CMR Client of called party SHALL

· ignore  the URIs in Call-info/Alert-info header in the session request message when HTTP model is used 

· send the acknowledge message with all port numbers set to "0" in the SDP answer if there is an SDP offer with “a=keywds:CMRT” in the SIP message 

.
Change 3:  Modify the description of CS domain CMRBT filtering and priority procedure

8.1.2.1Filtering

Only pre-configured model is supported. 

Filtering is only supported when calling party and called party belong to the same CMR Server over CS Network.

When receiving the CMR service initial request (e.g. call request), the CMR Server SHALL support checking if there is a filter setting pre-configured in it. If all the CMR Resources are to be filtered according to the FilterSetting pre-configured, the CMR Server SHALL not present the CMR Resources and terminate the CMR service. (The core network should present the normal ring back tone if CMRBT is filtered by the calling party).
The procedure about filter based on MediaType in the FilterSetting refers to appendix D.3.
5.2.1.1 Priority

Priority is used to control which party’s CMR Resources would be presented to the End User in the case of both calling party and called party has subscribed CMRBT service. 

Only pre-configured model is supported. The CMRBT priority policy is only applicable when a calling party who is a CMR Subscriber has configured it.
Priority is only supported when calling and called party belong to the same CMR Server in the CS core network.

After receiving the CMR service request from the connected core network, the CMR Server SHALL support checking if there is a priority policy pre-configured in the CMR Server. Base on the priority policy, the CMR Server SHALL select and present the CMR Resources of the call party who has higher CMRBT service priority to the CMR Client.
Change 4:  Modify the description of CMRBT priority procedure for GW model

7.1.2.2Priority

Priority is used to control which party’s CMR Resources would be presented to the CMR End User in the case of both calling party and called party has subscribed CMRBT service.

Only server pre-configured model is supported. 
The CMRBT priority policy is only applicable when a calling party who is a CMR Subscriber has configured it.
Following section describes the CMR Server procedure according to the priority configured by the calling party CMR Subscriber in case the CMR Resources are not filtered.

7.1.2.2.1CMR Server Procedure
When receiving a CMR service initial request  (e.g. SIP request message), the CMR Server of calling party SHALL check the pre-configured priority policy. 

If the pre-configured priority policy indicating that the calling party has higher priority, the CMR Server of calling party SHALL execute following actions:

· Insert  the tag “g.cmr” into the “Reject-Contact” header if not existing in the session request message and send the session request message to the Remote CMR Environment;

· When receiving 18X message, the CMR Server of calling party SHALL remove the received CMR Resources related information
· remove the early-session SDP offer with session level attribute “a=keywds:CMRBT” for application server model
· remove the SDP answer with session level attribute “a=keywds:CMRBT” for gateway model
· remove Alert-Info/Call-Info headers for HTTP model
· 
· 
· Select and present the CMR Resource to the calling party following the procedures defined in 7.1.1.
If the pre-configured priority policy indicating that called party has higher priority, the CMR Server of calling party SHALL execute the following actions:

· forward the session request message

· when receiving 18X message
· If there is SDP offer with session level attribute “a=keywds:CMRBT” or SDP answer with session level attribute “a=keywds:CMRBT” or Alert-Info/Call-Info received in the 18X message, the CMR Server SHALL forward  the 18X message, not present the CMR Resources of the calling party; 
· Otherwise, the CMR Server of calling party SHALL present the CMR Resources of calling party to the CMR End User following the procedures defined in 7.1.1.

When receiving a CMR service initial request from the Remote CMR Environment, the CMR Server of called party SHALL support checking if there is a “g.cmr” in “Reject-Contact” header in the request. If there is a “g.cmr” in “Reject-Contact” header, the CMR Server of called party SHALL not select and present the CMR Resources of the called party. Otherwise, CMR Server SHALL present the CMR Resources of the called party after receiving alerting message.

Change 5:  Modify the description of CMRT priority procedure in SIP/IP core

7.2.2.2 Priority

Priority is used to control which party’s CMR Resource would be presented to the CMR End User in the case of both calling party and called party has subscribed CMRT service.

 Only server pre-configured model is supported. 
The CMRT priority policy is only applicable when a called party who is a CMR Subscriber has configured it.
Following section describes the CMR Server procedure according to the priority configured by the called party CMR Subscriber in case the CMR Resources are not filtered.

7.2.2.2.1CMR Server Procedure
When receiving a CMR service initial request (e.g. SIP request message) from the Remote CMR Environment, the CMR Server of called party SHALL support checking if there is pre-configured priority policy in the CMR Server before starting CMR Resource presentation.

If the pre-configured priority policy indicating that the called party has higher priority, the CMR Server of called party SHALL execute following actions:

· Remove the Alert-Info /Call-Info headers if receive in the SIP INVITE message, insert the Alert-Info/Call-Info headers containing the URIs of the called party’s CMR Resources and forward the message to the CMR Client of called party for HTTP model as normal flows described in 7.2.1.1.
· Remove the SDP offer with session level attribute “a=keywds:CMRT” if received in the PRACK/UPDATE message, for application server model/gateway model, insert the CMR media information into the SIP PRACK/UPDATE message and execute media negotiation between the CMR Client  and the CMR Resource Server for application server model/gateway model as normal flows described in 7.2.1.2 and 7.2.1.3. 

· 
· 
· 
· 
· 
· When receiving the 200 OK response message to PRACK/UPDATE from CMR Client of called party, 
·  if there is SDP offer with session level attribute “a=keywds:CMRT” received in the previous PRACK/UPDATE message, send the response message to the Remote CMR Environment with the SDP answer to reject the SDP offer (e.g. by setting the port number of all the media streams to zero).
· otherwise, forward the response message to the Remote CMR Environment.
· 
· Present the CMR Resources of the called party after receiving alerting message.
If there is a pre-configured priority policy indicating that calling party has higher priority, the CMR Server of called party SHALL not select and present the CMR Resource of the called party when there is  Alert-Info/ Call-Info received in the SIP INVITE message or SDP offer with session level attribute “a=keywds:CMRT” in SIP PRACK/UPDATE message; Otherwise the CMR Server of called party MAY present the CMR Resource of the called party to the CMR End User.

Change 6:  Add media type filter into appendix

Appendix D.  Filter based on MediaType


(Informative)
This section give the possible procedures about CMR Server and CMR Client when execute filter based on MediaType in the FilterSetting.
If the video media type CMR Resource is to be filtered, all the contents in the video media type CMR Resource are to be filtered.
D.1 CMRBT Procedure in SIP/IP Core Network
D.1.1 CMR Server Procedure
If filter based on MediaType in the FilterSetting is pre-configured and the called party subscribed CMRBT has priority, the CMR Server of calling party SHALL:

· send the session request message to the Remote CMR Environment.
· when receiving the SIP 18X message from the remote CMR Environment, 
· not insert the media information related to calling party’s CMR Resources in the 18X message, 
· 
· if there is early-session SDP offer with session level attribute “a=keywds:CMRBT” in the SIP 18X message, remove the received early-session SDP offer with session level attribute “a=keywds:CMRBT” whose media types are to be filtered (e.g. remove “audio” type media component when it is to be filtered) .
· if there is SDP answer with session level attribute “a=keywds:CMRBT” in the SIP 18X message,
modify the received SDP answer with session level attribute “a=keywds:CMRBT” to reject the SDP offer (e.g.  by setting the port number of the media streams to be filtered to zero) whose media types are to be filtered 
· if there are Alert-Info/Call-Info in the SIP 18X message, remove the received URIs with the media types are to be filtered from Alert-Info/Call-Info .(If there is no URI left in the Alert-Info/Call-Info, then remove Alert-Info/Call-Info from the SIP 18X message)
· forward the 18X message to the CMR Client of calling party
· not select and present the CMR Resources of calling party

If filter based on MediaType in the FilterSetting is pre-configured and the calling party subscribed CMRBT has higher priority, the CMR Server of calling party SHALL:

· insert the tag “g.cmr” in “Reject-Contact” header in the session request message.

· send the session message  to the Remote CMR Environment.

· when receiving the SIP 18X message from the remote CMR Environment, remove the early-session SDP offer with session level attribute “a=keywds:CMRBT”, the SDP answer with session level attribute “a=keywds:CMRBT” and Alert-Info/Call-Info if received.

· select the CMR Resources of calling party and insert the media information of the CMR Resources whose media types are not filtered in the 18X message as normal flows defined in 7.1.1.
· send the SIP 18X message to the CMR Client of calling party.

· present the CMR Resources whose media types are not in the list of MediaType in the FilterSetting.(such as: only present video stream without audio stream if audio type CMR Resource is filtered.)

D.1.2 CMR Client Procedure
The CMR Client SHOULD check whether the CMR Resources are to be filtered based on MediaType in the FilterSetting preconfigured in the CMR Client. 

When receiving the response messages to the session request the CMR Client of calling party SHOULD:

· Reject the SDP offer (e.g.  by setting the port number of all the media streams to zero ) in the SDP answer if there is early-session SDP offer with session level attribute “a=keywds:CMRBT” received when the media type is to be filtered according to the filter setting. 
· ignore the URIs in Call-Info/Alert-Info header in the 18X message with the media types to be filtered
· how to filter the CMR Resources is not specified if there is SDP answer with session level attribute “a=keywds:CMRBT” received in the response message for gateway model.
· play the CMR Resources with allowed media types based on the filter setting when receiving 180 message

When receiving the alerting message, the CMR Client  SHOULD  notify the CMR End User there is an incoming call if there is no CMR Resources of audio type  received.
D.2 CMRT Procedure in SIP/IP Core Network

D.2.1 CMR Server Procedure
If the CMR Resources are to be filtered based MediaType in the FilterSetting is pre-configured on the CMR Server and the calling party subscribed CMRT has higher priority, the CMR Server of called party SHALL:
· Handle the SIP request message  and send it to CMR Client:

· If there is SDP offer with session level attribute “a=keywds:CMRT” in the SIP request message, remove the filtered media type component from the SDP offer with “a=keywds:CMRT”
· If there are Alert-Info/Call-Info in the SIP request message, remove URIs with the media types to be filtered in Alert-Info/Call-Info. (If there is no URI left in the Alert-Info/Call-Info, then remove Alert-Info/Call-Info from the SIP 18X message)
· when receiving SIP response message from the CMR Client, send the SIP response message to the Remote CMR Environment :
· If there is SDP offer with session level attribute “a=keywds:CMRT” in the SIP request message, send the response message to the Remote CMR Environment to reject the filtered media type component (e.g. by setting the port number of the media streams to be filtered to zero) in the SDP answer.

· not select and present the CMR Resources of called party

If the CMR Resources are to be filtered based MediaType in the FilterSetting is pre-configured on the CMR Server and the called party subscribed CMRT has higher priority, the CMR Server of called party SHALL:
· remove the SDP offer with session level attribute “a=keywds:CMRT” and Alert-Info /Call-Info header if received in the SIP request message
· Insert SDP offer containing the media information of the called party’s CMR Resources which media types are not in the list of the MediaType for application server model or gateway model. 
· Insert the Alert-Info /Call-Info header containing the URIs of the called party’s CMR Resources whose media types are not in the list of the MediaType for HTTP model.

· send the SIP request message to CMR Client.

· when receiving SIP response message from the CMR Client
· Send the response message to the Remote CMR Environment to reject the SDP offer (e.g.  by setting the port number of all the media streams to zero) in the SDP answer if there is SDP offer with session level attribute “a=keywds:CMRT” received in the SIP request message.
· Present the CMR Resources of the called party which are not filtered.(such as: only present video stream without audio stream if audio type CMR Resource is filtered).
When receiving SIP response message, the CMR Server of calling party SHALL instruct CMR Resource Server of the calling party SHALL present the CMR Resources which media types are rejected in the SDP answer received. 
D.2.2 CMR Client Procedure
The CMR Client SHOULD check whether the CMR Resources are to be filtered based on MediaType in the FilterSetting preconfigured in the CMR Client. 

If the CMR Resources are to be filtered base on MediaType, the CMR Client of called party SHALL

· ignore the URIs in Call-info/Alert-info header with the media types to be filtered in the session request message , download and play CMR Resources with the allowed media types.
· if there is an SDP offer with session level attribute “a=keywds:CMRT” in the SIP message, reject the SDP offer (e.g.  by setting the port number of the media streams to be filtered to zero) in the SDP answer when the media type is to be filtered according to the filter setting.
· play the CMR Resources with allowed media types based on the filter setting when receiving the session request.
When receiving the session request , the CMR Client  SHOULD  notify the CMR End User there is an incoming call if there is no CMR Resources of audio type received.
D.3 CMRBT Procedure in CS Core Network

When receiving the CMR service initial request (e.g. call request), the CMR Server SHALL support checking if there is a filter setting pre-configured in it. 
If the CMR Resources are to be filtered based on the MediaType in the FilterSetting pre-configured, the CMR Server SHOULD check which party’s CMRBT service has priority, select and present allowed (not filtered media types) CMR Resources of the call party with higher priority.
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