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1 Reason for Change

The end user would possibly miss the incoming call when the CMR Client receives “silent” media (e.g. picture, text, video without audio, etc.) and presents the media.

To avoid that the end user cannot be alerted when a call incomes, some description is added for the CMRT media presentation and alerting the end user simultaneous. 
R01:
Describe the behaviour of the CMR Client (including CMRBT and CMRT) generally and delete some similar description in subclause. 
R02:

Modify text to subject to the latest TS. 
R03:

Move the CR’s content from section 7 to section 6.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group discuss and agree this CR.
6 Detailed Change Proposal

Change 1:  Add reference
2.2 Informative References

	[3GPP TS 33.102]
	3GPP TS 33.102: “3G security; Security architecture”. 
URL:http://www.3gpp.org/

	[3GPP TS 33.203]
	3GPP TS 33.203: “3G security; Access security for IP-based services”. 
URL:http://www.3gpp.org/

	[3GPP TS 33.210]
	3GPP TS 33.210: “3G security; Network Domain Security (NDS); IP network layer security”.
URL:http://www.3gpp.org/

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	[OMA-SEC_CF]
	“OMA Application Layer Security Common Functions V1.0” , Open Mobile Alliance™,
OMA-ERP-SEC_CF-V1_0, URL:http://www.openmobilealliance.org/ 

	[RFC2817]
	"Upgrading to TLS Within HTTP/1.1," IETF RFC 2817, R. Khare, S. Lawrence, May 2000, 
URL: http://www.ietf.org/rfc/rfc2817.txt

	[RFC2818]
	“HTTP over TLS”, E. Rescorla, May 2000,
URL:http://www.ietf.org/rfc/rfc2818.txt

	[RFC3261]
	“SIP: Session Initiation Protocol”, J. Rosenberg, June 2002,
URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC4346]
	“Transport Layer Security (TLS) Version 1.1”, T. Dierks,  E. Rescorla, April 2006, 
URL: http://www.ietf.org/rfc/rfc4346.txt 

	[RFC5246]
	“The Transport Layer Security (TLS) Protocol Version 1.2”, T. Dierks, E. Rescorla, August 2008

URL: http://www.ietf.org/rfc/rfc5246.txt 

	[RFC3960]
	“Early Media and Ringing Tone Generation in the Session Initiation Protocol (SIP)”, G. Camarillo, H. Schulzrinne, December 2004
URL: http://www.ietf.org/rfc/rfc3960.txt


Change 2:  Modify text in section 6, Introduction
4 Introduction

The Customized Multimedia Ringing (CMR) Enabler provides the customized multimedia resources instead of the traditional ring back tone or ringing tone upon a specified event, e.g. the establishment of a call, the arrival of a message or mail. 

This document defines the technical framework and specifies interoperable technologies for the management of the CMR service and the delivery of the CMR service based on the CMR requirement document [OMA-CMR-RD] and the CMR architecture document [OMA-CMR-AD]. 
This document is organized as follows:

· Section 5 specifies the interface bindings, interface message definitions and common parameters/structures.
· Section 6 specifies the general procedures apply to SIP/IP core network and/or CS core network

· Section 7 specifies details on operations and functions of CMR components in SIP/IP core network, including CMRBT and CMRT procedures.

· Section 8 specifies details on operations and functions of CMR components in CS core network, including CMRBT procedures.

· Section 9 contains details on CMR Resource protection and security considerations between CMR components.

The CMR Enabler supports the deployment of services across different networks in a consistent and standardized way, improving service deployment flexibility, interoperability, cost, and time-to-market.
Change 3:  Add description for CMR presentation and alerting the end user simultaneously in section 6, Introduction
6. General Procedures 
This section describes the general procedures apply to SIP/IP core network and/or CS core network.

6.1 CMR Resources Selection/Generation
The CMR Resources selection and generation procedure applies to both SIP/IP core network and/or CS core network.
The CMR Server SHALL select the proper CMR Resources based on the presentation rule defined by the CMR Subscriber and SP’s policy.

The CMR Server SHALL execute the following procedures:   

· Check and select the CMR Resources based on the preference rules defined by the CMR Subscriber for the current communication.

· If there is no CMR Resources defined based on the preference rules for the current communication, the CMR Server SHALL select the default CMR Resources (DefaultCMRResourceIdList2) defined by the CMR Subscriber to present.

· If there is no default CMR Resources defined by the CMR Subscriber, the CMR Server SHALL select the default CMR Resources set by the SP (DefaultCMRResourceIdList in the SystemSetting).

· If there is no default CMR Resources defined by the SP, the CMR Server SHALL select the system default CMR Resources to present.
The CMR Server SHALL select the CMR Resources based on CMR Subscriber’s preference rules as following:

· When the invoked communication matches only one of the criteria (e.g. GroupUserCriterion), the CMR Server SHALL select the CMR Resources based on the matched criterion.

· When the invoked communication matches more than one of the criteria, the CMR Server SHALL select the CMR Resources associated with the criterion with the highest priority in the SettingPriority. For example, when the CMR Subscriber has defined the SettingPriority as following:

· Time: priority =1
· Group: priority=2
If the invoked communication matches both TimeCriterion and GroupUserCriterion, the CMR Server SHALL select the CMR Resources based on TimeCriterion.

The CMR Server SHALL select the CMR Resources based on the criteria in the preference rules as following:
· GroupUserCriterion

The CMR Server SHALL identify the group by using the calling party’s identity in case of the service is CMRBT of called party or CMRT of called party; The CMR Server SHALL identify the group by using the called party’s identity in case of the service is CMRBT of calling party or CMRT of calling party; The CMR Server SHALL select the CMR Resources based on the identified group.
· TimeCriterion

The CMR Server SHALL select the CMR Resources based on the time the communication occurred.
· LocationCriterion

When receiving CMR service request, the CMR Server SHALL decide to get which party’s location information if there is LocationCriterion setting. 

· For CMRBT service, the CMR Server SHALL get the called party’s location information.

· For CMRT service, the CMR Server SHALL get the calling party’s location information.

There are two ways for the CMR Server to get location information:
· Ask for the location information from Location Enabler directly

· Subscribe to a list of CMR Subscribers and get location notifications, store the received location information locally. 
The CMR Server SHALL generate the CMR Resources based on the location information when LocationRing is TRUE.

The CMR Server SHALL select the CMR Resources based on the location information when LocationRing is FALSE.

· PresenceCriterion

When receiving CMR service request, the CMR Server SHALL decide to get which party’s presence information if there is PresenceCriterion setting. 

· For CMRBT service, the CMR Server SHALL get the called party’s presence information.

· For CMRT service, the CMR Server SHALL get the calling party’s presence information.

There are two ways for the CMR Server to get presence information:
· Ask for the presence information from Presence Enabler directly

· Use subscribe and notify method to get the presence status of a list of CMR Subscribers residing in SIP/IP core network and store the received presence information locally . 

The CMR Server SHALL generate the CMR Resources based on the presence information when PresenceRing is TRUE.

The CMR Server SHALL select the CMR Resources based on the presence information when PresenceRing is FALSE.

If there are more than one CMR Resource are selected based on the matched criteria, the CMR Server SHALL select the CMR Resources based on the PresentationMode in PresentationRule.

6.2 Local ringing generation policy

The local ring generation policy apples to SIP/IP core network.

The CMR Client SHOULD develop its local policy regarding local ring back tone generation for CMRBT service.

When receiving the alerting message, the CMR Client could notify the CMR End User (e.g. playing the local ring back tone or vibrating) that another call party is ringing if there is neither audible (audio or video) CMR Resources media received nor audible (audio or video) CMR Resource files downloaded.

The CMR Client SHOULD develop its local policy regarding local ringing tone generation for CMRT service. 

When sending SIP 180 response message, the CMR Client could notify the CMR End User (e.g. playing the local ringing tone or vibrating) that there is an incoming call if there is neither audible (audio or video) CMR Resources media received nor audible (audio or video) CMR Resource files downloaded.

Change 4:  Change description of local ring in CMRBT in section 7.1.1
7.1.1 CMR Resource Delivery

This section describes three models of CMR Resource delivery for CMRBT service. 

7.1.1.1 HTTP Model

The HTTP model refers to the description of the HTTP model in [ITU-T Q.3610].


7.1.1.2 Application Server Model

When the SIP/IP core network technology is based on 3GPP IMS technology, the application server model refers to the description of the early session model in [3GPP TS 24.182].
When the SIP/IP core network technology is based on ITU-T NGN technology, the application server model refers to the description of the application server model in [ITU-T Q.3610].

In addition, the CMR Server SHOULD support adding the attribute “a=keywds:CMRBT” in the session-level description of the early-session SDP (offer) associated with the CMR Resources. 

The CMR Client SHOULD support identifying the CMRBT service by checking whether the early-session SDP (offer) contains “a=keywds:CMRBT”. If the early-session SDP (offer) contains “a=keywds:CMRBT”, the CMR Client SHOULD play the CMR Resources as ringing back tone when receiving alerting message.

7.1.1.3 Gateway Model

The gateway model refers to the description of the gateway model in [ITU-T Q.3610]. 

In addition, the CMR Server SHOULD support adding the attribute “a=keywds:CMRBT” in the session-level description of SDP (answer) associated with the CMR Resources. 

The CMR Client SHOULD support identifying the CMRBT service by checking whether the SDP (answer) contains the attribute “a=keywds:CMRBT”. If the SDP (answer) contains the “a=keywds:CMRBT”, the CMR Client SHOULD play the CMR Resources as ring back tone when receiving alerting message.
Change 5:  Change description of local ring in CMRT in section 7.2.1
7.2.1 CMR Resource Delivery
This section describes three models of CMR Resource delivery for CMRT service.
7.2.1.1 HTTP Model

When the SIP/IP core network technology is based on 3GPP technology, the HTTP model refers to the description of down and play model in [3GPP TS 24.183].
When the SIP/IP core network technology is based on ITU-T NGN technology, the HTTP model refers to the description of the HTTP model in [ITU-T Q.3611].
7.2.1.2 Application Server Model

When the SIP/IP core network technology is based on 3GPP technology, the application server model refers to the description of the early session model in [3GPP TS 24.183].
When the SIP/IP core network technology is based on ITU-T NGN technology, the application server model refers to the description of the application server model in [ITU-T Q.3611].
In addition, the CMR Server SHOULD support adding the attribute “a=keywds:CMRT” in the session-level description of the early-session SDP associated with the CMR Resources. 
The CMR Client SHOULD support identifying the CMRT service by checking whether the early-session SDP contains “a=keywds:CMRT”. If the early-session SDP contains the “a=keywds:CMRT”, the CMR Client SHALL play the CMR Resources as ringing tone when receiving session request message.
7.2.1.3 Gateway Model

The CMR Enabler SHALL support the gateway model defined in [ITU-T Q.3611]. 

In addition, the CMR Server SHALL support adding the attribute “a=keywds:CMRT” in the session-level description of  the SDP associated with the CMR Resources. The CMR Client SHALL support identifying the CMRT service by checking whether the session SDP contains “a=keywds:CMRT”. If the SDP contains the “a=keywds:CMRT”, the CMR Client SHALL play the CMR Resource as ringing tone when receiving session request message.
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