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1. Scope
(Informative)
This document describes the architecture designed to fulfil the requirements outlined in the Customized Multimedia Ringing Requirements document [CMR-RD]. The description of the architecture comprises the definition of functional components and the interfaces/reference points used or exposed by these functional components.
2. References
2.1 Normative References

	[OMA-Charging-AD]
	"Charging Architecture", Version 1.0, Open Mobile Alliance™, OMA-AD-Charging-V1_0,
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	[OMA-CMR-RD]
	“Customized Multimedia Ringing Requirements”, Open Mobile Alliance™, OMA-RD-CMR-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-MLS-AD]
	“Mobile Location Service  Architecture”, Open Mobile Alliance™, OMA-AD-MLS-V1_2, URL:http://www.openmobilealliance.org/

	[OMA-PRS-AD]
	“Presence SIMPLE Architecture”, Open Mobile Alliance™, OMA-AD-Presence_SIMPLE-V1_1, URL:http://www.openmobilealliance.org/

	[OMA-XDM-AD]
	“XML Document Management Architecture”, Open Mobile Alliance™, OMA-AD-XDM-V1_1, URL:http://www.openmobilealliance.org/

	[OSE]
	“OMA Service Environment”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL:http://www.ietf.org/rfc/rfc2119.txt 
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2.2 Informative References

Check the version of the Dictionary you are using and update the reference below.  Delete the [OMADICT] entry if the dictionary is not used.  In general, use the latest available version unless seeking alignment with an existing set of specifications.
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	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions
	CMR Client
	A client entity of the CMR architecture, as defined in this document

	CMR Portal
	See [OMA-CMR-RD].

	CMR Resource
	See [OMA-CMR-RD].

	CMR Server
	A server entity of the CMR architecture, as defined in this document. It is composed by several functional components. 

	CMR Service
	See [OMA-CMR-RD].

	CMR User
	A user of a CMR service

	
	


3.3 Abbreviations
	API
	Application Programming Interface

	CMR
	Customized Multimedia Ringing

	CP
	Content Provider

	MLS
	Mobile Location Service

	SP
	Service Provider

	XDM
	XML Document Management

	OMA
	Open Mobile Alliance

	
	


4. Introduction
(Informative)
The Customized Multimedia Ringing (CMR) Enabler is expected to enhance an user’s experience through presenting the customised multimedia resources instead of the traditional ring back tone or ringing tone according to a specified event, e.g. the establishment of a call, the arrival of a message or mail. 

This document defines the architecture of the Customized Multimedia Ringing (CMR) Enabler based on the CMR requirements defined in [OMA-CMR-RD].
The CMR Enabler is designed to be useable by various network technologies (i.e. network types and/or bearers).  
The CMR Enabler comprises 3 components: CMR Server, CMR Client and CMR Management Client.
Figure 1 provides an overview of the interactions between different entities, including the interactions between CMR specific components and interactions between CMR components and external entities.
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Figure 1: Overview of the CMR Enabler related interactions
The detail description about the CMR functional components and the CMR specific interfaces is provided in section 5.




The interactions between the CMR Enabler and external functions are described in appendix C.

The CMR Management Client interacts with the CMR Server for CMR service management through the CMR user’s terminal via CMR-1 and CMR-2.

The CMR Client interacts with the CMR Server for CMR resource delivery and presentation control via CMR-3.

The CMR Portal interacts with the CMR Server for CMR service management by SP/CP/CMR users via CMR-5 and CMR-6.

The CMR enabled applications interact with the CMR Server for requesting the service from the CMR Server via CMR-4. 
The CMR Client has connection to the core network for the call/session control. 
The CMR server interacts with the core network for media playing by utilizing the media playing function supported in the core network. 
The CMR Server interacts with other external functions for fulfilling specific CMR enabler requirements (e.g. retrieving the CMR user’s location info from the location enabler).

The CMR server interacts with external subscription system for maintaining the subscription status of the CMR users.
[Editor’s note:] Figure 1 will be modified to be consistent with the AD diagram in Section 5 when needed.
4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial enabler or reference release version described in this AD.  The description should be brief, target length should be a few paragraphs.   When the enabler or reference release is finished, this description should be aligned with the final functionality.  

DELETE THIS COMMENT

4.2 Version <x.y>

This section should be included for each new major or minor version of the enabler or reference release covered in the AD.

It should provide a high level, concise and informative description of the new or modified functionality introduced in this version of the enabler or reference release covered in the AD, compared to the previous version.  The description should be brief, target length should be a few paragraphs.  When the enabler or reference release is finished, this description should be aligned with the final functionality differences.

DELETE THIS COMMENT

4.2.1 Version <x.y.z>

This section should be included for each new service release covered with the AD.   It should describe at a high level the main changes made to the AD compared to the previous version.  The description should be brief, target length should be one paragraph.
DELETE THIS COMMENT

5. Architectural Model
5.1 Dependencies
The CMR Enabler utilizes several existing technologies specified in OMA Enablers and other non-OMA specifications. 
The CMR Enabler depends on technologies provided by external OMA Enablers, including the following:

· Presence technology: Presence Enabler as described in [OMA-PRS-AD]

· XML document management technology: XDM Enabler as described in  [OMA-XDM-AD]
· Location technology: Location Enabler as described in [OMA-MLS-AD]
· Charging technology: Charging Enabler as described in [OMA-Charging-AD]
5.2 Architectural Diagram

· Figure 2 describes the functional modules and interfaces of the CMR Enabler. The functional models and interfaces in the CMR Enabler Architecture are described in depth in section 5.3.
[Editor’s note:] The following modification was based on OMA-CD-CMR-2009-0026R01-CR_Some_changes_to_CMR_Architecture.zip. 0026R01 is still on R&A, so there will have further modifications if there are conmments from R&A.
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Figure 2: CMR Enabler Architecture Diagram
[Editor’s note:] the following section should be added to AD. But after the section 5.3 has been completed, Editor should delete it.
There are two main functional entities in the scope of the CMR Enabler:
· CMR Server is responsible for providing CMR related functions to CMR Client, application or third party. It is composed of four major logical functions:
· Preference Management is in charge of storage and management of user’s Preference Settings. It SHALL handle the query/synchronize/update the user preference settings by CMR enabled services/applications, and handling the query/setting/update CMR preference settings by CMR users. It is also responsible for generate and report charging information.
· Resource Management is responsible for management and storage CMR Resources and related information. It may generate and report charging information.
· Presentation Control is used to select proper CMR Resource based on user Preference Settings. It SHALL support to interact with other entities to get some dynamic information (e.g. location information) for presentation. It SHALL interaction with CMR Client for dynamically control the CMR Resource presentation attribute before or during CMR Resource playing.
· General Control is responsible for manage account. 

Each function can provide related interfaces to outside entities if needed.
· CMR Client can communicate with the CMR Server for dynamic presentation control during CMR Resource presentation and resource management. CMR client may reside in a CS UE, a SIP-supported UE, or a CS-SIP mixed UE.
[Editor’s note:] How to choose the “uni-” or “bi-” of all the interfaces’ direction is FFS.

[Editor’s note:] Whether to combine the interface of CMR-1 and CMR-2 is FFS.

[Editor’s note:] Whether to combine the interface of CMR-5 and CMR-6 is FFS.  

· 
· 
· 
The following interfaces are in scope of CMR:

· CMR-1 is a uni-directional interface between the CMR Server and the CMR Client. This interface is used by the CMR Client to send resource management requests to the CMR Server.

· CMR-2 is a uni-directional interface between the CMR Server and the CMR Client. This interface is used by the CMR Client to send requests to the CMR Server for manage user preference.

· CMR-3 is a uni-directional interface between the CMR Server and the CMR Client. This interface is used by the CMR Client to send CMR Resource delivery requests to CMR Server and to receive CMR Resource in the response. This interface is used to transfer the presentation control requests from the CMR Client to CMR Server. 
· CMR-4 is a bi-directional interface between the CMR Server and CMR Enabled Applications. This interface is used by CMR Enabled Applications to reuse CMR Server functions, such as to present CMR Resources
CMR-5 is a uni-directional interface between the CMR Server and the CMR Portal. The CMR Portal can use this interface to transfer the CMR resource management requests to CMR Server and get feed back from the CMR Server, such as for upload CMR Resource from the CMR Portal to the CMR Server. 
· 

· CMR-6 is a uni-directional interface between the CMR Server and the CMR Portal. The CMR Portal can use this interface to transfer the CMR preference management requests to CMR Server and get feedback from the CMR Server.
5.3 Functional Components and Interfaces/reference points definition
5.3.1 CMR Function Components

5.3.1.1 CMR Server

The CMR Server implements the network side of the CMR Enabler and provides the functions as described in the subsequent sections.
5.3.1.1.1 Preference Management Function

Preference Management Function has the responsibility for the following actions.

· Storage and management of the user’s preference settings

· Default CMR resource settings

· CMR resources presentation rules

· It can base on different criteria/ the combination of the criteria: calling/called group, time/date, presence and location information etc.
· The presenting sequence or priority

· CMR resource filter rules

· Management of the default system setting by the SP

· Protection of the CMR user’s preference settings from unauthorized access  
· Handling the query/setting/update CMR preference settings by CMR users

5.3.1.1.2 Resource Management Function

Resource Management Function has the responsibility for the following actions.

· Storage of CMR Resource and the related info
· General CMR Resource Management

· The CMR resource uploading/deleting/modifying 

· Control and survey the resource management activities

· CMR resource property management, e.g. media type, resource name, resource provider 
· CMR resource life cycle management, e.g. availability, content expiration
· Personal CMR Resource Management  

· Sharing/hiding the user’s resource library

· subscribing/deleting the CMR resources to the user’s resource library

· Copy the CMR resources for the user himself or the other users 

· CMR resource subscription period management, e.g. subscription renewal
· Charging function  

· Support on-line and off-line charging function for CMR resource management (e.g. purchasing/copy CMR resources) via interaction with external charging enabler
· Support different tariff rules based on SP’s business model
5.3.1.1.3 Presentation Control Function

Presentation Control Function has the responsibility for the following actions.

· Proper CMR Resource selected as per user preference setting

· CMR Resource dynamically presentation control over service layer

· Receiving the instructions from CMR Client, including user’s request of filtering CMR resource presentation
· Interaction with application, e.g. for media player/server control of the CMR resource presentation
[Editor’s note:] Use of a media player/server is for further study.
· Dynamic information acquisition

· Collecting user’s location  information by interacting with the Location enabler

· Collecting the user’s presence information by interacting with the  Presence enabler through the core network

· Other contextual information, e.g. from the OMA DPE enabler
[Editor’s note:] Access to location/presence information is for further study.
·        Charging function
· Support on-line and off-line charging function related to CMR presentation control (e.g. stop/continue playing CMR resources) via interaction with external charging enabler
· Support different tariff rules based on SP’s business model
5.3.1.1.4 General Control Function

General Control Function has the responsibility for the following actions.

· Account Management

· Subscription management is responsible for managing the CMR User/SP/CP subscription information. 
· Authentication and authorization between CMR Enabler and user/SP/CP.
· The third party application or service enabler authentication and authorization. 
· Management activity report

· Management activity record, e.g. resource and preference management activities taken by the CMR user/CP.
· 


CMR Client

The CMR Client resides in a Device. 
The CMR Client:
· Interacts with CMR enabled services/applications via core network for call/session control 
· Interacts with CMR Server for presentation control during CMR Resource presentation

· Receives the CMR Resource

5.3.2 Interface
5.3.3 CMR-3

[Editor’s note:] the direction of the interface is FFS.
CMR-3 interface is a uni-direction interface between the CMR Server and CMR Client. 

Supported functionalities include:
· Transfer the presentation control requests and responses

· Deliver the CMR resources
5.3.3.1 CMR-4

The CMR-4 is a bi-directional interface between the CMR Server and Applications or other enablers to allow the applications /other enablers to:

· query of CMR Resource which should be presented based on specified conditions

· control of presentation session

· transfer of the status of presentation session

And etc.
5.4 Security Considerations

<<Describe security functionalities based on security requirements defined in corresponding Requirement Document. 

Security functionalities should address and consider at least the following features:

Authentication

Authorization

Data integrity

Confidentiality
Non-repudiation
DELETE THIS COMMENT >>
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Appendix B. Flows (informative)

<< The objective of this section is to describe the high-level logical flows between the architectural entities. 
o
These flows should just serve for a better understanding of the architecture. Therefore it is recommended to add a minimum number of flows, which should be very high-level.
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Appendix C. CMR Enabler interaction with external functions



C.1 CMR Server interaction with Charging Enabler
The CMR Server interacts with the Charging Enabler over CH-1 and CH-2 interfaces for CMR related off-line and on-line charging respectively as defined in [OMA-Charging-AD].
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Figure C.1: The interaction between CMR Server and Charging Enabler 
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