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1 Reason for Contribution

The REQ CPNS AHG had the deadline for new requirements on February 7. While the RD is not finalized, and not all submitted requirements and use cases have been reviewed, it is possible to create a first breakdown of how the requirements map to enablers. This should be extended in later versions, as the RD continues to develop.
R01: this INP Contribution uses the CPNS names from Architecture and CD documents.

2 Summary of Contribution

This contribution shows a draft table of all approved CPNS requirements and the identified potential candidates for reuse/enhancement/etc.  
3 Detailed Proposal

This table is a proposed informal tool for the RD architectural analysis. It finally should contain a matrix showing which requirements can be fulfilled by which Enabler/Component, etc.

It is expected that filling the table will be done in several iterations, i.e. the first iteration might be a kind of brainstorming which then requires deeper analysis of the potentially reused component, etc, the second iteration is then to refine the table according to findings in the deeper analysis.
Explanation:

· First column contains the label of the requirement according to referenced RD.

· Second column contains the respective requirements text from the RD.

· 3rd column contains the potential candidates which might be reused or partially reused or require enhancements.
· 4th column contains the functions needed for the requirements
· 5th column contains the derived functions
· 6th column contains the interface used by the functions. 
	Label
	Requirement
	Reused (partially, new…outside)
	Function Module
	Derived functions 
	Interface

	CPNS-HLF-001
	The CPNS Enabler SHALL be able to support multiple delivery channels in parallel from a PN Gateway Device to a PN Device
	
	Device Management

Service Management
	
	CPNS-1

	CPNS-HLF-002
	The CPNS Enabler SHOULD be able to support simultaneous content delivery to the same PN Device using different channels  
	
	Device Management

Service Management
	
	CPNS-1
CPNS-2

	CPNS-HLF-003
	The CPNS Enabler SHALL enable the CPNS user to manage these different channels, i.e. to stop, start and switch between the channels  
	
	Device Management

Service Management
	
	CPNS-1

CPNS-2

	CPNS-HLF-004
	The CPNS enabler SHOULD enable PNEs to connect to any access network provided that PN Gateway has such communication capabilities.
	
	Connection Management
	
	CPNS-1

CPNS-2

	CPNS-HLF-005
	The CPNS Enabler SHALL provide a means for describing the services that a PNE offers to other PNEs.
	
	Device Management

Device Capabilities
	
	CPNS-1

CPNS-2

	CPNS-HLF-006
	The CPNS Enabler SHALL enable a PNE to advertise the services that it offers to other PNEs.
	
	Service Publication & Discovery
	
	CPNS-1

CPNS-2

	CPNS-HLF-007
	The CPNS Enabler SHALL enable a PNE to discover and access the services that are offered by other PNEs belonging to the same or different PNs.
	
	Connection Management
	
	CPNS-1

CPNS-2

	CPNS-HLF-008
	The CPNS enabler SHALL support the functionality of the device management for the PNE(s).
	
	Device Management


	
	CPNS-1

CPNS-2

	CPNS-HLF-009
	The CPNS Enabler SHOULD allow CPNS devices for changing modes (e.g. in case that they are behaving as PNEs or PN Gateways) adaptively in terms of performing functions for the efficient use of device resources. 

Note: In the context of this requirement, a CPNS device is considered capable of changing modes, they can perform the specific functions that are associated with respect to that mode. 


	
	Device Management


	
	CPNS-1

CPNS-2

	CPNS-HLF-010
	The CPNS enabler SHOULD allow informing CPNS server about the current functions being performed by the CPNS devices so that the network can employ resources accordingly. 

e.g. if the device moves away from one access network to another access network, it should be capable of switching between the network interfaces automatically.
	
	Device Capability
	
	CPNS-1

CPNS-2

	CPNS-HLF-011
	The CPNS enabler SHALL support the functionality to manage the service history of the PNE(s).
	
	Device Management


	
	CPNS-1

CPNS-2

	CPNS-HLF-012
	The CPNS enabler SHALL find out the capabilities/specifications of the PNE(s).
	
	Device Capabilities
	
	CPNS-1

CPNS-2

	CPNS-HLF-013
	The CPNS enabler SHALL be able to provision for the PN gateway and the PNE(s).
	
	Service Management
	
	CPNS-1

CPNS-2

	CPNS-HLF-014
	The CPNS enabler SHALL be able to request contents/service to the contents provider considering capacities of the PNE(s).
	
	Device Management

Service Management
	
	CPNS-1

CPNS-2

	CPNS-HLF-015
	The CPNS enabler SHALL be able to support the multiple channel/session management at the same time for the PNE(s).
	
	Service Management
	
	CPNS-1

CPNS-2

	CPNS-HLF-016
	The CPNS enabler SHALL be able to specify the destination of services data transmitted to PNE(s). 
	
	Service Management
	
	CPNS-1

CPNS-2

	CPNS-HLF-017
	The CPNS enabler SHALL be able to invite the PNEs for a Service Group.
	
	Service Publication & Discovery
	
	CPNS-1

CPNS-2

	CPNS-HLF-018
	The CPNS enabler SHALL be able to create a Service Group for the PNEs.
	
	Service Publication & Discovery
	
	CPNS-1

CPNS-2

	CPNS-HLF-019
	The CPNS enabler SHALL enable data transmissions from PNEs.
	
	Service Management
	
	CPNS-1

CPNS-2

	CPNS-HLF-020
	The CPNS enabler SHALL support forwarding forwards the data to the specified PNEs in a same Service Group.
	
	Service Management
	
	CPNS-1

CPNS-2

	CPNS-HLF-021
	The CPNS Enabler MUST NOT be specified in a way that impedes the usage of existing Personal Network Management systems, e.g. 3GPP PNM.
	
	All
	
	CPNS-1

CPNS-2

	CPNS-HLF-022
	The CPNS Enabler SHALL support the PN to make its status available to other users. The PN status include (but not limited to) the status of each PNEs, provided services.
	
	Device Capability
Service Management
	
	CPNS-1

CPNS-2

	CPNS-HLF-023
	The CPNS Enabler SHOULD have the ability to utilize the capabilities of a Presence Enabler if required.
	
	TBD
	
	CPNS-1

CPNS-2

	CPNS-HLF-024
	It SHOULD be possible for the user to subscribe to the status of other user’s PN.
	
	TBD
	
	CPNS-1

CPNS-2

	CPNS-HLF-025
	The CPNS enabler SHOULD support simultaneous delivery to the different PNE (s).


	
	Device management
	
	CPNS-1

CPNS-2

	CPNS-HLF-026
	CPNS Enabler SHOULD enable seamless switching of PNEs while providing or consuming services. The switching can be triggered by events like (not limited to) battery exhaustion, user willingness.
	
	Service Management
Status Management
	
	CPNS-1

CPNS-2

	CPNS-HLF-027
	CPNS Enabler SHOULD enable seamless switching of PN-Gateways. The switching can be triggered by events like (not limited to) battery exhaustion, user willingness.
	
	Device Management

Service Management
	
	CPNS-1

CPNS-2

	CPNS-HLF-028
	The CPNS Enabler SHALL support deployment of applications relevant to CPNS, e.g. applications that would perform attestation of personal user information.
	
	Device Capability
Service Management
	
	CPNS-1

CPNS-2

	CPNS-HLF-029
	The CPNS enabler SHALL support the PN registration.
	
	Device Management
	
	CPNS-1

CPNS-2

	CPNS- HLF-030
	The CPNS Enabler SHALL support storing and maintaining the information of services, devices, and PN(s).
	
	Device Management

Service Management
	
	CPNS-1

CPNS-2

	CPNS- HLF-031
	The CPNS Enabler SHALL support delivery of the information of devices and PN Inventory, when requested.
	
	Device Management
	
	CPNS-1

CPNS-2

	
	
	
	
	
	


Security
	Label
	Requirement
	Reused (partially, new…outside)
	Function Module
	Derived functions 
	Interface

	CPNS-SEC-001
	The CPNS enabler SHALL support secure delivery of content to the PNE(s).
	
	Security
	
	CPNS-1

CPNS-2

	CPNS-SEC-002
	The CPNS enabler SHALL support different security mechanisms for each PNE(s) and for each service.
	
	Security
	
	CPNS-1

CPNS-2

	CPNS-SEC-003
	The CPNS Enabler SHALL support generation or update of keys.
	
	Security
	
	CPNS-1

CPNS-2

	
	
	
	
	
	

	
	
	
	
	
	


Authentication
	Label
	Requirement
	Reused (partially, new…outside)
	Function Module
	Derived functions 
	Remarks

	CPNS-AUC-001
	The CPNS Enabler MUST be able to support the authentication of CPNS entities and/or External Entities which request access to CPNS related information and/or services
	
	Security
	
	CPNS-1

CPNS-2

	CPNS-AUC-002
	The CPNS Enabler SHOULD support validation of certificates.
	
	Security
	
	CPNS-1

CPNS-2

	CPNS-AUC-003
	The CPNS Enabler SHALL support authentication of the user (e.g., by means like prompting him to type in a PIN or by biometric means).
	
	Security
	
	CPNS-1

CPNS-2

	
	
	
	
	
	


Authorization 
	Label
	Requirement
	Reused (partially, new…outside)
	Function Module
	Derived functions 
	Remarks

	CPNS-AUZ-001
	The CPNS enabler SHALL authorize the users, the PN gateways and the PNE(s).
	
	Security
	
	CPNS-1

CPNS-2

	CPNS-AUZ-002
	The CPNS Enabler SHOULD enable the CPNS devices to stop, start communication or switch between the channels between pre-authorized devices automatically
	
	Security
	
	CPNS-1

CPNS-2


Data Integrity

	Label
	Requirement
	Reused (partially, new…outside)
	Function Module
	Derived functions 
	Interface

	CPNS-DIT-001
	The CPNS Enabler SHALL support integrity protection of messages.
	
	Security
	
	CPNS-1

CPNS-2

	CPNS-DIT-001
	The CPNS Enabler SHALL support data integrity in protecting against accidental or intentional changes to CPNS-related data transmission, by ensuring that changes to the data are detectable.
	
	Security
	
	CPNS-1

CPNS-2

	
	
	
	
	
	

	
	
	
	
	
	


Confidentiality

	Label
	Requirement
	Reused (partially, new…outside)
	Function Module
	Derived functions 
	Interface

	CPNS-CON-001
	The CPNS Enabler SHALL support encryption of messages.
	
	Security
	
	CPNS-1

CPNS-2

	CPNS-CON-002
	The CPNS Enabler SHALL support decryption of messages.
	
	Security
	
	CPNS-1

CPNS-2

	CPNS-CON-003
	The CPNS Enabler SHALL support data confidentiality that ensures transmitted information is not made available to unauthorised individuals or entities.
	
	Security
	
	CPNS-1

CPNS-2

	
	
	
	
	
	


Charging

	Label
	Requirement
	Reused (partially, new…outside)
	Function Module
	Derived functions 
	Interface

	CPNS-CHG-001
	The CPNS enabler SHALL support charging methods for the users devices, and services. 
	
	TBD
	
	CPNS-1

CPNS-2

	CPNS-CHG-002
	The CPNS enabler SHALL support different charging mechanisms for a simultaneous delivery.
	
	TBD
	
	CPNS-1

CPNS-2

	CPNS-CHG-003
	The CPNS enabler SHALL support different charging mechanisms for the PN gateway and the PNEs in a same Service Group.
	
	TBD
	
	CPNS-1

CPNS-2

	CPNS- CHG-004
	Charging for services SHALL be a feature of the CPNS Enabler. 

The charging MUST use standardized mechanisms. 

Charging can be done on different types of services and in different scopes of services, for instance: 

a. On a global level for all services supported by the PNE capabilities. 

b. On a per service basis for all selected services supported by the PNE capabilities and PN user subscriptions. 

c. On a per service basis for a subscribed service.
	
	All
	
	CPNS-1

CPNS-2

	CPNS-CHG-005
	The CPNS Enabler SHALL enable the charging for delivery of information to third parties. 
	
	TBD
	
	CPNS-1

CPNS-2

	
	
	
	
	
	

	
	
	
	
	
	


Administration and configuration
	Label
	Requirement
	Reused (partially, new…outside)
	Function Module
	Derived functions 
	Interface

	CPNS- ADM-001
	Users SHALL have the possibility of multiple subscriptions with different service providers. For example, a user may own a mobile phone subscription with service provider A, while the in-car communication unit has been supplied as part of an agreement of the car manufacturer with operator B, and the family’s broadband access services are delivered by operator C.
	
	All
	
	CPNS-1

CPNS-2

	CPNS-ADM-002
	The CPNS enabler SHALL be able to respond to queries for information about capabilities and usage of PN:s and PNE:s from a Content Provider. The matching of PNE and PN capabilities and required capabilities MAY be automated, to facilitate the delivery of services.
	
	Device Capabilities

Service Capabilities

Service Publication & Discovery
	
	CPNS-1

CPNS-2

	CPNS-ADM-003
	The CPNS Enabler SHOULD support collection of usage data from individual users and specific devices for the purpose of creating statistics.  
	
	Usage Statistics Collection & Reporting
	
	.CPNS-1

CPNS-2

	CPNS-ADM-005
	The CPNS Enabler SHALL support secure storage of data (e.g., validated user properties).
	
	Device Capability
Security
	
	CPNS-1

CPNS-2

	CPNS-ADM-006
	Securely stored data MUST NOT be changed or deleted without authorization.
	
	Security
	
	

	
	
	
	
	
	


Usability
	Label
	Requirement
	Reused (partially, new…outside)
	Function Module
	Derived functions 
	Interface

	CPNS- USE-001
	The CPNS Enabler SHOULD provide mechanisms to ensure that the quality of the user experience is maintained. 
	
	Service Management
	
	CPNS-1

CPNS-2


Interoperability
	Label
	Requirement
	Reused (partially, new…outside)
	Function Module
	Derived functions 
	Interface

	CPNS- INT-001
	The CPNS Enabler SHALL allow consumers to access any service (i.e. user-managed or operator-managed services as well as 3rd party services) on any suitable device (i.e. a device matching the capabilities required to consume the service) and within any network island (e.g. home, car, hotspot, hotel, friend’s place or office).
	
	All
	
	CPNS-1

CPNS-2

	CPNS- INT-002
	The CPNS Enabler SHALL be able to interoperate with consumer electronics devices, which are using well-established and widely deployed standards other than those specified in the CPNS Enabler for device discovery, device profile, and multimedia service delivery; and deliver multimedia services to and from them.

“Editors note: This requirement will be further detailed as the interoperability functionality is defined during the technical specification phase.”
	
	All
	
	CPNS-1

CPNS-2

	
	
	
	
	
	


Privacy
	Label
	Requirement
	Reused (partially, new…outside)
	Function Module
	Derived functions 
	Interface

	CPNS-PRIV-001
	The CPNS Enabler SHALL ensure user privacy.
	
	Security
	
	CPNS-1

CPNS-2

	CPNS-PRIV-002
	The privacy requirements in OMA-RD-Privacy-V1_0_1-20070807-A SHALL be applied.to the CPNS Enabler. 
	
	Security
TBD
	
	CPNS-1

CPNS-2

	CPNS-PRIV-003
	The user SHALL be able to configure privacy policies for the management of data pertaining to her personal network. 
	
	TBD

Security
	
	CPNS-1

CPNS-2

	CPNS-PRIV-004
	The CPNS Enabler SHALL support individual users to verify whether they accept the collection of their usage data. 
	
	Security
TBD
	
	CPNS-1

CPNS-2

	CPNS-PRIV-005
	The CPNS Enabler SHALL support individual users to cancel the collection of their usage data.
	
	Security
TBD
	
	CPNS-1

CPNS-2

	CPNS-PRIV-006
	The CPNS Enabler SHALL support doing a test on the conditions of data without revealing the data itself.
	
	Security
TBD
	
	CPNS-1

CPNS-2

	CPNS-PRIV-007
	The CPNS Enabler SHALL ensure privacy protection of personal user information.
	
	Security
TBD
	
	CPNS-1

CPNS-2

	
	
	
	
	
	


Systeme
	Label
	Requirement
	Reused (partially, new…outside)
	Function Module
	Derived functions 
	Interface

	CPNS-SYS-001
	It SHALL be possible for CPNS to be deployed in Peer-to-Peer Networks.
	
	TBD
	
	CPNS-1

CPNS-2

	CPNS-SYS-002
	The CPNS Enabler SHOULD support aggregation and reporting of individual users' usage data into anonymized usage statistics at predefined intervals and ad-hoc occasions. 
	
	Usage Statistics Collection & Reporting
	
	CPNS-1

CPNS-2

	CPNS-SYS-003
	The CPNS Enabler SHOULD support reporting of statistics to authorized receiving parties. 
	
	Usage Statistics Collection & Reporting
	
	CPNS-1

CPNS-2

	
	
	
	
	
	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The ARC is recommended to review this working document and to use it (update and modify) to clarify and specify the architecture. 
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