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Change Request

	Title:
	CPNS Functional Component Flows
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA CD CPNS

	Doc to Change:
	OMA-AD-CPNS-V1_0-20090714-D

	Submission Date:
	17 Aug 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Johan Hjelm, Ericsson, johan.hjelm@ericsson.com

	Replaces:
	n/a


1 Reason for Change

The functions defined in the AD will have to interact if the CPNS Enabler shall solve the use case presented in the RD. This document describes how. .
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The CD CPNS AHG is recommended to implement the changes suggested in section 6 to the AD. 
6 Detailed Change Proposal

Change 1:  Insert the following into Appendix B
1. CPNS Functional Element Flows
1.3 Introduction

In the following, sequence diagrams for the interaction of the functional modules used in CPNS entities are introduced, illustrating how different aspects of the operation of the CPNS enabler are solved. 
1.4 Legend to Diagrams

1.4.2 Functional elements in PNE 1 (Alices PNE)
A: Entity Discovery

B: Connection Management

C: Charging

D: Device Capabilities

E: Service Publication and Reporting

F: Status Management

G: Service Management

H: Device Management

I: Usage Statstics Collection and Reporting

J: Authentication

K: Authorization
1.4.3 Functional elements in PN GW 1 (Alices PN GW)

AA: Entity Discovery

AB: Connection Management

AC: Charging

AD: Device Capabilities

AE: Service Publication and Reporting

AF: Status Management

AG: Service Management

AH: Device Management

AI: Usage Statstics Collection and Reporting

AJ: Authentication

AK: Authorization

1.4.4 Functional elements in CPNS Server 1 (Alices home CPNS Server)
BA: Entity Discovery

BB: Connection Management

BC: Charging

BD: Device Capabilities

BE: Service Publication and Reporting

BF: Status Management

BG: Service Management

BH: Device Management

BI: Usage Statstics Collection and Reporting

BJ: Authentication

BK: Authorization
1.4.5 Functional elements in PN GW 2 (Bobs PN GW)

CA: Entity Discovery

CB: Connection Management

CC: Charging

CD: Device Capabilities

CE: Service Publication and Reporting

CF: Status Management

CG: Service Management

CH: Device Management

CI: Usage Statstics Collection and Reporting

CJ: Authentication

CK: Authorization
1.4.6 Functional elements in PNE 2 (Bobs PNE)

DA: Entity Discovery

DB: Connection Management

DC: Charging

DD: Device Capabilities

DE: Service Publication and Reporting

DF: Status Management

DG: Service Management

DH: Device Management

DI: Usage Statstics Collection and Reporting

DJ: Authentication

DK: Authorization
1.4.7 Functional elements in Public PN GW

EA: Entity Discovery

EB: Connection Management

EC: Charging

ED: Device Capabilities

EE: Service Publication and Reporting

EF: Status Management

EG: Service Management

EH: Device Management

EI: Usage Statstics Collection and Reporting

EJ: Authentication

EK: Authorization
1.4.8 Functional elements in Public CPNS Server

FA: Entity Discovery

FB: Connection Management

FC: Charging

FD: Device Capabilities

FE: Service Publication and Reporting

FF: Status Management

FG: Service Management

FH: Device Management

FI: Usage Statstics Collection and Reporting

FJ: Authentication

FK: Authorization
Change 2:  Insert the following into Appendix B
1.5 Startup and Registration Flow (I)

[image: image1]
Figure 1. Startup and Registration Flow

1 Connection Management setup

 Client to GW

2 Authentication request 

 Connection management to Authentication

3 Authentication request to server

 GW Authentication to Server Authentication

4 Authentication response

 Server to GW

5 Authentication response to Connection Management

6 Connection Management triggers Entity Discovery

7 Entity Discovery in GW triggers Entity Discovery in PNE

8 Entity Discovery in PNE responds to GW

9 Entity Discovery triggers Device Capabilities

10 Device Capabilities in GW requests Device Capabilities in PNE

11 Device Capabilities in PNE responds to GW
12 Device Capabilities in GW triggers Status Management in GW

13 Status Management in GW requests status from Status Management in PNE

14 Status management response

15 Status Management in GW updates Status Management in Server

16 Status Management in Server triggers request for Device Capabilities in GW

17 Request from Device Capabilities in Server to Device Capabilties in GW

18 Response from Device Capabilities in GW to Device Capabilties in Server

19 Device Capabilities confirmation triggers Status Management in Server

20 Status Management in Server responds to Status Management in GW

 21 Status Management in GW triggers Connection Setup

 22 Connection Setup in GW to Connection Setup in PNE
Change 3:  Insert the following into Appendix B
1.6 Service Consumption and Usage Statistics Flow (II)

[image: image2]
Figure 2. Service Composition and Statistics Generation Flow

1 Content Server reports Service to Service Publication in Server

2 Server Publication in Server updates Server Publication in GW

3 Service Publication in GW updates Service Publication in PNE

4 Service Publication in PNE triggers Content Client in PNE

5 Content Client in PNE requests content from Service Publication in PNE

6 Service Publication in PNE requests service from Service Publication in GW

7 Service Publication in GW requests content from Service Publication in Server

8 Service Publication in Server requests authorization of request from Authorization in Server

9 Authorization in Server requests status check and charging initiation from Charging in Server

10 Charging confirms account status to Authorization

11 Authorization confirms Authorization to Service Publication

12 Service Publication in Server triggers Connection Setup in GW
13 Connection Setup in GW triggers Connection Setup in PNE

14 Connection Setup in PNE responds to Connection Setup in GW

15 Connection Setup in GW triggers Connection Setup in Server

16 Connection Setup in Server sets up connection to Content Server

17 Content Server uses connection to deliver content to Content Client

18 Content Client triggers Usage Statistics (when an event occurs, for instance, when the viewing is concluded)

19 Usage Statistics in PNE filters statistics information

20 Usage Stattistics in PNE sends filtered statistics information to Usage Statistics in GW

21 Usage Statistics in GW filters the statistics information

22 Statistics information from GW is sent to Usage Statistics in Server 

23 Usage Statistics in Server applies filtering and readies statistics information for publsihing

24 Content Server requests statistics information from Usage Statistics function in Server

25 Usage Statistics Funciton in Server replies with statistics information.
Change 4:  Insert the following into Appendix B
1.7 Device Capabilities and Status Updated and Device Management Flow (III)

[image: image3]
Figure 3. Device Capabilities, Status Update, and Device Management Flow

1 Device Management Server sends Device Management update to Device Management in Server

2 Device Management in Server sends device management update to Device Management in GW

3 Device Management Function in GW sends update to Device Management Agent in PNE

4 Device Management Function in GW triggers Status Management to set Status to Offline

5 Status Management in PNE updates Status Management in GW

6 Status Management in GW updates Status Management in Server

7 Status Management in Server confirms update to GW

8 Status Management in GW confirms update to PNE

9 Status Management in PNE triggers Device Management Agent with received confirmed update

10 Device Management Agent in PNE installs device management update

11 Device Management Agent triggers Status management in PNE to set status to Online

12 Status Management in PNE triggers Status Management in GW

13 Status Management in GW triggers Status Management in Server

14 Status management update confirmed Server to GW

15 Status Management update confirmed GW to PNE

16 Status management update triggers update of Device Capabilities

This could also be done after step 13, if Device Capabilities are requested by Server

17 Device Capabilities in PNE updates Device Capabilites in GW

18 Device Capabilites in GW updates Device Capabilities in Server
Note: How this process is triggered is not discussed here

Change 5:  Insert the following into Appendix B

1.8 Providing Services from a PNE (IV)

[image: image4]
Figure 4. Providing services from a PNE

1. Alices PNE and Alices PN GW discover each other and registers this

2. Alices PN GW and Bobs CPNS Server discover each other and registers this

3. Bobs PNE and Bobs PN GW discover each other and registers this

4. Bobs PN GW and Bobs CPNS Server discover each other and registers this. 

After this, device capabilities are discovered as in flow I. This triggers a request for which services are provided by Bobs PNE from Bobs CPNS Server, since it discovers it has this capability: 

5. Bobs CPNS Server requests the Service Discovery Function to discover services in Bobs PNE

6. Bobs CPNS Server requests Bobs PN GW to provide information about services

7. Bobs PN GW queries Bobs PNE for services information. 

8. Bobs PNE responds with information about its services

9. Bobs PN GW updates Bobs CPNS Server with information about the services provided by Bobs PNE. 

10. Alices PNE requests a list of available services from Alices PN GW.

This could be automated or triggered by user interaction

11. Alices PN GW requests information about available services from Bobs PN Server

Potehtially, there could be requests to more than one server

There should be authentication and authorization here too, but I skipped this since it would not fit into the slide

12 Bobs CPNS Server replies with information about the services provided by Bobs PNE (strictly speaking, Bobs PN) to Alices PN GW
13  Alices PN GW updates Alices PNE with service information

14. Alices PNE thinks it wants to access services. 

 Alternatively (14a, 14b) there could be a user interaction

15. The Service Discovery function in Alices PNE requests a connection to be set up to Bobs PNE, so Alice can consume the service Bob is providing. 

16. Connection function in Alices PNE requests connection setup from Alices PN GW

17. Connection function in Alices PN GW requests connection setup from connection function in Bobs PN GW.

18. The Connection funciton in Bobs PN GW requests authentication of Alices PN GW from the Authentication Function

19. The Authentication Function in Bobs PN GW requests Authentication from Bobs CPNS Server

20. The Authentication Function in Bobs CPNS Server authenticates Alices PN GW and responds with the authentication to the authentication function in Bobs PN GW. 

21. The Authentication Function in Bobs PN GW responds to the Connection Function that Alices PN GW has been authenticated.  
22. The Connection Function in Bobs PN GW requests authorization for Alices PN GW to set up a connection to Bobs PNE to the Authorization Function in Bobs PN GW. 

23. The Authorization Function in Bobs PN GW requests authorization from the Authorization Function in Bobs CPNS Server

 24. The Authorization Function in Bobs CPNS Server authorizes Alice PN GW to access Bobs PNE, and replies to the Authorization Function in Bobs PN GW. 

25. The Authorization Function in Bobs PN GW replies to the Connection Function in Bobs PN GW that Alices PN GW is authorized.
26. The Connection Function in Bobs PN GW sets up a connection to the Connection Function in Bobs PNE. 

The service is somehow connected to the connection, but since the media flow is actually out of scope, it is sufficient to set up the connection. 

27. The Connection function in Bobs PNE confirms the connection to the Connection Function in Bobs PN GW. 

28. The Connection Function in Bobs PN GW confirms the connection to the Connection Function in Alices PN GW. 

29. The Connection Function in Alices PN GW confirms the connection to Alices PNE. 

30. The user can start enjoying the service.

Change 6:  Insert the following into Appendix B

1.9 Zone-based service (public PN GW and CPNS Server) (V)

[image: image5]
Figure 5. Sub-figure 1


[image: image6]
Figure 6. Sub-figure 2

1. Entity Discovery in Alices PNE discovers Entity Discovery in Public PN GW. 

2. Entity Discovery in Public PN GW registers Entity Discovery of Alices PNE with Entity Discovery in Public CPNS Server.

3. Entity Discovery in Public CPNS Server requests authentication of Alices PNE from Authentication Function. 

4. Authentication Function in Public CPNS Server requests authentication of Alices PNE from Alices Home CPNS Server. 

5. Alices Home CPNS Server authenticates Alice to the Public CPNS Server. 

6. Public CPNS Server Authentication Function confirms authentication to Public CPNS Server Entity Discovery Function.
7. Entity Discovery Function in Public CPNS Server provides information to Public PN GW about Public CPNS Server. 

8. Public PN GW provides information about discovered entities to Alices PNE. 

9. Entity Discovery Function in Public CPNS Server triggers Device Capability function. 

10. Since no informaiton is registered about Alices PNE, Device Capability function in Public CPNS Server requests device capability information, including any user profile information available, from Alices Home CPNS Server. 

The Public CPNS Server needs to be authenticated and authorized before this step takes place, but it is not shown in this flow, as it can be assumed to be a function of the startup of the server itself.
11. Device Capability function in Public PN CPNS Server receives device capability information from Device Capability Function in Alices Home CPNS Server. 

12. Device Capability function in Public CPNS Server requests device capability information regarding Alices PNE from Public PN GW. 

 13. Device Capability Function in Public PN GW requests device capability information from Device Capability Function in Alices PNE. 

14. Device Capability Function in Alices PNE returns device capability information to Device Capability Function in Public PN GW. 

15. Device Capability Function in Public PN GW updates the device capabilities information with current zone information (e.g. Position). 

16. Device Capability Function in Public PN GW sends the updated device capabilities information of Alices PNE to Public CPNS Server. 

17. Device Capability Function in Public CPNS Server requests status of Alices PNE from Status Function in Public CPNS Server. 

18. Status Function in Public CPNS Server requests status information for Alices PNE from Public PN GW. 

19. Status Function in Public PN GW requests status information from Status Function in Alices PNE.

20. Status Function in Alices PNE sends a status update to Status Function in Public PN GW. 

21. Status Function in Public PN GW sends an update of the status to the Public CPNS Server. 

22. Having discovered a new entity (the Public PN GW), the Entity Discovery Function in Alices PNE triggers the Service Discovery function in Alices PNE to make a request for available services from the Public PN GW. 

23. The Service Discovery Function in Alices PNE requests available services from the Service Discovery Function in the Public PN GW. 

24. The Service Discovery Function in Alices PNE requests available services for Alices PNE from the Service Discovery Function in the Public CPNS Server.
25. Service Discovery Function in Public CPNS Server returns a list of available services to the Service Discovery Function in the Public CPNS Gateway. 

26. Service Discovery Function in Public CPNS Gateway returns list of available services to Service Discovery Function in Alices PNE. 

27. Service Discovery Function in Alices PNE presents list to Alice, who makes a selection of a service for consumption. 

28. Service Discovery Function in Alices PNE triggers Connection Setup Function. 

29. Connection Setup Function in Alices PNE requests connection to Content Server from Connection Setup Function in Public PN GW. 

30. Connection Setup Function in Public PN GW requests authorization for Alice from the Authorization Function in the Public PN GW.
31. Authorization Function in Public PN GW requests authorization of Alice to use Service from Authorization Function in Public CPNS Server. 

32. Authorization Function in Public CPNS Server requests authorization for Alice to use Service in from Alices Home CPNS Server. 

33. Authorization Function in Alices Home CPNS Server responds positively with authorization to Authorization Function in Public CPNS Server. 

34. Authorization Function in Public CPNS Server responds positively with authorization to Authorization Function in Public CPNS Gateway.
35. Authorization Function in Public PN GW responds with authorization to Connection Setup in Public PN GW. 

36. Connection Setup in Public PN GW sets up connection with Connection Function in Public CPNS Server 

This happens to be the content server in this case, but in principle could be another server as well. 

37. Connection Setup from Public CPNS Server requests Connection Setup from Public PN GW. 

38. Public PN GW sets up connection to Alices PNE. 

39. Alice can enjoy the restaurant menu in her favorite language.   
End of change
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