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5 Reason for Change

This CR tries to add information for the Service Management function.
This CR lists:

· The definition/role of the function

· The description of the function

· The requirements in relation with the function 

This CR is a part of 11 CR. Each CR will specify each function of the CPNS enabler.

6 Impact on Backward Compatibility

N/A
7 Impact on Other Specifications

N/A
8 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

9 Recommendation

To the group to review this input and to agree to incorporate it in the CPNS AD.
10 Detailed Change Proposal

Change 1:  5.3.1 Functions
5.3.1.3 Service Management
This function is deployed in the CPNS PNE, CPNS PN GW and CPNS server.

This function can be used in both client-server deployments and peer-to-peer deployments. In client-server deployments, it can be used by both the client and server components.
This function is deployed in the CPNS entities and the PN GW for entities without CPNS features.

5.3.1.1.1 Definition/role
This function allows the PN User to manage the services performance and access in the CPNS enabler.
5.3.1.1.2 Description
This function does the following:
· Manages service performance and access

· This function enables a PN User to:

· Control how the services he has access to are performed, by setting thresholds for the usage of the CPNS Device capabilities, as reported through the Device Capabilities function, using the Device Management function

· Control access to the services, by setting access control lists or policies, using the Device Management function

This function interacts with the Service Publication and Reporting function, the Device Capabilities function, the Status Management function, and the Device Management function. 
End of change

Change 2:  Appendix C: <Additional Information>

C.1: Requirement and Functions
C1.1 Service Management
The Service Management allows supporting the following requirements:

· CPNS-HLF-005

The CPNS Enabler SHALL provide a means for describing the services that are offered by a CPNS Server or a PNE.

· CPNS-HLF-006

The CPNS Enabler SHALL enable a PNE to advertise the services that it offers to other PNEs.

· CPNS-HLF-007
The CPNS Enabler SHALL enable a PNE to discover and access the services that are offered by other PNEs belonging to the same or different PNs.
· CPNS-HLF-011
The CPNS enabler SHALL support the functionality for managing the service history of the PNE(s). (e.g. used for charging, resuming, and gathering statistics of services).

· CPNS-HLF-014

The CPNS enabler SHALL be able to request application, content and services from the content provider or service provider based on capabilities of PN GWs and PNEs
· CPNS-HLF-016

The CPNS enabler SHALL be able to specify the destination of services transmitted to PNE(s).

· CPNS-HLF-017

The CPNS enabler SHALL be able to invite the PNEs for a Service Group.

· CPNS-HLF-018

The CPNS enabler SHALL be able to create a Service Group for the PNEs.

· CPNS-HLF-020

The CPNS enabler SHALL support forwarding forwards the data to the specified PNEs in a same Service Group.

· CPNS-HLF-022

The CPNS Enabler SHALL support the PN to make its status available to other users. The PN status include (but not limited to) the status of each PNEs, provided services.
· CPNS-HLF-029

The CPNS enabler SHALL support the registration of PN and devices and services in the PN.
· CPNS- HLF-030

The CPNS Enabler SHALL support storing and maintaining the information of services, devices, and PN(s).

· CPNS- HLF-031

The CPNS Enabler SHALL support delivery of the information of devices and PN Inventory, when requested.

· CPNS- HLF-033

The CPNS enabler SHALL provide mechanisms to share services, data and applications only among members of the Service Group.
· CPNS- HLF-034

The CPNS enabler SHALL be able to remove a PNE from a Service Group.
· CPNS- HLF-035

The CPNS enabler SHALL be able to remove a Service Group.

· CPNS- INT-001

The CPNS Enabler SHALL allow users to access any service (i.e. user-managed or operator-managed services as well as 3rd party services) on any suitable device (i.e. a device matching the capabilities required to consume the service) and within any network island (e.g. home, car, hotspot, hotel, friend’s place or office).
· CPNS- INT-002

The CPNS Enabler SHALL be able to interoperate with consumer electronics devices, which are using well-established and widely deployed standards other than those specified in the CPNS Enabler for device discovery, device profile, and multimedia service delivery; and deliver multimedia services to and from them.

“Editors note: This requirement will be further detailed as the interoperability functionality is defined during the technical specification phase.”

 End of change
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