Doc#  OMA-CD-CPNS-2009-0060-CR_Connection_Management[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-CD-CPNS-2009-00x-CR_Functional_Connection Management_for_CPNS_architecture
Change Request



Change Request

	Title:
	Functional_Components_details_for_CPNS_architecture: Connection Management
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	CD/ CPNS group

	Doc to Change:
	OMA-AD-CPNS-V1_0-20090610-D.doc

	Submission Date:
	15/07/2009

	Classification:
	 FORMCHECKBOX 
 1: Major Change


	Source:
	Johan Hjelm johan.hjelm@ERICSSON.COM
Jean-François Deprun jfdeprun@lge.com


5 Reason for Change

This CR tries to add information for the Connection Management function.
This CR lists:

· The definition/role of the function

· The description of the function

· The requirements in relation with the function 

This CR is a part of 11 CR. Each CR will specify each function of the CPNS enabler.

6 Impact on Backward Compatibility

N/A
7 Impact on Other Specifications

N/A
8 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

9 Recommendation

To the group to review this input and to agree to incorporate it in the CPNS AD.
10 Detailed Change Proposal

Change 1:  5.3.1 Functions
5.3.1.1 Connection Management

This function is deployed in the CPNS PNE, CPNS PN GW and CPNS server.

This function can be used in both client-server deployments and peer-to-peer deployments. In client-server deployments, it can be used by both the client and server components.
This function is deployed in the CPNS entities and with entities without CPNS features. In the latter case, the native discovery process and connection management process of the entities will be applied (e.g. Bluetooth discovery, UPnP discovery, etc). The translation between the native discovery process and the CPNS discovery process is part of this enabler. 

5.3.1.1.1 Definition/role
This function is in charge of management of the logical connections between CPNS entities.
5.3.1.1.2 Description
This function allows the CPNS Enabler to 
· Get/send service management information and user data from/to other CPNS entities (Discovery and Delivery) using security features (authentication, authorization, encryption/decryption)).
· Save the service management information and user data
The connection information consists of the following events: 
Connection set up

State of the connections
Constraints/capabilities of the connections
· Manage the connection information and update it.

· Manage multiple simultaneous channels and subscriptions (start, stop, switch, charge)
· Manage Service Groups of CPNS entities
This function interacts with the Entity Discovery and Publication, Status Management, and Device Management
End of change

Change 2:  Appendix C: <Additional Information>

C.1: Requirement and Functions
C1.1 Connection Management
The Connection Management allows supporting the following requirements:

· CPNS-HLF-001
The CPNS Enabler SHALL be able to support multiple delivery channels in parallel from a PN Gateway to a PNE

· CPNS-HLF-010
It SHOULD be possible for the CPNS Enabler to be informed about the current operational mode of the CPNS devices (i.e. behavior as PNE or PN Gateway) so that the network resources could be employed properly. 
· CPNS-ADM-001 

Users SHALL have the possibility of multiple subscriptions with different service providers. For example, a user may own a mobile phone subscription with service provider A, while the in-car communication unit has been supplied as part of an agreement of the car manufacturer with operator B, and the family’s broadband access services are delivered by operator C.

· CPNS-INT-001

The CPNS Enabler SHALL allow users to access any service (i.e. user-managed or operator-managed services as well as 3rd party services) on any suitable device (i.e. a device matching the capabilities required to consume the service) and within any network island (e.g. home, car, hotspot, hotel, friend’s place or office).
· CPNS-INT-002 
The CPNS Enabler SHALL be able to interoperate with consumer electronics devices, which are using well-established and widely deployed standards other than those specified in the CPNS Enabler for device discovery, device profile, and multimedia service delivery; and deliver multimedia services to and from them.

· CPNS-SYS-001 
Be possible for CPNS to be deployed in Peer-to-Peer Networks.
 End of change
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