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1 Reason for Change

This change intends to align PN management in the OMA CPNS AD with general practice for PN management in OMA.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is recommended to implement the changes listed in section 6. 
6 Detailed Change Proposal

Change 1:  Include Personal Network Management in section 5.3.1.10 of the AD
5.3.1.10.3 Personal Network Management
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Figure 1. Personal Network Management Components in CPNS

The CPNS Enabler manages Personal Networks (PN), where one PN GW manages a number of PNEs. Personal Networks are managed by the Connection Management function in the CPNS Server and PN GW. Every PN has an identity in CPNS, which makes them addressable (see section 5.3.1.12.8 CPNS Identity Model). 
5.3.1.10.3.1. Personal Network Membership

As described in section 5.3.1.10.3.4.1.1, there are two types of group management in CPNS: List-based group membership management; and policy-based group membership management (and a third, which is a combination of the two). 

Membership in the PN may be decided from the start by the PN Owner, and stored as a list of the PN membership; or the PN Owner may decide that the PN has an open membership (perhaps with conditions), and create a policy for the membership. In the former case, PN membership lists can be provisioned based on membership conditions, such as device capabilities etc. 

5.3.1.10.3.2. Personal Network Management Elements

For each PN, there is a PN Owner, who is the CPNS User which owns the PN. The PN Owner can access the Membership Database and the Policy Database in the CPNS Server.

The PN GW is responsible for the enforcement of the PN membership constraints, as described in section 5.3.1.12.1.7 (“Group Service Security Mechanism”). This makes it a Policy Enforcement Point (PEP), which enforces the policies received from the PN Manager. 
Each PN has a PN Manager, which is a CPNS Server responsible for the management of the PN membership. The PN Manager also authorizes all changes in PN membership against the PN policy and updates the membership list, which can be done automatically. The PN Manager also acts as a Policy Decision Point, accepting the policies from a storage that the PN Manager has declared valid, inside or outside CPNS Server (e.g., in the XDMS, PEEM, or other policy enabler) and forwards the policies to the Policy Enforcement Point.
The membership and policies of the group are synchronized between CPNS Server and the PN GW, specifically between the Policy Decision Point and Membership Database in the CPNS Server, and the Policy Enforcement Point in the PN GW. 
The initial policies and initial PN Membership Lists are provisioned by the Operator. Provisioning, synchronization and the lists and policies provisioned is conditional on contextual information, such as device capabilities etc. 

5.3.1.10.3.3. Use of XDMS

Optionally, the Membership Database and the policies are synchronized with the XDMS over interface XDM-3i and XDM-5i. This synchronization is done through an XDMC in the CPNS server. The synchronization does not have to be instantaneous, but can be periodic (i.e. the PN Manager may be disconnected from the XDMS for a duration of time before the update is actually done) or based on critical changes, according to the policies. 
The PN Owner can also access the group membership list and policies in the XDMS, either using the XDMC in the CPNS Server (i.e. updating the membership in the XDMS, then synchronizing it with the server); or using a user interface on an authorized PNE to create updates of the membership list or policy, which are then synchronized with the XDMS through the XDMC. 
End of change
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