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5 Reason for Change

This CR is to address requirements CPNS-HLF-001, HLF-002, HLF-019 and HLF-033 on content delivery and multiple channels. 
	CPNS-HLF-001
	The CPNS Enabler SHALL be able to assure that multiple Delivery Channels are supported by CPNS entities in parallel.
	CPNS 1.0

	CPNS-HLF-002
	The CPNS Enabler SHALL enable the CPNS User to manage these different multiple channels, i.e. to stop, start and switch between them.
	CPNS 1.0

	CPNS-HLF-019
	The CPNS Enabler SHALL be able to support simultaneous delivery to different PNEs
	CPNS 1.0

	CPNS-HLF-033
	The CPNS Enabler SHALL be able to support forwarding of content from one PNE to another or to multiple PNEs
	


6 Impact on Backward Compatibility

N/A
7 Impact on Other Specifications

N/A
8 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

9 Recommendation

To the group to review this input and agree to incorporate in the CPNS AD.
10 Detailed Change Proposal

Change 1:  5.3.1 Functional Components
5.3.1.1 CPNS Server

The CPNS Server is a CPNS enabler component that resides in the core network for the client-server implementation and performs the following actions: 

· Service publication and Discovery function

· Service and Content Delivery
· Through single channels
· Simultaneously to multiple different PN GWs
· Through multiple channels
· Simultaneously to the same PN GW
· Service Management

· Connection Management 

· Security-related functions

· PN/PNE discovery and registration

5.3.1.2 PN GW

The PN GW is a CPNS enabler component that performs the following actions: 

· Service publication and Discovery function

· Service and Content Delivery/Forwarding
· Through single channels
· Simultaneously to multiple different PNEs
· Through multiple channels

· Simultaneously to the same PNE
· Storing and Notification of Device Capabilities

· Usage Statistics Collection and Reporting

· PN/PNE discovery and registration

· Service Management

· Connection Management 

· Security-related functions

5.3.1.3 PNE

The PNE is a CPNS enabler component that resides on the personal network side (and performs the following actions: 

· Service publication and Discovery function

· Service and Content Delivery/Forwarding
· Through single channels
· Simultaneously to different PNEs
· Through multiple channels

· Simultaneously to the same PNE
· Notification of Device Capabilities (Notifies the PN GW of the capabilities of the device in which PNE is deployed)

· Usage Statistics Collection and Reporting

· PN/PNE discovery and registration

· Service Management

· Connection Management 

· Security-related functions

Change 2:  5.3.2 Functional Interfaces
5.3.2.1 CPNS-1
This is an interface exposed by the PN GW to the PNE. The PNE uses this interface to request from PN GW access to services and service information (HLF-003]; [HLF-013];[ CPNS-AUC-001]. 

This interface can be used for additional functions, such as sending information on service publication offered by PNEs, reporting data usage, reporting device capabilities of the PNEs etc.[HLF-003];[HLF-013] 

Authorization and authentication upon requests from PNEs to access services can be realised through this interface. [CPNS-AUC-001];[CPNS-AUZ-001]
 In addition, this interface can also be used by the PN GWs, to create Service groups upon PNEs requests.

This interface is also used for content provision from Content Server through CPNS Server and PN GW upon the request from PNEs and for the content provision created by CPNS users.
CPNS-1 is also used for channel administration, i.e. start, stop and switch between the channels
[Note: we may have a separate interface for just content provision].
Change 3:  5.3.2 Functional Interfaces
5.3.2.2 CPNS-2
This is an interface exposed by the CPNS Server to PN GW. PN GW uses this interface to forward the requests from PNEs to CPNS Server about services and service information and for obtaining those services.. 
This interface can also be used for additional functions, such as forwarding information on services offered by PNEs, reporting device capabilities of the PNEs etc. 

In addition, this interface can also be used by the CPNS Server to send information about the specific content, such as a movie is for 18+, then subscription information etc. upon forwarded requests on behalf of PNEs.

Again, this interface is also used for content provision from Content Server through CPNS Server upon the forwarded request from PNEs 
CPNS-2 is also used for forwarding channel administration requests, i.e. start, stop and switch between the channels, on behalf of the CPNS user
[Note: we may have a separate interface for just content provision].
Change 4:  3.2 Definitions
Addition of Channel definition
	Channel
	See definition for Delivery Channels [CPNS-RD]
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