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	Source:
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1 Reason for Change

To close the ADRR comment A102.
	A102
	2010.04.09
	E
	5.3.1
	Source: Samsung
Form: INP

Comment: CPNS Entity is not the function. Functional components section includes CPNS entities and functions. However the section mixed up both of them in one section. 
Proposed Change: separate  sections such as CPNS Enenties and functions under functional components section. 

	Status:OPEN

Agreed to separate the sections.

5.3.1. Functional components

5.5. Functional Modules

AI on Jeonghoon to include this in the CR-#107.


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree on this CR and incorporate it into the CPNS AD
6 Detailed Change Proposal

Change 1:  Keep only three functional components in the section 5.3.1.
5.3.1. Functional Components
This section describes the OMA CPNS v1.0 functional components.

5.3.1.1  CPNS Server

The CPNS Server is a CPNS enabler component that resides in the core network performs the following functions: 

· Device Capabilities
· Usage Statistics Collection & Reporting
· Service Publication & Discovery
· Service Management

· CPNS Entity Discovery & PN Registration
· Service and Content Delivery
· PN Management

· Service Group Management

· Security-related functions

· 
· 
· 
· 
· 
· 
5.3.1.2  PN GW

The PN GW is a CPNS enabler component that performs the following functions: 

· Device Capabilities
· Device Management
· Status management
· Usage Statistics Collection & Reporting
· Service Management

· CPNS Entity Discovery & PN Registration
· Service and Content Delivery
· PN Management

· Service Group Management

· Security-related functions


· 
· 
· 
· 
· 
· 
· 
· 
5.3.1.3  PNE

The PNE is a CPNS enabler component that resides on the personal network and performs the following functions: 

· Device Capabilities
· Device Management
· Status management 
· Usage Statistics Collection & Reporting
· Service Management

· CPNS Entity Discovery & PN Registration
· Service and Content Delivery
· PN Management

· Service Group Management

· Security-related functions

· 
· 
· 
· 
· 
· 
· 
· 
NOTE : Please refer the section 5.5. for the details of each functions.

Change 2:  Move all the Functional Modules to the section 5.5 and Re-order 
5.5. Functional Modules

5.5.1 Device Capabilities
5.5.1.1 Definition/role

This function is used for management and dissemination of the capabilities of each device.

5.5.1.2. Description

This function permits the collection and delivery of information about the static parameters of the device as shown below.

· Device type, e.g. 3G handset, MP3 player, Settop Box…

· Hardware characteristics of a device, e.g. the size of the screen, the size of the battery, the type of µprocessor, the size of the memory, the type of chipset (main chipset, accelerator chipset, network chipset…)

· Software characteristics of a device, e.g. Installed applications, the version of the applications, the drivers for the hardware components, the versions of the drivers…

This function also permits the collection and delivery of information about dynamic parameters of the device as shown below. 

· Current network characteristics of a device, e.g. UMTS network, CDMA, GSM, WIFI, Bluetooth, NFC…

· Current hardware status, e.g. Currently available memory, current estimated remaining battery time, etc. 

· Current software status, e.g. Currently running applications, currently active drivers, etc. 

5.5.2. Device Management

5.5.2.1 Definition/Role

This function enables device management for PN GW and PNE. 

5.5.2.2 Description

This function allows PNE to be managed by interaction with Device Management (DM) server. The device management of PNE is performed through PN GW. PNE MUST deploy DM client for the device management. PN GW interacts with DM server. For the purose of device management, PN GW may forward DM messages between DM server and PNE or may convert DM messages between DM Server and PNE. The examples of device management are firmware update, software update, device capability configuration and so on. 
NOTE 1: How to Interactwith Device Management server is out of CPNS scope.NOTE 2: the Device Management follows the specification of [DM-AD].
5.5.3. Status management
5.5.3.1 Definition/role

This function provides a means for CPNS entities to publish, collect, subscribe to and notify the status of the CPNS entities.
5.5.3.2 Description

This function allows following status management functions.
· Status information report
· In response to status information retrieval request, status information can be reported to requester.
· Under certain circumstances triggered by a specific event (threshold hit, etc.), status information can be reported to target CPNS entity.

· Setting the policy based on request from CPNS entities, who want to be notified of specific event occurrence
· In occurrence of the event, status information is reported to the CPNS entity who requests the policy based status information report 
This function provides information about:

· The presence of PNE and PN GW

· Their status (Online, Offline, Busy, Indeterminate Current mode, etc)
5.5.4 Usage Statistics Collection & Reporting
5.5.4.1 Definition/role

This function is used to collect, summarise, and report the use of the services in the CPNS Entity; and the device capabilities applied when the services are consumed.
5.5.4.2 Description

This function allows:

· The collection of all the information from the devices about the service usage and the device capabilities and status during the service usage

· Applying user preferences for usage statistics reporting of each service consumption (e.g. IPTV viewing is not allowed to be reported, but game play is) 

· Reporting to the CPNS server(s) and external entities according to the user preferences as required.

5.5.5. Service Publication & Discovery

5.5.5.1 Definition/role
The Service Publication and Discovery function provides the means by which service description information is published by external entities and PNEs and subsequently can be discovered by PNEs through the CPNS server.  
5.5.5.2 Description
This function performs following sub-functions:

· Publish service description information
· Discover and retrieve service description information
The Service descriptions of service offered by PNE or external entities (e.g., an application/content server owned by the service provider or a 3rd party provider) mainly contain information such as;
· what services are available to CPNS user, which also include information such as 
· source (i.e., CPNS entity identification, service identification, service requirement or capability of device hosting the service ) of the service
5.5.5.3 Service Publication and Discovery Function in the PNE

Publication and Discovery Function on PNE performs the following sub-functions::

· Publication of service description information to CPNS server.
· Discovery and retrieval of relevant service description information without employing keyword search and optionally with employing keyword search
5.5.5.4 Service Publication and Discovery Function in the PN Gateway

The PN GW performs the following sub-functions:

· Forwarding services description information for service publication to the CPNS server
· Forwarding service discovery related query to the CPNS server 
· Relaying response to the queries back to the service consumer
5.5.5.5 Service Publication and Discovery Function in the CPNS Server

The CPNS Server performs the following sub-functions:

· Storing service description information 
· Responding to the service discovery related query with relevant service description information.
5.5.6 Service Management

5.5.6.1 Definition/role

This function allows the management of services operation and access in the CPNS enabler.

5.5.6.2 Description

This function does the following:

· Manages service operation and access

· This function enables:

· Controlling how the services are performed, based on Device capabilities, as reported through the Device Capabilities function.

· Controlling access to the services, based on access control lists and/or policies.

5.5.7 CPNS Entity Discovery & PN Registration
5.5.7.1 Definition/Role

This function enables discovery of available CPNS role among CPNS Entities and registration of the Personal Network for CPNS Service.

NOTE: Discovery function in CPNS Enabler does not mean searching physical devices in PAN area. PAN technologies are responsible for searching physical devices.  

5.5.7.2 Description

This function facilitates discovery of CPNS Entities by other CPNS Entities and PN to be registered to CPNS Server. With the discovery function, a CPNS Entity knows the role of other CPNS Entities. 
NOTE: in the case of discovery, CPNS server is not included in the CPNS Entities.

This function facilitates registration of information of PNE(s) and PN GW in PN Inventory stored in CPNS Server.
5.5.8 Security

5.5.8.1 Definition/role
The function provides the means to ensure security in CPNS such as authentication, authorization, data integrity and data confidentiality. If security mechanism is provided by underlying network infrastructure (e.g., cellular system) and its security level is sufficient, the function can utilize them.
5.5.8.2 Description
The function in each CPNS Entity performs the following security operations. Depending on security mechanisms provided by underlying network, part of the following operations can be achieved by underlying network. 

· Each CPNS Entity authenticates and authorizes CPNS Entity connecting through CPNS interface. 
· Each CPNS Entity ensures data authenticity, integrity and confidentiality of the communication through the interface. This can be done by establishing secure session (e.g. SSL/TLS session) between CPNS Entities.
· CPNS Server or PN GW provisions an Entity-User Key in CPNS Entity. For secure key provisioning, key provision signalling is intermediated by PN GW connected to secure underlying network. 
· CPNS Server or PN GW creates, deletes and updates a Group Key when Service Group is created, deleted and its membership is updated, respectively. It also distributes the Group Key to group members by either of push or pull based method in a secure manner.
5.5.9 Charging

This function can be deployed in the CPNS server.
5.5.9.1 Definition/role

This function allows charging for use of the CPNS enabler, by re-using the OMA Charging Enabler [1].
5.5.9.2 Description

This function does the following:

· Interfaces to the OMA Charging Enabler

· This function enables:

· Input regarding Chargeable Events to the Charging Enabler over interfaces CH-1 and CH-2 .

5.5.10 Service/Content Delivery
5.5. 11 Non-CPNS Device Proxy

To connect devices which support functionality to consume services provided through CPNS, but which do not have the capacity to communicate using the protocols defining CPNS, this document defines a “non-CPNS device proxy”. This is a proxy that allows the user to use suitable devices, for instance those supporting UPnP [1] and DLNA [2]; and Bluetooth, to consume services provided using CPNS. 

The proxy is implemented in the PN Gateway. The purpose of the proxy is to make the devices look like CPNS PNEs when viewed from the CPNS Enabler. In the case of UPnP/DLNA, this is done by mapping the required CPNS functionality to the relevant UPnP/DLNA functions. 

Change 3:  etc

<insert change info here>
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