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Reason for Change
	
This CR will add the diagram flows of the Capability Management Request.
In the AD:
“This function permits the collection and delivery of information about the static or rarely changed parameters of the device as shown below.
· Device type, e.g. 3G handset, MP3 player, Settop Box…
· Hardware characteristics of a device, e.g. the size of the screen, the size of the battery, the type of µprocessor, the size of the memory, the type of chipset (main chipset, accelerator chipset, network chipset…)
· Software characteristics of a device, e.g. Installed applications, the version of the applications, the drivers for the hardware components, the versions of the drivers…
This function also permits the collection and delivery of information about dynamic parameters of the device as shown below. 
· Current networks that the device connects to, e.g. UMTS network, CDMA, GSM, WIFI, Bluetooth, NFC…
· Current hardware status, e.g. currently available memory, current estimated remaining battery time, etc. 
· Current software status, e.g. currently running applications, currently active drivers, etc. 
In addition, this function collects, updates and manages the device capabilities in the way suitable for the CPNS service
OMA DPE Enabler facilitates the delivery of device capabilities, both static and dynamic device information to the CPNS server.
CPNS Enabler when appropriate may use DPE Enabler to make available the static and dynamic device information. If and when implemented OMA DPE Enabler can interact with the CPNS Enabler via the interfaces defined by the OMA DPE Enabler.
“

This CR specifies the different process to check the capability of PNE, GW and No-CPNS Entity when the DPE is not used.
Impact on Backward Compatibility
None
Impact on Other Specifications
None
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
Review and approve the proposed change in this CR for incorporation into the CPNS TS Sd.
Detailed Change Proposal
Proposal of the flow on 
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The Device Capability provides information to the CPNS Enabler about (see AD):
· The static or rarely changed parameters of the device. For example:
· Device type, e.g. 3G handset, MP3 player, Settop Box…
· Hardware characteristics of a device, e.g. the size of the screen, the size of the battery, the type of µprocessor, the size of the memory, the type of chipset (main chipset, accelerator chipset, network chipset…)
· Software characteristics of a device, e.g. Installed applications, the version of the applications, the drivers for the hardware components, the versions of the drivers…
· The dynamic parameters of the device. For example:
· Current networks that the device connects to, e.g. UMTS network, CDMA, GSM, WIFI, Bluetooth, NFC…
· Current hardware status, e.g. currently available memory, current estimated remaining battery time, etc. 
· Current software status, e.g. currently running applications, currently active drivers, etc. 

It is also possible to have a No-CPNS Entity connected to a GW and using some CPNS features. In this case also the Device Capabilities or a part of the Device Capabilities can be used by the CPNS enabler.

The dynamic parameters can be updated in the CPNS enabler by 2 ways:
· After each modification of the Device Capabilities
· Periodically.

The CPNS enabler can work with No-CPNS Entity.
Note: A No-CPNS Entity is a device without CPNS Agent. A CPNS agent allows the communication between CPNS Entity. An example of a No-CPNS Entity could be a MP3 Player without CPNS Agent.
In the case of a PN GW communicates with No-CPNS Entity, the CPNS enabler can have some Device Capabilities information of this No-CPNS Entity. This case is described below.
Four diagram flows describes the Device Capability process:
· Device Capability with CPNS Entities:
· Initialisation
· Running Capability process
· Device Capability with No-CPNS Entities:
· Initialisation
· Running Capability process


First diagram flow: Initialisation with CPNS Entities (GW and PNE)





Examples of the RefreshTimes could be:
· A time: the Capability is sent periodically; this time defines the period
· After modification of the Capability
· Immediate Answer
Several different RefreshTimes exists; it is possible to have one RefreshTime for each dynamic parameter.
CapabilityFlags allows to select which parameter will be checked and sends to the CPNS server. 

For the GW:
1. The CPNS Server sends a CapabilityRequest message to the GW.
2. The GW will answer with all its own Capabilities (Device type, Hardware characteristics, Software characteristics, currently available memory, current estimated remaining battery time…..)
3. With this information, the CPNS server (and also the Application server if needed) selects which Capabilities it wants to check. To select which capabilities it wants the CPNS server uses the CapabilityFlag. With the RefreshTimes the CPNS server can select if it wants this information periodically or after each modification. Each capability has its own RefreshTime. The CPNS server sends a CapabilityRequest with these information.
4. The GW stores this information.


For the PNE:
1. The CPNS Server sends a CapabilityRequest message to the PNE.
2. The GW forwards the message
3. The PNE will answer with all its own Capabilities (Device type, Hardware characteristics, Software characteristics, currently available memory, current estimated remaining battery time…..)
4. The GW forwards the answer
5. With this information, the CPNS server (and also the Application server if needed) selects which Capabilities it wants to check. To select which capabilities it wants the CPNS server uses the CapabilityFlag. With the RefreshTimes the CPNS server can select if it wants this information periodically or after each modification. Each capability has its own RefreshTime. The CPNS server sends a CapabilityRequest with this information.
6. The GW forwards the message
7. The PNE stores this information.


Second Diagram flow: After the initialisation, the CPSN Entity will send its Capabilities in function of the RefreshTimes and CapabilityFlag.





For the GW:
1. After an internal process in the GW, in function of the RefreshTimes parameter and/or CapabilityFlag the GW will send to the CPNS Server the capabilities selected.
2. The GW sends to the CPNS Server its capabilities selected.

For the PNE:
1. After an internal process in the PNE, in function of the RefreshTime parameter and/or CapabilityFlag, the PNE will send to the CPNS Server the capabilities selected. 
2. The PNE sends to the CPNS Server its capabilities selected
3. The PN GW forwards the CapabilityState message.

It is possible to have some capability information of a No-CPNS Entity.
For example the GW communicates with a Bluetooth protocol. In this case the GW can ask to know the BT profiles used by the No-CPNS Entity.

Third diagram flow: Initialisation with no-CPNS Entities. In these diagram flows, the GW was already initialized.






For the No-CPNS Entity:
1. The CPNS Server sends a CapacityRequest message to the GW with the ID of the CPNS Entity aimed.
2. The PN GW uses its proxy process to translate the CPNS Server Request to PNE#1 specific commands
3. This communication is not a CPNS communication. The GW and PNE #1 communicates together. The PN GW#2 fetches PNE#1 capabilities.
4. The GW#2 send all this information to the CPNS Server.
5. With this information, the CPNS server (and also the Application server if needed) selects which Capabilities it wants to check. To select which capabilities it wants the CPNS server uses the CapabilityFlag. With the RefreshTimes the CPNS server can select if it wants this information periodically or after each modification. Each capability has its own RefreshTime. The CPNS server sends a CapabilityRequest with this information.
6. The GW stores this information

Fourth Diagram flow: After the initialisation, in function of the RefreshTimes parameter and CapabilityFlag parameters, the GW will check the No-CPNS Entity.






These 2 flows describe 2 different cases:
1) The first flow describes the case when the GW checks the capabilities of the PNE#1 after the time out of the RefreshTimes and in function of the CapabilityFlag. This RefreshTimes and CapabilityFlags were programmed by the CPNS server.
2) The second flow describes the case when the GW checks the capabilities of the PNE because this GW detects a modification of the capabilities of the PNE.

The first flow:
1. The RefreshTimes Period run over time and starts the process to check the capabilities of the No-CPNS Entity.
2. This communication is not a CPNS communication. The GW and PNE #1 communicates together. The PN GW#2 fetches PNE#1 capabilities.
3. The GW sends the Capabilities of the PNE to the CPNS server.

The second flow:
1. This communication is not a CPNS communication. The GW detects a modification of the capabilities of the No-CPNS Entity). The PN GW#2 fetches PNE#1 capabilities.
2. The GW uses the CapabilityFlag to know which information it has to send to the CPNS Server.
3. The GW sends the Capabilities of the PNE to the CPNS server.
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