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Reason for Change
	
This CR will add the diagram flows to describe the assignment of the identifier for each CPNS Entity.
To improve the CPNS Enabler, each CPNS Entity will have a unique identifier.
This CR describes how the CPNS Entity will have an unique identifier.

Impact on Backward Compatibility
None
Impact on Other Specifications
None
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
Review and approve the proposed change in this CR for incorporation into the CPNS TS Sd.
Detailed Change Proposal
Proposal of the flow on 

[bookmark: _Toc264551656]5.5 Unique Identifier
PNE, PN GW and CPNS Server are CPNS Entities.
A current mode of a CPNS Entity can be a PNE and after a PN GW. This mode will change in function of its behaviour and in function of the CPNS Server commands.
The characteristics, the mode and the status of a CPNS Entity will be saved in the CPNS Server.
To simplify the working of a CPNS Enabler, each CPNS Entity will have an unique identifier.
This identifier allows to identify without doubt a CPNS Entity and to find easily its characteristics, the mode and the status saved in the CPNS Server.
The CPNS Enabler uses the Universally Unique IDentifier (UUID) URN Namespace specified in the RFC4122.
This specification defines a Uniform Resource Name namespace for UUIDs (Universally Unique IDentifier), also known as GUIDs (Globally Unique IDentifier).  A UUID is 128 bits long, and can guarantee uniqueness across space and time.
The RFC 4122 specifies three algorithms to generate UUIDs: the first leverages the unique values of 802 MAC addresses to guarantee uniqueness, the second uses pseudo-random number generators, and the third uses cryptographic hashing and application-provided text strings.

The calculation of the UUID is out of the scope of this document.

Three ways is used to allocate UUID to a CPNS Entity:
· The manufacturer or supplier deliver one unique UUID for each CPNS Entity
· The CPNS Entity calculates its own UIDD 
· The CPNS Server calculates the UUID for each PNE and GW after its first connection


5.5.1 Allocation: Manufacturer/Supplier allocation

When a manufacturer or a software supplier sell a CPNS Entity or a CPNS Agent, the UUID is already inside.
This UUID cannot be modified. 
Each manufacturer or software supplier has its own list of UUID delivered by an Authority.
The manufacturer or software supplier can be identified by the UUID.





1. The CPNS feature is running for the first time in the PN GW..
2. The PNE/PN GW sends its UUID to the CPNS server.
3. The CPNS server stores the UIDD
4. CPNS server sends the Answer OK.

After the CPNS server will send request about characteristics, mode… of the PNE/PN GW.

5.5.2 Allocation: PNE/PN GW calculation
This process allows for the CPNS Entity to calculated or add some specific information in its UIDD (as a manufacturer number)

This process is the same for PNE or PN GW.
The CPNS activation can be done by:
· User command
· External request (from PN GW , PNE, CPNS server or other)
· Wake up software

When the UUID of the device or of the CPNS agent is not already inside the device or inside the software, the CPNS Entity will calculate its own UUID







5. The CPNS feature is running for the first time in the PN GW. The PN GW hasn’t UUID.
6. The PNE/PN GW calculates its own UUID.
7. The PNE/PN GW sends its UUID to the CPNS server.
8. The CPNS server checks if this UUID already exists.  If yes, the CPNS Server send a request to the PNE/PN GW to send another UUID
9. The CPNS server stores the UIDD
10. CPNS server sends the Answer OK. 
11. The PNE/PN GW stores its UUID.

After the CPNS server will send request about characteristics, mode… of the PNE/PN GW.

5.5.3 Allocation: Server calculation
When the UUID of the device or of the CPNS agent is not already inside the device or inside the software, the CPNS Server  will calculated the UUID of each CPNS Entity.
This process is the same for PNE or PN GW.

The CPNS activation can be done by:
· User command
· External request (from PN GW , PNE, CPNS server or other)
· Wake up software

The CPNS server calculates the UUID:





1. The CPNS feature is running for the first time in the PN GW. The PN GW hasn’t UUID.
2. The PNE/PN GW sends a request to the CPNS server to have an UUID.
3. The CPNS server calculates an UUID.
4. The CPNS server stores the UIDD
5. CPNS server sends the Answer with the UUID. 
6. The PNE/PN GW stores its UUID.
After the CPNS server will send request about characteristics, mode… of the PNE/PN GW.
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