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1 Reason for Change

The intention of this CR is the followings

· To propose CPNS introduction text in section 7.1 Existing Work Items; and

· To propose editor’s note for candidate future work related to CPNS in section 7.2 Potentially Future Work

2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree on proposal. 
6 Detailed Change Proposal

Change 1:  CPNS description to Existing Work Items section
7. OMA and M2M Standardization
7.1  Existing Work Items
7.1.1 Converged Personal Network Service (CPNS)
OMA CD CPNS has started in October 2008 to develop proper protocol and command sets for the converged network. CPNS SWG has finished the RD and AD specification and now working on TS. 

The motivation for this work item is that nowadays various kinds of new mobile services have been developed with increasing implementations of PAN technology such as Bluetooth, NFC, ZigBree and UWB. These services forms the converged network which converges WAN (e.g., cellular network) and the PAN together. To support and invigorate these various new services and to solve the relevant IOT issues between diverse solutions and systems, the standardization work for a new data services are seriously necessary. 
The CPNS SWG has completed RD work in 2009 and the use-cases are clustered into few domains as follows. 
Convergence of WAN and PAN. The basis of CPNS where PNGW and PNE forming a PN and having interaction with CPNS Server located in WAN, requested service/contents are delivered to the PNE(s) such as car navigation service on PNE via PN GW (e.g., mobile phone).The definition of PN is a collection of devices available to a CPNS User to consume and produce Services. All devices within a PN can be linked to a PN GW. A PN is a non-static collection and will vary over time. A PN consists at a minimum of a device acting in PN GW mode and another device acting in PNE mode according to [CPNS RD].
Convergence of WAN and PAN with zone based concept. The distinction of zone based concept is able to cover specific location (e.g., restaurant and campus) and the zone may rely on a PAN infrastructure (e.g., Bluetooth range, WiFi range) for its coverage. PN with PN GW and PNE is established within the zone. When new PNE enters the zone PN is updated as necessary and when PNE move out from the zone PN is updated as necessary. 

· Convergence of WAN and PAN with Service Group concept. The definition of Service Group is a set of PNE(s) and PN GW(s) that share Services, data and application between themselves according to [CPNS RD], so the use-case for Service Group concept is e.g., game service where sharing service over multiple PNs. Unlike PN, Service Group is not restrictive in the number of PN GWs where the Service Group can form its group with multiple PN GWs.  
· Convergence of WAN and PAN with remote PNE connection concept. The distinction of remote PNE connection is the entity hosting service/content hosting the service/content is the PNE resides in a PN. With support of CPNS Server, more than one PN is connected and PNE in one PN can provide service/content to PNE resides in the other side of PN. For example, health care service may utilize this concept in which remote monitoring service monitors/diagnoses patient health and fitness information and possibly triggers an alarm when life threatening situation encounters such as detecting extremely high blood pressure. The remote PNE connection concept can be applied to general consumer service such as mobile phone requesting printer for its printing service and media streaming service where a mobile phone requesting specific media content from laptop resides in different PN. 
The CPNS SWG has completed AD work in 2010. The reference model defined in the AD is the following.
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 Figure x: CPNS Architecture Diagram

Briefly introducing, CPNS AD defined twelve functional modules as follows. For more detail description can be found in [CPNS AD]. 

Device Capabilities. This function is used for delivering and managing the information of CPNS device capabilities, e.g. hardware and software characteristics of each device in the PN.
Device Management. This function enables device management for PN GW and PNE.
Status management. This function provides a means for CPNS entities to publish, collect, subscribe to and notify the status of the CPNS entities.
Usage Statistics Collection & Reporting. This function is used to collect, summarize, and report the use of the services in the CPNS entity and the device capabilities applied when the services are consumed. 
Service Publication & Discovery. The Service Publication and Discovery function provides the means by which service description is published by external entities and PNEs and subsequently can be discovered by PNEs through the CPNS server.  
CPNS Entity Discovery & PN Registration. This function enables discovery of the current operational CPNS Mode (PNE or PN GW) in a device and registration of the Personal Network for CPNS Services. NOTE: The searching for PAN devices in the physical layer is the role of PAN technologies. This Discovery function in CPNS Enabler can trigger the physical searching of PAN technologies.
Security. The function provides the means to ensure security in CPNS such as authentication, authorization, data integrity and data confidentiality. If security mechanism is provided by underlying network infrastructure (e.g., cellular system) and its security level is sufficient, the function can utilize security mechanism provided by underlying network infrastructure.
Charging. The charging of CPNS service is realized by the interaction with the OMA Charging Enabler.
Service/Content Delivery. The Service/Content Delivery function facilitates the delivery of service/content. Sub-features include establishing a delivery channel between the source and recipient, invoking Services based on device capability, Service Control (e.g. start, stop), two Service/Content  delivery modes: Push/ Pull, supporting single/ multiple channels, aggregation and distribution in the Service Group, supporting of Multiple channel to same PNE or different PNE(s) simultaneously.
Non-CPNS Device Proxy. This is a proxy that allows the user to use suitable devices, e.g. devices supporting UPnP, DLNA and Bluetooth, to consume provided CPNS services.
Service Group Management. This function provides the means to manage a Service Group.
PN Management. This function provides the means to manage a Personal network, and to update PN Inventory.
Change 2:  CPNS description to Potentially Future Work section
7.2 Potentially Future Work

7.3 CPNS v1.0 left over
Editor’s note:
CPNS v1.0 does not address the requirements that were deferred for future releases, such as requirements on peer-to-peer implementation, charging third parties for delivering the information to them and etc. Currently deferral of requirements is under discussion among CPNS members. After completion of gap analysis done in section 6, from the list of deferred requirement the potential future work may be chosen. If none this sub-section for CPNS SHALL be deleted. 
Change 3:  Referencing CPNS
8. References
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