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5 Reason for Change

This CR is to provide an overview for CPNS transport protocols and associated interfaces.
As it is known within the group, CPNS enabler is an enabler on the application layer and as such agnostic to underlying transport technologies, but it is recommended that most suitable transport technology is identified and is endorsed as a default implementation.

Having said this, this input contribution provides an overview of the bindings between HTTP and the associated interfaces. 

It should be decided within the group whether this CR is for section 8 or section 10. 
This revision takes into account the comments and the feedback from the Budapest meeting.

Also this takes into account some offline comments from different companies
Revision R02 was on hold until the agreement within the group was reached. Now, with the agreement to have all three proposed transport protocols as optional protocols for CPNS and with the possibility to postpone for the next release, there is a need to further modify this input and reflect the changes.  
6 Impact on Backward Compatibility

N/A
7 Impact on Other Specifications

N/A
8 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

9 Recommendation

To the group to review this input and agree to incorporate in the CPNS Core specification.
10 Detailed Change Proposal

Change 1:  Transport protocol bindings
5. CPNS Transport Protocols
9..1 Overview of transport protocols bindings for CPNS
This section describes transport protocols for CPNS enabler that are independent of the underlying layer. 


The following sub-sections define the transport protocol bindings for CPNS. 

5.2 HTTP bindings
CPNS-1: HTTP protocol is an optional protocol for CPNS, but if implemented, this specification defines HTTP 1.1 [RFC2616] for CPNS-1 and as such both PNE and PN GW SHALL support this protocol. This specification also can define other protocols and delivery mechanisms such as WiFi, Bluetooth etc., in addition to HTTP. 
CPNS-2: This specification defines HTTP 1.1 [RFC2616] for CPNS-2 and as such both PN GW and CPNS Server SHALL support this protocol. This specification also can define other protocols and delivery mechanisms such as WAP Push, DCD, SMS etc., in addition to HTTP 1.1. 
CPNS-3: Protocols through an interface between two PN GW is FFS or for the next release. 

CPNS-4: This specification defines HTTP 1.1 [RFC2616] for CPNS-4 and as such CPNS Server SHALL support this protocol.

CPNS-5: This can be an implementation specific and therefore the CPNS spec does not define it.

CPNS-6: HTTP protocol is an optional protocol for CPNS, but if implemented, this specification defines HTTP 1.1 [RFC2616] for CPNS-6 and as such both PN GW and PNE SHALL support this. This specification also can define other protocols and delivery mechanisms such as WiFi, Bluetooth etc., in addition to HTTP. 
CPNS-7: This specification defines HTTP 1.1 [RFC2616] for CPNS-7 and as such both CPNS Server and PN GW SHALL support this protocol. This specification also defines other protocols and delivery mechanisms such as WAP Push, DCD, SMS etc., in addition to HTTP 1.1..
5.3 
5.4 
5.5 
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