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1 Reason for Change

This CR proposes the description on detailed technical description on PN establishment. 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and approve the proposed change in this CR for incorporation into the CPNS TS.
6 Detailed Change Proposal

Change 1:  Section 7.4.1 PN Establishment
7.4.1       PN Establishment
7.4.1.1    PNE
7.4.1.1.1    Originating PNE

The PNE SHALL generate an SETUP request according to format of CPNS Message in section 8. The PNE

1. SHALL generate SETUP request.

2. SHALL Include Message ID in MsgID attribute in order to indentify the transaction.

3. SHALL include the PNE ID, which originates to establish the PN, in OriginEntityID attribute.

4. SHALL choose and include the type of PN setup in PNSetupType attribute as follows;

A. 1 for  ‘1-1’ case which enables the PNE to establish a PN with the PN GW only, or

B. 2 for ‘All’ case which enables the PNE to establish a PN with all CPNS devices connected to the PN GW, or

C. 3 for ‘Specific’ case which enables the PNE to establish a PN with PNEs to be invited.

5. MAY include PNE IDs to be invited to the PN in InvitedPNEID attribute.

6. MAY include the value of privacy in sharing attribute as following;

A. 1 for ‘Shared’ which means that PNE Info is shared to another PNE. If there is no value in sharing attribute, then this value is default.

B. 2 for ‘Protected’ which means that PNE Info is prevented from another PNE.
7. SHALL include PNE ID, which establish the PN, in PNEID attribute.

8. MAY include a nickname assigned by CPNS User, in Name attribute.

9. MAY set the value ‘1’ as PNE Mode in Mode attribute.

10. MAY set the value ‘2’ in InactiveMode attribute, if the PN GW is deployed in the same device with PNE concurrently and the PN GW is inactive.

11. May include a type of device in DeviceType attribute, for example MP3 player, PMP, etc. 

12. SHALL include the name of PAN to be used for the PN in the device, in PANTech attribute, as following;
A. 1 for WiFi

B. 2 for Bluetooth

C. 3 for Reserved
13. SHALL include the address of PAN to be used for the PN, in Address attribute.
14. May include device capabilities information under DeviceCapa element. 

NOTE: Defining Device capability attributes are out of CPNS scope. Device capability attributes can be defined according to the operator’s policy.

15. May include content information under ContentInfo element.

NOTE: Defining Content information attributes are out of CPNS scope. Content information attributes can be defined according to the operator’s policy.
16. SHALL send SETUP request towards the PN GW according to the rules and procedures of underlying PAN technology. 

Upon receiving the AUTHENTICATE request form PN GW, the PNE

1. SHALL check and derive the value of RAND and algorithm in the attributes from AUTHENTICATE Request.
2. SHALL calculate the result based on the Entity User Key and the received random number in RAND attribute 

3. SHALL generate AUTHENTICATE Response according the format of CPNS Message in section 8.

4. SHALL include the value of result in AuthResponse attribute.

5. SHALL include the random number, which is received and used for calculation, in RAND attribute.

6. SHALL include the algorithm, which is received and used for calculation, in Algorithm attribute.

7. SHALL send AUTHENTICATE Response towards the PN GW.
Upon receiving the SETUP Response from the PN GW, the PNE

1. SHALL check the answer to SETUP Request in ReqAnswer attribute. 

2. SHALL, if the value of ReqAnswer is ‘1’, store the derived PN information in sub attributes under PNInfo element from the SETUP Response message.

7.4.1.1.2    Invited PNE

Upon receiving the SETUP Request from the PN GW, the PNE

1. SHALL check the OriginEntityID in order to know who initiate to make the PN. 

2. SHALL derive MsgID and PN ID in attributes.

After the PNE receives input from CPNS User, the PNE SHALL generate the SETUP Response according to the format of CPNS Message in section 8. The PNE 

1. SHALL include the answer to SETUP Request in ReqAnswer attribute.
A. 1 for OK

B. 2 for Failure, which means that PNE is not capable of handling the request, e.g., internal error process occurs in the device embedding PNE

C. 3 for Not Accepted, which means that CPNS User does not want to participate in the PN.
2. SHALL Include the received Message ID in MsgID attribute in order to indentify the transaction.
If the value of answer to SETUP Request is ‘1’ (i.e., OK), the following sequences perform. Otherwise, the following sequences are skipped till step 14.  
3. SHALL include the PN ID, which is participated in and derived from SETUP Request, in PNID attribute. 
4. MAY include the value of privacy in sharing attribute as following;

A. 1 for ‘Shared’ which means that PNE Info is shared to another PNE. If there is no value in sharing attribute, then this value is default.

B. 2 for ‘Protected’ which means that PNE Info is prevented from another PNE.
5. SHALL include PNE ID, which participates in the PN, in PNEID attribute.

6. MAY include a nickname assigned by CPNS User, in Name attribute.

7. MAY set the value ‘1’ as PNE Mode in Mode attribute.
8. MAY set the value ‘2’ in InactiveMode attribute, if the PN GW is deployed in the same device with PNE concurrently and the PN GW is inactive.

9. May include a type of device in DeviceType attribute, for example MP3 player, PMP, etc. 

10. SHALL include the name of PAN to be used for the PN in the device, in PANTech attribute, as following;

A. 1 for WiFi

B. 2 for Bluetooth

C. 3 for Reserved
11. SHALL include the address of PAN to be used for the PN, in Address attribute.

12. May include other device capabilities information under DeviceCapa element, such as Video codec and Audio Codec. 

NOTE: Defining Device capability attributes are out of CPNS scope. Device capability attributes can be defined according to the operator’s policy.

13. May include content information under ContentInfo element such as Movie, Music and Documents.

NOTE: Defining Content information attributes are out of CPNS scope. Content information attributes can be defined according to the operator’s policy.
14. SHALL send SETUP request towards the PN GW according to the rules and procedures of underlying PAN technology.  

Upon receiving the AUTHENTICATE request form PN GW, the PNE

1. SHALL check and derive the value of RAND and algorithm in the attributes from AUTHENTICATE Request.
2. SHALL calculate the result based on the Entity User Key and the received random number in RAND attribute 

3. SHALL generate AUTHENTICATE Response according the format of CPNS Message in section 8.

4. SHALL include the value of result in AuthResponse attribute.

5. SHALL include the random number, which is received and used for calculation, in RAND attribute.

6. SHALL include the algorithm, which is received and used for calculation, in Algorithm attribute.

7. SHALL send AUTHENTICATE Response towards the PN GW.
Upon receiving the PNEstablishmentNotify message from PN GW, the PNE

1. SHALL store the derived PN information in sub attributes under PNInfo element from the PNEstablishmentNotify message.
7.4.1.2    PN GW

Upon receiving the SETUP Request from the PNE, the PNGW SHALL check the type of PN setup in PNSetupType attribute. If the value of PNSetupType is; 
A. 1 for 1-1’ case which enables the PNE to establish a PN with the PN GW only, the PNGW SHALL send the SETUP Request towards the CPNS Server.

B. 2 for ‘All’ case which enables the PNE to establish a PN with all CPNS devices connected to the PN GW, the PNGW SHALL send the SETUP Request towards all the PNEs connected to the PNGW.
C. 3 for ‘Specific’ case which enables the PNE to establish a PN with PNEs to be invited, the PNGW SHALL  send the SETUP Request towards the PNE ID(s) to be invited during PN Establishment.
After checking the type of PN setup, if the value of PNSetupType is 2 or 3, the PN GW SHALL generate the SETUP Request according to the format of CPNS Message in section 8. The PN GW
1. SHALL include Message ID in MsgID attribute in order to indentify the transaction.

2. SHALL include the PNE ID, which originates to establish the PN, in OriginEntityID attribute.
3. MAY, include PNE ID(s) to be invited to the PN, in InvitedPNEID attribute in order to acknowledge which PNE(s) is(are) invited to the PN.

4. SHALL include the PN ID, which is created in PN GW, in PNID attribute.
5. MAY include texts which explain the PN, in Description attribute.

6. SHALL include the PN GW ID in PNGWID attribute.

7. MAY include the nickname of PN GW assigned by CPNS User or device type, in Name attribute.
8. SHALL send SETUP Request towards the PNE(s) to be invited.
Upon receiving the SETUP Response from the PNE, the PN GW SHALL check the answer to SETUP Request in ReqAnswer attribute in order to confirm participation in PN. If the value of ReqAnswer is 1, the PN GW SHALL create the information for PN Inventory for the corresponding PN, create and maintain routing table with the derived from PANTech and Address attributes from SETUP Response for the routing of inside PN.

When checking if the value of PNSetupType is 1 after receiving the SETUP Request from the originating PNE or if the value of ReqAnswer is 1 after receiving the SETUP Response from the invited PNE, the PNGW SHALL genenrate SETUP Request message according to the format of CPNS Message in Section 8. The PN GW
1. SHALL include Message ID in MsgID attribute in order to indentify the transaction.

2. SHALL include the PNE ID, which originates to establish the PN, in OriginEntityID attribute.

3. SHALL include the PN ID, which is created in PN GW, in PNID attribute.

4. MAY include texts which explain the PN, in Description attribute.

5. MAY include the received value of privacy in sharing attribute from SETUP Request form the originating PNE.

6. SHALL include the PN GW ID in PNGWID attribute.
7. MAY include the nickname of PN GW assigned by CPNS User or device type, in Name attribute.

8. SHALL include the information of PNE under PNEInfo elements, when each attribute has information to be filled.
9. SHALL send the SETUP Request to the CPNS Server.
Upon receiving the AUTHENTICATE Request from the CPNS Server, the PN GW SHALL relay the AUTHENTICATE request to the PNEs based on routing table identified with PN ID. Upon receiving the AUTHENTICATE Response from the requested PNEs, the PN GW SHALL relay the AUTHENTICATE response to the CPNS Server.

Upon receiving the SETUP Response from the CPNS Server, the PN GW

1. SHALL store locally the derived PN Information under PNInfo element from the SETUP Response, which is called PN inventory.

2. SHALL send the SETUP Response to the originating PNE. If the value of privacy in sharing attribute is,
A. 1 – Shared (Default value), the PN GW SHALL include PN GW Info and PNE Info, which are derived in SETUP Response from the CPNS Server, in the SETUP Response to the originating PNE. 

B. 2 - Protected, the PN GW SHALL include only PN GW Info, which is derived in SETUP Response from the CPNS Server, in the SETUP Response to the originating PNE.
3. SHALL send the PNEstablishmentNotify to the invited PNE(s)

A. 1 – Shared (Default value), the PN GW SHALL include PN GW Info and PNE Info, which are derived in SETUP Response from the CPNS Server, in the PNEestablishmentNotify. 

B. 2 - Protected, the PN GW SHALL include only PN GW Info, which is derived in SETUP Response from the CPNS Server, in the PNEstablishmentNofity.
7.4.1.3    CPNS Server

Upon receiving the SETUP Request from PN GW, the CPNS Server SAHLL generate the AUTHENTICATE Request according to format of CPNS Message in section 8. The CPNS Server

1. SHALL include Message ID in MsgID attribute in order to indentify the transaction.

2. SHALL include PNE IDs to be registered to CPNS Server, in PNEID attribute. 
3. SHALL include a random number in RAND attribute. 

4. SHALL include an algorithm mechanism in Algorithm attribute in order to calculate the PNE authentication

5. SHALL send AUTHENTICATE Request towards the PN GW with PN ID.

Upon receiving the AUTHENTICATE response from PN GW, the CPNS Server

1. SHALL check the message ID in MsgID to identify the transaction.
2. SHALL check the random number and algorithm in RAND and Algorithm attributes from AUTHENTICATE Request, in order to indentify that same random number and algorithm are used.

3. SHALL verify the value of result in AuthResponse attribute for PNE authentication. 
If the authentication is successful, the CPNS Server SHALL register and store the PN information which is derived from SETUP Request in the PN inventory. 

After storing the PN Information in the PN Inventory, the CPNS Server SHALL generate the SETUP Response according to the format of CPNS Message in section 8. The CPNS Server
1. SHALL include the answer to SETUP Request in ReqAnswer attribute.
2. SHALL include Message ID in MsgID attribute in order to indentify the transaction.

3. SHALL include the stored PN information in the PN Inventory under PNInfo element.
4. SHALL send the SETUP Response to the PN GW.
8.3.1       PN Establishment
	Message
	Implementation
	Direction

	SETUP Reqeust
	Mandatory
	PNE ( PN GW

PN GW ( CPNS Server

	SETUP Response
	Mandatory
	CPNS Server ( PN GW

PN GW ( PNE

	AUTNENTICATE Request
	Mandatory
	CPNS Server ( PNE

	AUTHENTICATE Response
	Mandatory
	PNE ( CPNS Server

	PNEstablishmentNotify
	Mandatory
	PN GW ( PNE


8.3.1.1     SETUP Request message
	Element
	Cardinality
	T
	Data Type
	Description

	SETUP
	1
	E
	
	Command when PNE requests to establish a PN to PN GW. 
Its sub attribute is

· MsgID
· OriginEntityID

· PNSetupType
· InvitedPNEID
Its sub element is
· PNInfo
 

	MsgID
	1
	A
	string
	Message ID to identify the transaction

	OriginEntity ID
	1
	A
	String
	The originating CPNS Entity ID to establish PN

	PNSetupType
	1
	A
	Integer
	Type of PN Setup to indicate how the PN is established

1 – ‘1-1’ case which enables the PNE to establish a PN with the PN GW only

2 – ‘All’ case which enables the PNE to establish a PN with all CPNS devices connected to the PN GW

3 – ‘Specific’ case which enables the PNE to establish a PN with PNEs to be invited  

	InvitedPNEID
	0..n
	A
	String
	PNE ID(s) to be invited during PN Establishment

	PNInfo
	1
	E
	
	PN Information. This is the information to be registered and stored in CPNS Server.

Its sub attributes are

· PNID

· Description
· Sharing
Its sub elements are

· PNGWInfo
· PNEInfo

	PNID
	1
	A
	String
	PN Identification

	Description
	0..1
	A
	String
	PN Description (e.g., Home, Office)

	Sharing
	0..1
	A
	Integer
	The level of PN Inventory in PNE side

1 – Shared, PN GW Info and PNE Info are shared to PNE, Default

2 - Protected, PN GW Info only to PNE


	PNGWInfo
	0..1
	E
	
	PN GW Information. 

Its sub attributes are

· PNGWID
· Name

	PNGWID
	1
	A
	String
	PN GW Identification

	Name
	0..1
	A
	String
	PN GW Name (e.g. nickname assigned by user or device type)

	PNEInfo
	0..n
	E
	
	PNE Information. 

Its sub attributes are

· PNEID

· Name
· Mode

· InactiveMode
Its sub elements are

· DeviceCapa
· ContentInfo 


	PNEID
	1
	A
	String
	PNE Identification

	Name
	0..1
	A
	String
	PNE Name (e.g., nickname assigned by user)

	Mode
	0..1
	A
	Integer
	The mode of device. The member can be “1” or “3”.

1 – PNE, If the mode of respondent is PNE, the value should be “PNE”. 

2 – PNGW, If the mode of respondent is PN GW, the value should be “PN GW”. 

3 – BOTH, If the mode of respondent is both of PNE and PN GW, the value should be “BOTH” ( e.g. mobile phone )

	InactiveMode
	0..1
	A
	Integer
	If current mode is PNE and there are functionalities of PN GW in a device, the other function is inactive.

(e.g. If the value of Mode is “1”(PNE) and its functionalities are PNE and PN GW in a mobile phone, inactive is set “2” (PN GW) and this means inactive mode is “PN GW”.)

1 – PNE

2 – PNGW

	DeviceCapa
	0..1
	E
	
	Capability information of device embedding PNE

Its sub attributes are

· DeviceType

· PANTech

· Address

· VideoCodec

· AudioCodec

NOTE: the attributes may be added later according to the operator’s policy.

	DeviceType
	0..1
	A
	String
	Device type (e.g., PMP, MP3 player)

	PANTech
	0..1
	A
	Integer
	The PAN technology to be used between PN GW and PNE

1 – WiFi

2 – Bluetooth

3 - Reserved
NOTE: the PAN tech may be added according to the implementation 

	Address
	0..1
	A
	String
	The address used for routing in PAN 

	VideoCodec
	0..1
	A
	Integer
	Video codec to be deployed in device embedding PNE

For example, 

1 – H.264

2 – MPEG4

3 – TBD

NOTE: video codecs can be defined by operator’s policy.

	AudioCodec
	0..1
	A
	Integer
	Audio codec to be deployed in device embedding PNE

For example, 

1 – AC3

2 – AAC

3 – MP3

NOTE: video codecs can be defined by operator’s policy.

	ContentInfo
	0..1
	E
	
	Information of Content(s) which PNE can provide

Its sub attributes are (for example)

· Movie

· Music

· Document

NOTE: the attributes may be added later according to the operator’s policy

	Movie
	0..1
	A
	string
	The name of movie which PNE can provide

	Music
	0..1
	A
	string
	The name of music which PNE can provide

	Document
	0..1
	A
	string
	The name of document which PNE can provide


Table 1: Information elements in SETUP Request message
8.3.1.2    SETUP Response message
	Element
	Cardinality
	T
	Data Type
	Description

	SETUPResponse
	1
	E
	
	The response to SETUP message
Its sub attributes are
· ReqAnswer

· MsgID
Its sub elements are

· PNInfo

	ReqAnswer
	1
	A
	Integer
	The answer to SETUP Reqeust
1 – OK

2 – Failure: CPNS Enabler can’t handle the request, e.g., internal error process occurs in the device embedding PNE
3 – Not Accepted: CPNS User does not allow the request
NOTE: the answer may be added later according to operator’s policy. 

	MsgID
	1
	A
	string
	Message ID to identify the transaction

	PNInfo
	0..1
	E
	
	PN Information. This is the information to be registered and stored in CPNS Server.

Its sub attributes are

· PN ID

· Description

· Sharing

Its sub elements are

· PNGWInfo

· PNEInfo

	PNID
	1
	A
	String
	PN Identification

	Description
	0..1
	A
	String
	PN Description (e.g., Home, Office)

	Sharing
	0..1
	A
	Integer
	The level of PN Inventory in PNE side

1 – Shared, PN GW Info and PNE Info are shared to PNE, Default

2 - Protected, PN GW Info only is shared to PNE 


	PNGWInfo
	0..1
	E
	
	PN GW Information. 

Its sub attributes are

· PNGWID
· Name


	PNGWID
	1
	A
	String
	PN GW Identification

	Name
	0..1
	A
	String
	PN GW Name (e.g. nickname assigned by user or device type)

	PNEInfo
	1..n
	E
	
	PNE Information. 

Its sub attributes are

· PNEID

· Name

Its sub elements are

· DeviceCapa

· ContentInfo 



	PNEID
	1
	A
	String
	PNE Identification

	Name
	0..1
	A
	String
	PNE Name (e.g., nickname assigned by user)

	DeviceCapa
	0..1
	E
	
	Capability information of device embedding PNE

Its sub attributes are

· DeviceType
· PANTech

· Address
· VideoCodec

· AudioCodec

NOTE: the attributes may be added later according to the operator’s policy.

	DeviceType
	0..1
	A
	String
	Device type (e.g., PMP, MP3 player)

	PANTech
	0..1
	A
	Integer
	The PAN technology to be used between PN GW and PNE

1 – WiFi

2 – Bluetooth

3 - Reserved

NOTE: the PAN tech may be added according to the implementation 

	Address
	0..1
	A
	String
	The address used for routing in PAN 

	VideoCodec
	0..1
	A
	Integer
	Video codec to be deployed in device embedding PNE

For example, 

1 – H.264

2 – MPEG4

3 – TBD

NOTE: video codecs can be defined by operator’s policy.

	AudioCodec
	0..1
	A
	Integer
	Audio codec to be deployed in device embedding PNE

For example, 

1 – AC3

2 – AAC

3 – MP3

NOTE: video codecs can be defined by operator’s policy.

	ContentInfo
	0..1
	E
	
	Information of Content(s) which PNE can provide

Its sub attributes are (for example)

· Movie

· Music

· Document

NOTE: the attributes may be added later according to the operator’s policy

	Movie
	0..1
	A
	string
	The name of movie which PNE can provide

	Music
	0..1
	A
	string
	The name of music which PNE can provide

	Document
	0..1
	A
	string
	The name of document which PNE can provide


Table 2: Information elements in SETUP Response message
8.3.1.3    AUTHENTICATE Request message
	Element
	Cardinality
	T
	Data Type
	Description

	AUTHENTICATE
	1
	E
	
	Command to authenticate PNE(s) during PN Establishment
Its sub attributes are

· MsgID
Its sub elements are
· PNGWInfo
· PNEInfo

	MsgID
	1
	A
	String
	Message ID to identify the transaction

	PNEInfo
	1..n
	E
	
	PNE information for PNE authentication
Its sub attributes are

· PNEID

· Nonce
· Algorithm

	PNEID
	1
	A
	String
	PNE Identification 

	Nonce
	1
	A
	String
	Nonce includes a Random number and the network authentication token.
A Random number is used for calculation on PNE authentication and the network authentication token is used for network authentication based on EUKey and a sequence number.  

	Algorithm
	1
	A
	String
	The algorithm to be used for calculation on PNE authentication


Table 3: Information elements in AUTENTICATE Request message
8.3.1.4    AUTHENTICATE Response message
	Element
	Cardinality
	T
	Data Type
	Description

	AUTHENTICATE
	1
	E
	
	Command to authenticate PNE(s) during PN Establishment

Its sub attributes are

· MsgID

Its sub elements are

· PNGWInfo

PNEInfo

	MsgID
	1
	A
	String
	Message ID to identify the transaction

	PNEInfo
	1..n
	E
	
	PNE information for PNE authentication

Its sub attributes are

· PNEID

· Nonce
· Algorithm

· AuthResponse

	PNEID
	1
	A
	String
	PNE Identification 

	Nonce
	1
	A
	String
	Nonce includes a Random number and the network authentication token.
A Random number is used for calculation on PNE authentication and the network authentication token is used for network authentication based on EUKey and a sequence number.

	Algorithm
	1
	A
	String
	The algorithm to be used for calculation on PNE authentication

	AuthResponse
	1
	A
	String
	The value of result after calculation based on the received random number and Entity User Key over the indicated algorithm.


Table 4: Information elements in AUTHENTICATE Response message
8.3.1.5    PNEstablishmentNotify message
	Element
	Cardinality
	T
	Data Type
	Description

	PNEstablishmentNotify
	1
	E
	
	The command to notify PN Inventory from PN GW to PNE
Its sub attributes are

· MsgID

Its sub elements are

· PNInfo

	MsgID
	1
	A
	string
	Message ID to identify the transaction

	PNInfo
	0..1
	E
	
	PN Information. This is the information to be registered and stored in CPNS Server.

Its sub attributes are

· PN ID

· Description

· Sharing

Its sub elements are

· PNGWInfo

· PNEInfo

	PNID
	1
	A
	String
	PN Identification

	Description
	0..1
	A
	String
	PN Description (e.g., Home, Office)

	PNGWInfo
	0..1
	E
	
	PN GW Information. 

Its sub attributes are

· PNGWID

· Name



	PNGWID
	1
	A
	String
	PN GW Identification

	Name
	0..1
	A
	String
	PN GW Name (e.g. nickname assigned by user or device type)

	PNEInfo
	1..n
	E
	
	PNE Information. 

Its sub attributes are

· PNEID

· Name

Its sub elements are

· DeviceCapa

· ContentInfo 



	PNEID
	1
	A
	String
	PNE Identification

	Name
	0..1
	A
	String
	PNE Name (e.g., nickname assigned by user)

	DeviceCapa
	0..1
	E
	
	Capability information of device embedding PNE

Its sub attributes are

· DeviceType

· PANTech

· Address

· VideoCodec

· AudioCodec

NOTE: the attributes may be added later according to the operator’s policy.

	DeviceType
	0..1
	A
	String
	Device type (e.g., PMP, MP3 player)

	VideoCodec
	0..1
	A
	Integer
	Video codec to be deployed in device embedding PNE

For example, 

1 – H.264

2 – MPEG4

3 – TBD

NOTE: video codecs can be defined by operator’s policy.

	AudioCodec
	0..1
	A
	Integer
	Audio codec to be deployed in device embedding PNE

For example, 

1 – AC3

2 – AAC

3 – MP3

NOTE: video codecs can be defined by operator’s policy.

	ContentInfo
	0..1
	E
	
	Information of Content(s) which PNE can provide

Its sub attributes are (for example)

· Movie

· Music

· Document

NOTE: the attributes may be added later according to the operator’s policy

	Movie
	0..1
	A
	string
	The name of movie which PNE can provide

	Music
	0..1
	A
	string
	The name of music which PNE can provide

	Document
	0..1
	A
	string
	The name of document which PNE can provide


Table 4: Information elements in PNEstablishmentNotify message
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