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5 Reason for Change

To just modify slightly to say that it will go in the annex as per the discussion during the Yokosuka meeting in January 2011

This CR provides the binding when CPNS uses HTTP as a transport protocol.

This input should be reviewed in conjunction with CR 2011-0007R01 from DoCoMo in order to complement each other. 

CR 2011-0007R01 does not address the media type of the formatted messages sent through specific interfaces. 
6 Impact on Backward Compatibility

N/A
7 Impact on Other Specifications

N/A
8 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

9 Recommendation

To the group to review this input and decide to insert in the Annex part 
10 Detailed Change Proposal

Change 1:  Biding when CPNS uses HTTP protocol: Section 9
9.2. HTTP Binding
9.2.1 General
CPNS Server and PN GW SHALL support HTTP 1.1 [RFC2616] for CPNS-2 and CPNS-7

PN GW and PNE SHOULD support HTTP 1.1 [RFC2616] for CPNS-1 and CPNS-6
Note: If HTTP is implemented on the PN side, PN GW and PNE SHALL support HTTP 1.1 [RFC2616] for CPNS-1 and CPNS-6
9.2.2 Content type of formatted messages

CPNS Server and PN GW SHALL support formatted messages as entity-bodies with application media type (application/vnd.oma.cpns) that go through interfaces CPNS-2 and CPNS-7. The application media type is used when there is a single message in the HTTP request/response. 

CPNS Server and PN GW SHALL support formatted messages as entity-bodies with multipart/mixed subtypes that go through interfaces CPNS-2 and CPNS-7. These messages as entity-bodies with multipart/mixed types can support different content-type headers as part of the same HTTP message.

CPNS Server and PN GW SHALL support formatted messages as entity-bodies with multipart/related subtypes that go through interfaces CPNS-2 and CPNS-7. These messages as entity-bodies with multipart/related types can support different message parts as parts of an aggregated message.

PN GW and PNE SHOULD support formatted messages as entity-bodies with application media type (application/vnd.oma.cpns) that go through interfaces CPNS-1 and CPNS-6. The application media type is used when there is a single message in the HTTP request/response.
PN GW and PNE SHOULD support formatted messages as entity-bodies with multipart/mixed subtypes that go through interfaces CPNS-1 and CPNS-6. These messages as entity-bodies with multipart/mixed types can support different content-type headers as part of the same HTTP message.

PN GW and PNE SHOULD support formatted messages as entity-bodies with multipart/related subtypes that go through interfaces CPNS-1 and CPNS-6. These messages as entity-bodies with multipart/related types can support different content-type headers as part of the same HTTP message

Note: If HTTP is implemented on the PN side, PN GW and PNE SHALL support the above mentioned media types.
9.2.3. HTTP Methods

All the messages from PN GW to CPNS Server through interface CPNS-2 SHALL be sent as HTTP POST method requests.

All the responses from CPNS Server to PN GW through interface CPNS-7 SHALL be sent as appropriate HTTP status codes or responses.

All the messages from PNE to PN GW through interface CPNS-1 SHOULD be sent as HTTP POST method requests.

All the responses from PN GW to PNE through interface CPNS-6 SHOULD be sent as appropriate HTTP status codes or responses.
Note: If HTTP is implemented on the PN side, PN GW and PNE SHALL support the above mentioned HTTP methods 
9.2.4 HTTP Message requests from PNE to CPNS Server via PN GW
	Message
	Implementation
	Direction
	HTTP Methods

	HTTP POST
	Mandatory
	PN GW ( CPNS Server 
	POST

	Response to HTTP POST
	Mandatory
	PN GW ( CPNS Server
	HTTP Response, 200 OK

	HTTP POST
	Conditional
	PNE ( PN GW 
	POST

	Response to HTTP POST
	Conditional
	PNE ( PN GW
	HTTP Response, 200 OK


	Element
	Cardinality
	T
	Data Type
	Description

	HTTP POST
	1
	
	
	HTTP method

	Request-URI
	1
	A
	String
	URI of a new resource to be identified.

URI of PN GW when initiated by PNE or URI of CPNS Server when initiated/forwarded by PN GW

	Host request-header
	1
	A
	String
	Specifies the hostname of the resource being requested

	PNE request-header
	0..1
	A
	String
	Contains information about the entity originating the request

	Content-Length entity-header
	1
	A
	Integer
	Defines the length of the entity-body

	Content-Type entity-header
	0..1
	A
	String
	MIME media type of the entity-body, one of “application/vnd.oma.cpns”, “multipart/related”, or “multipart/mixed”, as applicable

	Message-body
	0..1
	A
	String
	Messages through CPNS-1 and CPNS-2


9.2.5 HTTP Message responses to HTTP Post requests

	Element
	Cardinality
	T
	Data Type
	Description

	HTTP Response to POST
	1
	
	
	HTTP response, 200 OK

	Request-URI
	1
	A
	String
	Responses to requests from identified URIs



	Host request-header
	1
	A
	String
	Specifies the hostname of the resource being requested

	PNE request-header
	0..1
	A
	String
	Contains information about the entity originating the request

	Content-Length entity-header
	1
	A
	Integer
	Defines the length of the entity-body

	Content-Type entity-header
	0..1
	A
	String
	MIME media type of the entity-body, one of “application/vnd.oma.cpns”, “multipart/related”, or “multipart/mixed”, as applicable

	Message-body
	0..1
	A
	String
	Response messages through CPNS-6 and CPNS-7
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