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1 Reason for Change

Resolution CR for section Appendix comment from NTTdocomo 
Associated comment

· A017, OMA-CONR-2011-0008-CPNS_CONR_comments_NTTdocomo
R01 is produced to resolve all comments for Appendix
	C784
	2011.02.03
	E
	Appendix I.
	Source: NEC

Form: OMA-CONR-2011-0002

Comment: A high level overview for HTTP protocol is missing.  

Proposed Change:

Add CR ‘OMA-CD-CPNS-2010-0263R02-CR_Overview_for_CPNS_transport_protocols’ to Appendix I.1 in the TS
	Status: Closed
The CR proposes the text with title “Overview of transport protocols bindings for CPNS” which easily leads to misunderstanding that this is the comprehensive section for protocol. There are Appendix F and G and they are also the candidates. 
Therefore the text needs few modifications. 
See the Change in Appendix H to capture the intention of CR0263. 


	C785
	2011.02.03
	T
	Appendix I
	Source: NEC

Form: OMA-CONR-2011-0002

Comment: Complete section on HTTP binding is missing.  
Proposed Change: 


Add CR ‘OMA-CD-CPNS-2010-0372-CR_http_bindings_for_CPNS’ to appendix I.2
	Status: Closed
Incorporated.

See the CR

	C786
	2011.01.31
	Q
	G.1.2
	Source: <ZTE>

Form: <OMA-CONR-2011-0003-CPNS_ConR_Comments_from_ZTE.doc>

Comment: <PNE#1 sends PN setup request to PN GW#1, but PN GW#2 sends PN registration request to CPNS Server. What’s the relationship between PN GW#1 and PN GW#2?> 

Proposed Change: <>
	Status:  CLOSED

Mistake. Replace PN GW#2 with PN GW#1. 



	C787
	2011.02.1
	T
	G.1.3.2
	Source: HTC

Form: OMA-CONR-2011-0005-CPNS_ConR_Comments_From_HTC.doc
Comment: In Service Discovery ,  it says Service Discovery consists of two CPNS messages i.e., Service Discovery and Service description advertisement.

Proposed Change : Change Service description advertisement to Service description advertise.

	Status:  CLOSED

<provide response>
Incorporated. 


	C788
	2011.02.1
	T
	Appendix C
	Source: HTC

Form: OMA-CONR-2011-0005-CPNS_ConR_Comments_From_HTC.doc
Comment:  Appendix C needs  to be removed

 Proposed Change :  Remove the Appendix

	Status: CLOSED

<provide response>
Closed with CR080

	C789
	2011.01.31
	Q
	Appendix H 
	Source: <ZTE>

Form: <OMA-CONR-2011-0003-CPNS_ConR_Comments_from_ZTE.doc>

Comment: <Is this SMS based protocol used only between PN GW & CPNS Server or it is used between all CPNS Entities?> 

Proposed Change: <>
	Status: CLOSED

Between PNGW & CPNS Server
See “OMA-CD-CPNS-2010-0369-INP_CPNS_Protocol_comparison “ for protocol stack image

	C790
	2011.01.31
	Q
	Appendix H 
	Source: <ZTE>

Form: <OMA-CONR-2011-0003-CPNS_ConR_Comments_from_ZTE.doc>

Comment: <If a PN GW does not support SMS then how to use this mechanism for message transport?> 

Proposed Change: <>
	Status: CLOSED

Assumption is that PNGW supports SM capability. . 

	C792
	2011.02.2
	T
	AppendiX
	Source: NTTdocomo

Form: OMA-CONR-2011-0008-CPNS_CONR_comments_NTTdocomo
Comment: The Appendix was drafted before normative description is agreed at Yokosuka-meeting. 

Proposed Change: The Appendix need to be update to have consistency with normative description. 

Proposed change can be found in OMA-CD-CPNS-2011-0065-CR_Appendix
	Status: Closed 
The changes proposed in CR0065 are incorporated. 
So CR0065 is Noted. 


R02 incorporates the comment received during Sorrento meeting. 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and approve the proposed change in this CR for incorporation into the CPNS TS.

6 Detailed Change Proposal

Change 1:  Appendix 
Appendix F. XML based overlay network protocol
(Informative)

[…]

F.1.1 CPNS PN Establishment & Registration
CPNS PN Establishment & Registration consist of several CPNS messages. For simplicity PNE initiated procedure is used. 

Through CPNS Entity Discovery, each entity share transport layer resources and already build transport binding table for CPNS message routing. 

In accordance of the transport binding table, PNE1 sends PN setup to PN GW#1. In case PN GW has other physical pairing with e.g., PNE2. PN GW#1 sends PN setup notify message to PNE2 and receive the response accordingly defined in normative section. 

Upon receiving the PN setup notify response, PN GW#1 sends PN registration request with PN Inventory to the CPNS Server under the assumption that the transport address of CPNS Server is pre-configured to PN GW#1 or known to PN GW#1 by using other mean of address resolution.

The CPNS Server sends back the PN registration response to PN GW#1. Querying CPNS Entity ID in PN Inventory and transport binding table, the PN GW#1 sends the response back to appropriate PNE(s).

F.1.2 
Service Publication & Discovery
Service Publication & Discovery consists of two sub functions i.e., Service Publication and Service Discovery. 

F.1.2.1 Service Publication
For Service Publication routing description, the section consider PNE#7 as application hosting device. The PN management for the PNE where PNE#7 resides in is already performed, which means all transport resource information are exchanged and PN GW has both PN Inventory and transport binding table for all PNE(s) reside in the PN.

The PNE#7 in accordance of transport binding table publishes service description to the CPNS Server via PN GW#3. In case the TraceRoute common message element is set, the PN GW#3 records own CPNS Entity ID in the message in the publication request message. Upon receiving the service description and successfully registering the service description, the CPNS Server sends back the response message through the route path (i.e., Route entry of TraceRoute) in reverse order. Upon receiving the response message, the PN GW#3 queries the transport binding table to resolve the transport address and send back the response message to PNE#7. 

F.1.2.2 Service Discovery
Service Discovery consists of two CPNS messages i.e., Service Discovery and Service description advertise.
 For simplicity, this section only describes Service Discovery. 

Let’s say PNE2 is the consumer PNE and looking for lighting service which is to turn on and off the remotely located light. 

The PNE2 sends Service Discovery request to PN GW#1 in accordance of transport binding table. The PN GW#1 sends the message to the CPNS Server. In case the TraceRoute common message element is set, the PN GW#1 records own CPNS Entity ID in the message in the Service Discovery request message. Upon receiving the message and successfully found the matched CPNS metadata, the CPNS Server sends back the response message through the route path (i.e., Route entry of TraceRoute) in reverse order. Upon receiving the response message, the PN GW#1 queries the transport binding to resolve the transport address and send back the response message to PNE2.

F.1.3 Service/Content Delivery
Service/Content Delivery facilitate data delivery, which means the function controls the control message for the data delivery.

This section describes service invocation message routing. 

PNE2 knows the CPNS Entity ID hosting the lighting service by Service Discovery.  The PNE2 assembles the service invocation message and set destination ID as PNE#7 and sends the message to PN GW#1 in accordance of transport binding table. 

Upon receiving the message, PN GW relays the message to the CPNS Server based on preconfigured address of CPNS Server.
Upon receiving the message, the CPNS Server resolve the responsible PN GW for the PNE#7 and sends the message to appropriate PN GW i.e., PN GW#3 and the PN GW#3 sends the message to PNE#7. In case the TraceRoute common message element is set, intermediate CPNS Entity records own CPNS Entity ID to the message. The PNE#7 sends back the response message through the route path (i.e., Route entry of TraceRoute) in reverse order. At each CPNS entity send the message in accordance of transport binding table. 

[…]
F.2 CPNS message common entry
The description can be found in Section 8.1.1. 


F.3 Transport protocol binding
For CPNSv1.0 transport protocol binding specification is informative. This section covers following transport protocol binding description as deployment practice. 

NOTE: Binding scheme for other protocol binding example such as UDP and other can be found in [PUCC-BASIC]. 

· 
· Bluetooth binding

· HTTP binding

F.3.1 


[…]
Appendix G. HTTP binding
(Informative)

G.1 General
CPNS Server and PN GW support HTTP 1.1 [RFC2616] for CPNS-2 and CPNS-7

PN GW and PNE support HTTP 1.1 [RFC2616] for CPNS-1 and CPNS-6
Note: If HTTP is implemented on the PN side, PN GW and PNE support HTTP 1.1 [RFC2616] for CPNS-1 and CPNS-6
CPNS-1: HTTP protocol is an optional protocol for CPNS, but if implemented, this specification defines HTTP 1.1 [RFC2616] for CPNS-1 and as such both PNE and PN GW support this protocol. This specification also can define other protocols and delivery mechanisms such as WiFi, Bluetooth etc., in addition to HTTP. 
CPNS-2: This specification defines HTTP 1.1 [RFC2616] for CPNS-2 and as such both PN GW and CPNS Server support this protocol. This specification also can define other protocols and delivery mechanisms such as WAP Push, DCD, SMS etc., in addition to HTTP 1.1. 

CPNS-3: Protocols through an interface between two PN GW is FFS or for the next release. 

CPNS-4: This specification defines HTTP 1.1 [RFC2616] for CPNS-4 and as such CPNS Server supports this protocol.

CPNS-5: This can be an implementation specific and therefore the CPNS spec does not define it.

CPNS-6: HTTP protocol is an optional protocol for CPNS, but if implemented, this specification defines HTTP 1.1 [RFC2616] for CPNS-6 and as such both PN GW and PNE support this. This specification also can define other protocols and delivery mechanisms such as WiFi, Bluetooth etc., in addition to HTTP. 

CPNS-7: This specification defines HTTP 1.1 [RFC2616] for CPNS-7 and as such both CPNS Server and PN GW support this protocol. This specification also defines other protocols and delivery mechanisms such as WAP Push, DCD, SMS etc., in addition to HTTP 1.1..
G.2 
Content type of formatted messages
CPNS Server and PN GW support formatted messages as entity-bodies with application media type (application/vnd.oma.cpns) that go through interfaces CPNS-2 and CPNS-7. The application media type is used when there is a single message in the HTTP request/response. 

CPNS Server and PN GW support formatted messages as entity-bodies with multipart/mixed subtypes that go through interfaces CPNS-2 and CPNS-7. These messages as entity-bodies with multipart/mixed types can support different content-type headers as part of the same HTTP message.

CPNS Server and PN GW support formatted messages as entity-bodies with multipart/related subtypes that go through interfaces CPNS-2 and CPNS-7. These messages as entity-bodies with multipart/related types can support different message parts as parts of an aggregated message.

PN GW and PNE support formatted messages as entity-bodies with application media type (application/vnd.oma.cpns) that go through interfaces CPNS-1 and CPNS-6. The application media type is used when there is a single message in the HTTP request/response.

PN GW and PNE support formatted messages as entity-bodies with multipart/mixed subtypes that go through interfaces CPNS-1 and CPNS-6. These messages as entity-bodies with multipart/mixed types can support different content-type headers as part of the same HTTP message.

PN GW and PNE support formatted messages as entity-bodies with multipart/related subtypes that go through interfaces CPNS-1 and CPNS-6. These messages as entity-bodies with multipart/related types can support different content-type headers as part of the same HTTP message

Note: If HTTP is implemented on the PN side, PN GW and PNE support the above mentioned media types.
G.3 HTTP Methods

All the messages from PN GW to CPNS Server through interface CPNS-2 are sent as HTTP POST method requests.

All the responses from CPNS Server to PN GW through interface CPNS-7 are sent as appropriate HTTP status codes or responses.

All the messages from PNE to PN GW through interface CPNS-1are sent as HTTP POST method requests.

All the responses from PN GW to PNE through interface CPNS-6 are sent as appropriate HTTP status codes or responses.

Note: If HTTP is implemented on the PN side, PN GW and PNE support the above mentioned HTTP methods 

G.3.1 HTTP Message requests from PNE to CPNS Server via PN GW

	Message
	Implementation
	Direction
	HTTP Methods

	HTTP POST
	Mandatory
	PN GW ( CPNS Server 
	POST

	Response to HTTP POST
	Mandatory
	PN GW ( CPNS Server
	HTTP Response, 200 OK

	HTTP POST
	Conditional
	PNE ( PN GW 
	POST

	Response to HTTP POST
	Conditional
	PNE ( PN GW
	HTTP Response, 200 OK


	Element
	Cardinality
	T
	Data Type
	Description

	HTTP POST
	1
	
	
	HTTP method

	Request-URI
	1
	A
	String
	URI of a new resource to be identified.

URI of PN GW when initiated by PNE or URI of CPNS Server when initiated/forwarded by PN GW

	Host request-header
	1
	A
	String
	Specifies the hostname of the resource being requested

	PNE request-header
	0..1
	A
	String
	Contains information about the entity originating the request

	Content-Length entity-header
	1
	A
	Integer
	Defines the length of the entity-body

	Content-Type entity-header
	0..1
	A
	String
	MIME media type of the entity-body, one of “application/vnd.oma.cpns”, “multipart/related”, or “multipart/mixed”, as applicable

	Message-body
	0..1
	A
	String
	Messages through CPNS-1 and CPNS-2


Table x HTTP Message requests from PNE to CPNS Server via PN GW
G.3.2 HTTP Message responses to HTTP Post requests

	Element
	Cardinality
	T
	Data Type
	Description

	HTTP Response to POST
	1
	
	
	HTTP response, 200 OK

	Request-URI
	1
	A
	String
	Responses to requests from identified URIs



	Host request-header
	1
	A
	String
	Specifies the hostname of the resource being requested

	PNE request-header
	0..1
	A
	String
	Contains information about the entity originating the request

	Content-Length entity-header
	1
	A
	Integer
	Defines the length of the entity-body

	Content-Type entity-header
	0..1
	A
	String
	MIME media type of the entity-body, one of “application/vnd.oma.cpns”, “multipart/related”, or “multipart/mixed”, as applicable

	Message-body
	0..1
	A
	String
	Response messages through CPNS-6 and CPNS-7


Table x HTTP Message responses to HTTP Post requests
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