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5 Reason for Change

To address action item A066 from 29th of March conference call to add the case of service discovery without searching conditions and without service provider’s policies. This was initiated as a need to add a case when a CPNS user would like to search for all the available CPNS services without having to specify any search condition or without having to apply any policy. 
6 Impact on Backward Compatibility

N/A
7 Impact on Other Specifications

N/A
8 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

9 Recommendation

To the group to review this input and agree to incorporate in the CPNS Core specification.
10 Detailed Change Proposal

Change 1:  Service Discovery flow: Section 6.8
6. High level procedures (informative)

[…]
6.8 Service Publication & Discovery

6.8.1 Service Discovery flow in case of request/response method
Editor’s note:
Following contains text, marked in yellow, without full agreement among members. So that will be reviewed in the CONRR again
Following figure presents high level Service Discovery flow in case of reactive (i.e., request and response) type method. 
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Figure 22 Service Discovery flow in case of request/response method
1. The PNE A sends a Service Discovery request to the PN GW A with or without searching condition, Keyword or PNE ID.
2. The PN GW A relays the Service Discovery request to the CPNS Server.
3. The CPNS Server checks the configuration of willingness to open Service / Conten Info in of PN Inventory corresponding to the PNE ID. If the configuration sets open to deliver Service/Content information in PN Inventory, the CPNS Server may send Service Description response to the PN GW A. 
When the Service Discovery request contains searching condition, the CPNS Server performs searching based on the request and composes search results and sends the response with composed Service Description to the PN GW. If no match is found, then the CPNS Server sends the response with no Service Description to the PN GW. 
When the Service Discovery request contains searching condition and there are operator’s policies for that user, the CPNS Server finds the Service Description based on the search and on policies (e.g., operator’s policy) and sends the response to the PN GW with the Service Description
When the Service Discovery request contains no searching condition, but there are operator’s policies for that user, the CPNS Server finds the Service Description based on policies (e.g., operator’s policy) and sends the response to the PN GW with the Service Description. 
Note: The definition and procedure of managing (e.g., registering, updating, and so on) the policy is out of scope of CPNS Enabler.
When the Service Discovery request contains no searching condition and there are no operator’s policies for that user, but the request is for all available services, the CPNS Server identifies all the available Service Descriptions and sends them through the response to the PN GW. 
In all other cases, the CPNS Server sends response with no Service Description. In this case, the step 4 – 7 will be skipped.
If the configuration sets block to deliver Service/Content information in PN Inventory, the CPNS Server sends response with no Service Description to the PN GW. 
If the configuration sets necessity of confirmation, then CPNS Server forwards the Service Discovery request to the authorized CPNS Entity, which the CPNS User configured.
4. The CPNS Server sends Service Discovery request to the PN GW B. 
5. The PN GW B relays Service Discovery request to the PNE B, if the authorized CPNS Entity indicates PNE B. In case, the authorized CPNS Entity indicates PN GW B, the PN GW B sends confirmation to the CPNS Server, without sending Service Discovery request to PNE B.  
6. The PNE B sends confirmation to the PN GW B.
7. The PN GW B sends confirmation to the CPNS Server.
8. The CPNS Server sends the response to the Service Discovery request to PN GW A.
9. The PN GW A relays the response to the PNE A.
Change 2:  Service Discovery: Section 7.9
7. Signalling procedure

7.9 Service / Content Publication & Discovery
7.9.3 General

7.9.3.2 Service Discovery

The Service Discovery has two variations ServiceDiscoveryRequest/Response and ServiceDescriptionAdvertise.
ServiceDiscoveryRequest/Response

ServiceDiscoveryRequest is activated whenever needed:
· immediately after the PN Registration; or 

· when the Service Discovery is initiated explicitly e.g., CPNS user activation and periodical activation
ServiceDiscoveryRequest/Response provides a mechanism to discover service and information of Remote PNE. 

To execute service, CPNS Entity SHALL be able to retrieve Service Description (i.e., ServiceProfile). For this purpose, the Service Discovery provides a mechanism to discover services with or without employing searching condition. The searching condition could be at least one of these attributes, TargetID (i.e., PNEID or CPID), UserID, UserName and/or any arbitrary text keyword to find out service. Additionally, the Service Discovery provides a mechanism to discover service based on policy (e.g., operator’s policy) combined or not combined with the searching condition. 
To create Service Group including remote PNE or to invite remote PNE to be member of Service Group, the CPNS Entity SHALL be able to retrieve the information of remote Entity from CPNS Server using Service Discovery procedure. The remote Entity is the PNE which isn’t physically connected with requesting PNE and is the member of remote PN. For this purpose, the Service Discovery provides a mechanism to discover remote PNE related information with employing searching condition. The searching condition could be at least one of these attributes, TargetID (i.e., PNEID or CPID), UserID, UserName, PNID and/or any arbitrary text keyword. In this case, CPNS Entity Discovery procedure can be omitted, as the Service Discovery can cover CPNS Entity Discovery procedure.
[…]
7.9.4 Service Discovery

 […]

7.9.4.2 CPNS Server
7.9.4.2.1 Overall procedure

[…]
7.9.4.2.2 Searching relevant information and assembling response message
To find service or remote PNE related information, CPNS Server SHALL perform following. 
In case the ServiceDiscoveryRequest message contains no searching condition, 
· And there are operator’s policies, the CPNS Server SHALL find the Service Description based on policy (e.g., operator policy). 
· And there are no operator’s policies, the CPNS Server SHALL send the ServiceDiscoveryResponse with all the available Service Descriptions to the PNE via PN GW.
Note: The definition and procedure of managing (e.g., registering, updating, and so on) the policy is out of scope of CPNS Enabler.
In case the ServiceDiscoveryRequest message contains searching condition, 
· And there are operator’s policies, the CPNS Server SHALL perform searching based on the searching condition and on the policies and composes search result and send back the ServiceDiscoveryResponse with the Service Description to the PNE via PN GW.
· And there are no operator’s policies,  the CPNS Server SHALL perform searching based on the searching condition and composes search result and send back the ServiceDiscoveryResponse with the Service Description to the PNE via PN GW. 

When the searching condition is an arbitrary text, the CPNS Server SHALL finds the Service Description with the text for partial match. Partial match refers to matching of keyword value with values in Service Description to find the match that begins with, contains or ends with the keyword value. 

In case the ServiceDiscoveryRequest message contains ContentInfoRequest with value of TRUE, then CPNS Server SHALL respond with content related information from the Service Description to the PNE via PN GW. 

Note: The definition of content related information depends on content/service provider and out of scope of CPNS Enabler. In result, the mechanism for the CPNS Server to filter only content related information from Service Description is also out of scope of CPNS Enabler. 

The ServiceDiscoveryResponse SHALL contain following parameter sets. 
· Result attribute SHALL be set as “TRUE”.
· TargetInfo element(s) SHALL be included with followings if CPNS Server finds out matched Target supporting services
· TargetID SHALL be included. If the Target is PNE, TargetID is PNEID. If the target is external content provider, TargetID is SourceID.
· TargetName attribute SHOULD be included. Name attribute indicate Name of PNE or External Content Provider hosting the service with the matched Service Description. 
· Active attribute SHALL be included if the TargetID is PNEID.
· UserInfo element SHOULD be included if Disclosure attribute is ‘2’(Open) or with the confirmation (i.e., ServiceDiscoveryConfirmationResponse) from CPNS Entity designated by OwnershipEntityID. 
· PNID element SHOULD be included if Disclosure attribute is ‘2’(Open) or with the confirmation (i.e., ServiceDiscoveryConfirmationResponse) from CPNS Entity with OwnershipEntityID.
· ServiceProfile element SHALL be included if Target ID is PNE ID and Disclosure attribute is ‘2’(Open) or with the confirmation (i.e., ServiceDiscoveryConfirmationResponse) from CPNS Entity designated by  OwnershipEntityID. If the TargetID is SourceID then ServiceProfile SHALL be included, composed from CPNS Profile stored in CPNS Server. 
· PNInfo element(s) SHALL be included if CPNS Server finds out remote PNE information and if Disclosure attribute is ‘2’(Open) or with the confirmation (i.e., ServiceDiscoveryConfirmationResponse) from CPNS Entity designated by  OwnershipEntityID.
When no match with searching condition is found, then the CPNS Server SHALL send the ServiceDiscoveryResponse with no TargetInfo element and Result attribute “FALSE” to the PNE via PN GW. 
The detail searching process is out of scope of CPNS Enabler, but to only describe the CPNS Enabler specific searching framework. 
· In Remote PNE case where PNE is the content provider, the Service Description as ServiceProfile is included in PN inventory stored in CPNS Server. 
· In external content provider case where the external entity is interfaced with CPNS Server, the Service Description of the provider is stored in the form of CPNS Profile in CPNS Server. 
To search for matched text, CPNS Server SHOULD process both Service Description forms (i.e., ServiceProfile in PN Inventory and CPNS Profile). 

To assemble the ServiceDiscoveryResponse with Service Description, following MAY need to be taken into consideration. 

· In Remote PNE case where PNE is the content provider, the ServiceProfile is included in PN Inventory. The consideration is for such case where single PNE (i.e., content provider) registered in multiple PNs, the CPNS Server SHOULD make sure of no duplicated ServiceProfile hosted by the same PNE be returned.
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