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1 Reason for Change

This CR collects all comment targeted to section 8.5.1 (OMA-TS-CPNS-V1_0-20110316-D), CR0030 and CR0058 with section 7.8
	C496
	2011.01.31
	T
	7.8.1.1

8.5.1.3
	Source: LGE

Form: <INP doc, mtg, confcall>

Comment: This is yellow part.

If we decide the default value for PNSetupType and Disclosure like TempPN and Sharing (which is not yellow part) the size of SETUP message can be reduced. But the decision process must be done in set up phase.

The message format should be consistency among attributes.

Proposed Change: 
1. Cardinality of PNSetupType and Disclosure is “0..1” 

2. and, default value is “1” so, insert “,default” into the description

3. insert the process of deciding TempPN and Sharing as SHALL because that value must be considered first and then the value itself can be skipped considering default.

Or, match with TempPN and Sharing like PNSetupType and Disclosure
1. Cardinality of TempPN and Sharing is “1” 

2. and remove default value.

3. insert the process of deciding TempPN and Sharing as SHALL because that value must be considered first and then the value itself can be skipped considering default.
	Status: CLOSED

See CR0030
Applied second proposal

	C531
	2011.02.03
	T
	7.8.2.1.2/8.5.3.1
	Source: Samsung
Form: INP doc #0004
Comment: 

Active and DeviceInfo parameters are not covered in 8.5.3.1 PNE Request message
Proposed Change:
Delete following texts from section
-  Active attribute SHALL be inserted.

-  DeviceInfo element SHALL be inserted with Mode attribute from PN Inventory.

Or
Add above parameters to the 8.5.3.1
	Status: CLOSED


Closed without change

Active has modified to Mode

DeviceInfo has modified to DeviceCapa

	C637
	2011.02.1
	T/Q
	7.15.5/ 8.5.3.3
	Source: HTC

Form: OMA-CONR-2011-0005-CPNS_ConR_Comments_From_HTC.doc
Comment:  For the usage of MsgIDList element in the PNE Notification message, 
when will this MsgIDList be stored by PNE ?   How ?
Proposed Change: 
Clarify it or remove it.


	Status: OPEN 
Based on agreement on 102

	C687
	2011.02.03
	T
	8.5
	Source: SK Telecom

Form: OMA-CONR-2011-0009-CPNS_Review_from_SK_Telecom

Comment: Another messages are needed to PN management.

Proposed Change: CR is requested.
	Status: OPEN 

Specific CR needs to be submitted

	C688
	2011.02.1
	E
	8.5.1
	Source: KDDI(142)

Form: OMA-CONR-2011-0007-CPNS_ConR_Comments_from_KDDI

Comment: Another section has been added by LATE contribution, duplicating each other.
Proposed Change: Remove this section (Section 8.5.1)


	Status: CLOSED


Merge the SETUP and PNEstablishment to PNSetup

	C689
	2011.02.03
	E
	8.5.1.1

8.5.1.2
	Source: NEC

Form: OMA-CONR-2011-0002

Comment:

These two sections are empty and should be removed since they are covered by 8.5.1.3 and 8.5.1.4. Actually, 8.5.1.3 and 8.5.1.4 should become sections 8.5.1.1 and 8.5.1.2 respectively. 

Proposed Change: 


Remove the empty tables in these two sections
	Status: CLOSED
See C688

	C690
	2011.02.03
	T
	8.5.1.3
	Source: SK Telecom

Form: OMA-CONR-2011-0009-CPNS_Review_from_SK_Telecom

Comment: Cardinality of DeviceCapa and Applnfo should be “0..1”
Proposed Change: Change it.
	Status: CLOSED
Changed as proposed

	C691
	2011.01.31
	T
	8.5.1.3
	Source: LGE

Form: <INP doc, mtg, confcall>

Comment: the Cardinality of PNSetupType should be “0..1” because it is not used in CPNS Server. So, the PNSetupType is not sent to the CPNS Server.

Proposed Change: Change cardinality of PNSetupType into “0..1”.
	Status: CLOSED


Closed without change
This info needs to be stored in the PN Inventory to indicate the PN setup type


	C692
	2011.02.03
	T
	8.5.1.3
	Source: NEC

Form: OMA-CONR-2011-0002

Comment:

I am not sure I understand why we need OwnershipEntity attribute here. Within a PN all the PNEs or entities belong to the same user and any PNE within that PN should have that authority to allow or not access to PN information.

We said in the past that there was PN owner concept.

If the intent here is to say the PN GW can be a public entity, then we should state this.  

Proposed Change: 


Suggest to remove this attribute
	Status: CLOSED
Closed without change

The PN owner is the PN initiator, the purpose of OwnershipEntity is to set authorization to allow PN Information open, in case Service Discovery is requested

	C693
	2011.01.31
	Q
	8.5.1.3
	Source: <ZTE>

Form: <OMA-CONR-2011-0003-CPNS_ConR_Comments_from_ZTE.doc>

Comment: <How does the PNE know the PNID when it creates this message at the very beginning?> 

Proposed Change: <>
	CLOSED
Closed without change
In the case PN GW initiated or PNSetupRequest is sent to the invited PNE, PNID can be provided upon creation of PN GW

	C694
	2011.01.31
	Q
	8.5.1.3
	Source: <ZTE>

Form: <OMA-CONR-2011-0003-CPNS_ConR_Comments_from_ZTE.doc>

Comment: <What are the purposes of 
Disclosure and OwnershipEntity? Do we really need them?> 

Proposed Change: <>
	CLOSED
Closed without change
Agreed during section7 discussion

	C695
	2011.01.31
	T
	8.5.1.3
	Source: <ZTE>

Form: <OMA-CONR-2011-0003-CPNS_ConR_Comments_from_ZTE.doc>

Comment: <PNE does not have Mode & Inactive Mode.> 

Proposed Change: <remove them from PNEInfo>
	Closed
Removed Inactive Mode

	C696
	2011.02.03
	T
	8.5.1.3
	Source: Samsung
Form: INP doc #0004
Comment: 

In the case of PNE initiates the SETUP Request message PNInfo does not need to be included in this message. Need to add additional description on when this information will be needed
Proposed Change:
Change the cardinality of PNInfo from 1 to 0..1
PN Information created by PN GW and to be used for the routing purpose. This is the information to be registered and stored in CPNS Server 
	Status: CLOSED


Closed without change

Due to Disclosure, OwnershipEntityID, Sharing and TempPN setting this attribute is needed

	C697
	2011.02.03
	T
	8.5.1.4
	Source: SK Telecom

Form: OMA-CONR-2011-0009-CPNS_Review_from_SK_Telecom

Comment: DeviceCapa and Applnfo should not be necessary.

Proposed Change: remove it.
	Status: CLOSED
Changed the cardinality to 0..1


	C698
	2011.01.31
	Q
	8.5.1.4
	Source: <ZTE>

Form: <OMA-CONR-2011-0003-CPNS_ConR_Comments_from_ZTE.doc>

Comment: <Is the PNInfo here always same as the PNInfo in setup request message? If yes, why does response message have to send it back again?> 

Proposed Change: <>
	CLOSED
Closed without change

Included invited PNEInfo might be different, if among invited PNEs, only some of invited PNEs agreed to become a member of PN.

Additional parameters the cardinality of which is 0..1

	C699
	2011.02.03
	T
	8.5.1.5
	Source: SK Telecom

Form: OMA-CONR-2011-0009-CPNS_Review_from_SK_Telecom

Comment: Cardinality of DeviceCapa and Applnfo should be “0..1”
Proposed Change: Change it.
	Status: CLOSED
Changed with proposal


	C700
	2011.02.03
	E
	8.5.1.5
	Source: SK Telecom

Form: OMA-CONR-2011-0009-CPNS_Review_from_SK_Telecom

Comment: Element “Shairing” is missing.

Proposed Change: Add it.
	Status: CLOSED
It is already applied


	C701
	2011.01.31
	Q
	8.5.1.5
	Source: <ZTE>

Form: <OMA-CONR-2011-0003-CPNS_ConR_Comments_from_ZTE.doc>

Comment: <Why the cardinality of PNGWInfo is 0..1? Is there any possibility that a PN does not have any PN GW?> 

Proposed Change: <>
	CLOSED
Changed the cardinality from “0..1” to “1”


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

 Review and approve the proposed change in this CR for incorporation into the CPNS TS.
6 Detailed Change Proposal

Change 1:  8.5.1 PN Establishment
7.5 PN Management

7.5.1 PN Establishment
	Message
	Implementation
	Direction

	PNSetupRequest 
	Mandatory
	PNE ( PN GW
PN GW ( PNE
PN GW ( CPNS Server

	PNSetupResponse
	Mandatory
	CPNS Server ( PN GW

PN GW ( PNE

PNE ( PN GW

	PNEstablishmentNotify
	Mandatory
	PN GW ( PNE



	
	
	

	
	
	


	
	
	


	
	
	


7.5.1.1 PNSetupRequest message
	NAME
	Cardinality
	T
	Data Type
	Description

	PNSetupRequest
	1
	E
	
	Command when PNE requests to establish a PN to PN GW. 

Its sub attribute is

· MsgID

· OriginEntityID

· PNSetupType

· 
Its sub element is

· InvitedPNEID

· PNInfo
· AuthIniData
 

	MsgID
	1
	A
	string
	Message ID to identify the transaction

	OriginEntity ID
	1
	A
	String
	The originating CPNS Entity ID to establish PN

	PNSetupType
	1
	A
	Integer
	Type of PN Setup to indicate how the PN is established

1 – ‘1-1’ case which enables the PNE to establish a PN with the PN GW only

2 – ‘All’ case which enables the PNE to establish a PN with all CPNS devices connected to the PN GW

3 – ‘Specific’ case which enables the PNE to establish a PN with PNEs to be invited  

	InvitedPNEID
	0..n
	E
	String
	PNE ID(s) to be invited during PN Establishment

	PNInfo
	1
	E
	
	PN Information. This is the information to be registered and stored in CPNS Server.

Its sub attributes are

· PNID

· Description

· Disclosure

· OwnershipEntity

· TempPN

· Sharing

Its sub elements are

· PNGWInfo

· PNEInfo

	PNID
	1
	A
	String
	PN Identification

	Description
	0..1
	A
	String
	PN Description (e.g., Home, Office)

	Disclosure
	1
	A
	Integer
	The willingness of openness of PN Information, in case Service Discovery is requested after PN Setup 
1 - Blocked; PN should not be unveiled. 
2 - Open; PN will be unveiled, when other CPNS Entities asks service discovery.
3 - Confirm Mode: PN can be unveiled, only when the authorized CPNS entity allows

	OwnershipEntity
	0..1
	A
	String
	The ID of authorized CPNS Entity which has authorization to allow PN Information open, in case Service Discovery is requested


	TempPN
	1
	A
	Boolean
	If this PN is temporary PN, this is “TRUE”.
 
True, indicating that broken physical connection releases PN after PN setup. 

False, indicating that PN Information remains in CPNS Server, even if physical connection is broken. If PN GW decides False, TempPN attribute MAY be skipped.

	Sharing
	1
	A
	Integer
	The level of PN Inventory in PNE side

1 – Shared, PN GW Info and PNE Info are shared to PNE

2 - Protected, PN GW Info only to PNE



	PNGWInfo
	0..1
	E
	
	PN GW Information. 

Its sub attributes are

· PNGWID

· PNGWName

	PNGWID
	1
	A
	String
	PN GW Identification

	PNGWName
	0..1
	A
	String
	PN GW Name (e.g. nickname assigned by user or device type)

	PNEInfo
	0..n
	E
	
	PNE Information. 

Its sub attributes are

· PNEID

· PNEName

· Mode
· Description
· 
Its sub elements are

· DeviceCapa

· ServiceProfile


	PNEID
	1
	A
	String
	PNE Identification

	PNEName
	0..1
	A
	String
	PNE Name (e.g., nickname assigned by user)

	Mode
	0..1
	A
	Integer
	The mode of device. The member can be “1” or “3”.

1 – PNE, If the mode of respondent is PNE, the value should be “PNE”. 

2 – PNGW, If the mode of respondent is PN GW, the value should be “PN GW”. 

3 – BOTH, If the mode of respondent is both of PNE and PN GW, the value should be “BOTH” ( e.g. mobile phone )

	Description
	0..1
	A
	String
	PN Description (e.g., Home, Office)

	
	
	
	
	




	DeviceCapa
	0..1
	E
	
	Capability information of device embedding PNE

DeviceCapa fragment contains information such as DeviceType, VideoCodec, etc. For CPNS V1.0 format definition is out of scope (e.g. DPE Enabler) and implementation matter.

	ServiceProfile
	0..1
	E
	-
	CPNS enabled application information or content to support certain service and status.

NOTE: Section 5.5 CPNS Metadata is referred. 

	AuthIniData

	0..n
	E
	
	Set of information used to initiate PNE authentication procedure. The included information is generated by target PNE(s) to be authenticated. 
Its sub attributes are:

· PNE ID

· RAND

· LocalEUKeyAssignment

The number of this sub element included in the message defers depending on the message direction;
· PNE (inviting PNE)(PN GW: one
· PN GW(PNE (invited PNE): none 
PN GW(CPNS Server: one or more than one, depending on the number of invited PNE

	PNE ID
	1
	A
	String
	Entity ID of target PNE to be authenticated by CPNS Server

	RAND
	1
	A
	String
	Random value generated by PNE (i.e., rand_PNE in section 7.6.)

	LocalEUKeyAssignment
	1
	A
	Boolean
	Flag to indicate the necessity of LocalEUKey assignment.

TRUE: necessary, FALSE: unnecessary


Table 17: Information elements in SETUP Request message
7.5.1.2 PNSetupResponse message
	Element
	Cardinality
	T
	Data Type
	Description

	PNSetupResponse
	1
	E
	
	The response to PNSetup Request message

Its sub attributes are

· Return
· MsgID

Its sub elements are

· PNInfo
· AuthIniData
· AuthFinData

	Return
	1
	A
	Integer
	The answer to SETUP Reqeust

1 – OK

2 – Failure: CPNS Enabler can’t handle the request, e.g., internal error process occurs in the device embedding PNE

3 – Not Accepted: CPNS User does not allow the request

NOTE: the answer may be added later according to operator’s policy. 

	MsgID
	1
	A
	string
	Message ID to identify the transaction

	PNInfo
	0..1
	E
	
	PN Information. This is the information to be registered and stored in CPNS Server.

Its sub attributes are

· PN ID

· Description

· TempPN

· Sharing

Its sub elements are

· PNGWInfo

· PNEInfo

	PNID
	1
	A
	String
	PN Identification

	Description
	0..1
	A
	String
	PN Description (e.g., Home, Office)

	TempPN
	0..1
	A
	Boolean
	If this PN is temporary PN, this is “TRUE”.

If the physical connection between PNGW and PNEs is broken, this PN should be released automatically.

	Sharing
	0..1
	A
	Integer
	The level of PN Inventory in PNE side

1 – Shared, PN GW Info and PNE Info are shared to PNE

2 - Protected, PN GW Info only is shared to PNE 



	PNGWInfo
	0..1
	E
	
	PN GW Information. 

Its sub attributes are

· PNGWID

· PNGWName



	PNGWID
	1
	A
	String
	PN GW Identification

	PNGWName
	0..1
	A
	String
	PN GW Name (e.g. nickname assigned by user or device type)

	PNEInfo
	1..n
	E
	
	PNE Information. 

Its sub attributes are

· PNEID

· PNEName
· Mode
· Description
Its sub elements are

· DeviceCapa

· ServiceProfile 



	PNEID
	1
	A
	String
	PNE Identification

	PNEName
	0..1
	A
	String
	PNE Name (e.g., nickname assigned by user)

	Mode
	1
	
	
	

	Description
	0..1
	A
	String
	PN Description (e.g., Home, Office)

	DeviceCapa
	0..1
	E
	
	Capability information of device embedding PNE

DeviceCapa fragment contains information such as DeviceType, VideoCodec, etc. For CPNS V1.0 format definition is out of scope (e.g. DPE Enabler) and implementation matter.



	ServiceProfile
	0..1
	E
	-
	CPNS enabled application information to support certain service and status.

*See Section 5.10 CPNS Metadata is referred. 

	AuthIniData
	0..1
	E
	
	Set of information used to initiate PNE authentication procedure. The included information is generated by target PNE(s) to be authenticated. 
Its sub attributes are:

· PNE ID

· RAND

· LocalEUKeyAssignment

The number of this sub element included in the message defers depending on the message direction;
· PNE (invited PNE)(PN GW: one
· CPNS Server(PN GW: none
PN GW(PNE (inviting PNE): none

	PNE ID
	1
	A
	String
	Entity ID of target PNE to be authenticated by CPNS Server

	RAND
	1
	A
	String
	Random value generated by PNE (i.e., rand_PNE in section 7.6.)

	LocalEUKeyAssignment
	1
	A
	Boolean
	Flag to indicate the necessity of LocalEUKey assignment.

TRUE: necessary, FALSE: unnecessary

	AuthFinData
	0..n
	E
	
	Set of information used to authenticate CPNS Server by PNE. 

Its sub attribute is:

· HASH

The number of this sub element included in the message defers depending on the message direction;

· PNE (invited PNE)(PN GW: none

· CPNS Server(PN GW: one or more than one,  depending on the number of invited PNEs
PN GW(PNE (inviting PNE): one

	HASH
	1
	A
	String
	Hash value calculated by target PNE or PN GW (i.e., hash_server in 7.6.)


Table 18: Information elements in SETUP Response message
7.5.1.3 PNEstablishmentNotify message
	Element
	Cardinality
	T
	Data Type
	Description

	PNEstablishmentNotify
	1
	E
	
	The command to notify PN Inventory from PN GW to PNE

Its sub attributes are

· MsgID

Its sub elements are

· PNInfo
· AuthFinData

	MsgID
	1
	A
	string
	Message ID to identify the transaction

	PNInfo
	0..1
	E
	
	PN Information. This is the information to be registered and stored in CPNS Server.

Its sub attributes are

· PN ID

· Description

· TempPN

· Sharing

Its sub elements are

· PNGWInfo

· PNEInfo

	PNID
	1
	A
	String
	PN Identification

	Description
	0..1
	A
	String
	PN Description (e.g., Home, Office)

	TempPN
	0..1
	A
	Boolean
	If this PN is temporary PN, this is “TRUE”.

If the physical connection between PNGW and PNEs is broken, this PN should be released automatically.

	PNGWInfo
	1
	E
	
	PN GW Information. 

Its sub attributes are

· PNGWID

· Name



	PNGWID
	1
	A
	String
	PN GW Identification

	Name
	0..1
	A
	String
	PN GW Name (e.g. nickname assigned by user or device type)

	PNEInfo
	1..n
	E
	
	PNE Information. 

Its sub attributes are

· PNEID

· PNEName

Its sub elements are

· DeviceCapa

· ServiceProfile 



	PNEID
	1
	A
	String
	PNE Identification

	PNEName
	0..1
	A
	String
	PNE Name (e.g., nickname assigned by user)

	DeviceCapa
	0..1
	E
	
	Capability information of device embedding PNE

DeviceCapa fragment contains information such as DeviceType, VideoCodec, etc. For CPNS V1.0 format definition is out of scope (e.g. DPE Enabler) and implementation matter.

	ServiceProfile
	0..1
	E
	-
	CPNS enabled application information to support certain service and status.

NOTE: Section 5.5 CPNS Metadata is referred. 

	AuthFinData
	1
	E
	
	Set of information used to authenticate CPNS Server by PNE. 

Its sub attribute is:

HASH

	HASH
	1
	A
	String
	Hash value calculated by target PNE or PN GW (i.e., hash_server in 7.6.)



Table 19: Information elements in PNEstablishmentNotify message
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