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1 Reason for Change

In the previous version1.0, we have the requirement:

	CPNS-SEC-004
	The CPNS Enabler SHALL support secure storage of data (e.g., validated user properties).
	Future 
Release


This requirement is for the release 1.1. 

Also a requirement about secure element has to be added. This secure element shall be used for Security features. It should be used for interoperability with the M2M Enabler.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree to incorporate in the CPNS 1.1 RD document.
6 Detailed Change Proposal

Change 1:  CPNS Version 1.1
6.1.1Security

	Label
	Description
	Release

	FOO-SEC-001
	The CPNS Enabler SHALL support secure storage of data (e.g., validated user properties). 
	CPNS 1.1

	FOO-SEC-002
	The CPNS Enabler SHALL support secure element. This secure element SHALL be used to store and used Secret Keys needed for some security features. 
	CPNS 1.1

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items
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