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1 Reason for Change

This CR is to provide description of PN Admin, mainly focused on the needs of PN Admin.

Also, this CR provides additional information, which are PNAdminID and AdmineeID, to be stored in PN Inventory regarding PN Admin.
	Element
	Attribute
	Description

	PNInfo
	PNAdminID
	ID of PN Admin in the PN
PN Admin ID is shared among PNEs in the same PN

	PNGWInfo
	AdmineeID
	ID of Adminee when this PN GW is PN Admin

	PNEInfo
	AdmineeID
	ID of Adminee when this PNE is PN Admin


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and approve the proposed change in this CR for incorporation into the CPNS 1.1 TS.
6 Detailed Change Proposal

Change 1:  5.4.1 Functional Components
PN Management covers PN Establishment, PN Update as a result of PNE joining/invitation/leaving/expulsion and PN Release.

PN SHALL be established with only one PN GW and one or more PNE(s) in PAN and the PN create request can be done by both PNE and PNGW. After creating PN, PN Inventory (see section 5.8) is created in PNE, PN GW and CPNS Server. CPNS User can allow sharing of PNE information among member PNEs. The PN Inventory SHALL be kept in PNE, PN GW and CPNS Server even though member PNEs are disconnected with PN GW temporary because CPNS Enabler supports stable information related with PN, which is sustained PN (e.g. PN Inventory, continuous Content/Service Delivery per Service in PN, and Usage statistic history per PNID). However, CPNS User can configure the temporary PN so that it is released immediately and removed from PN Inventory after physical disconnection of PAN, which means PNE is disconnected from PN GW (e.g. PN for Zone based service). 
PN Inventory can be modified and shared by PN members and CPNS Server by PN Admin after establishing PN. For example, CPNS User can change configurations such as Mode, Broadcastgroupkeydeliverysupport.
In zone based service scenario, PN consists of one PNE and one PN GW which can belong to different users.
Member PNE Update can be requested by PNE and PN GW. PNE can invite or request to expel the other PNE and PNE can join or leave itself. PN GW also can invite or expel the other PNE. If the User wants to share the information of member PNE’s each other, the member PNE get the notification about member update.

PN Release can be requested by PNE, PN GW or CPNS Server.

Change 2:  5.8 PN Inventory
	Element
	Cardinality
	T
	Data Type
	Description
	S
	G
	P

	PNInfo
	1..n
	E
	
	PN Information.

Its sub attributes are

· PNID

· Description

· TempPN

· Active

· Sharing

· Disclosure
· OwnershipEntityID
· PNAdminID
Its sub elements are

· PNGWInfo

· PNEInfo
	M
	M
	M

	PNID
	1
	A
	String
	PN Identification.
	M
	M
	M

	Description
	0..1
	A
	String
	PN Description.
	O
	O
	O

	TempPN
	0..1
	A
	Boolean
	If this PN is temporary PN, this is “TRUE”. If the physical connection between PNGW and all of PNEs is broken, this PN should be released automatically.

If this PN is sustained PN, this TempPN attribute is empty or “FALSE”.


	O
	O
	O

	Active
	1
	A
	Boolean
	The active status of PN.

TRUE – This PN is active because at least one more member PNEs are physically connected. 

FALSE – This PN is not active because all of member PNEs are disconnected.
	M
	M
	M

	Sharing
	1
	A
	Integer
	The level of PN Inventory sharing in PNE side

1 – Shared, both PNGWInfo and PNEInfo in PNInfo are shared in PNE

2 – Protected, only PNGWInfo in PNInfo is shared in PNE. 
	M
	M
	M

	Disclosure
	1
	A
	Integer
	The willingness of openness of PN Information, in case Service Discovery is requested after PN Setup 
1 - Blocked; PN information should not be unveiled. 
2 - Open; PN information will be unveiled, when other CPNS Entities asks service discovery.
3 - Selective: PN can be unveiled, only when the authorized CPNS entity  allows in case Service Discovery request contains PNID, PNEID or UserID
	M
	M
	M

	OwnershipEntityID
	0..1
	A
	String
	The ID of authorized CPNS Entity which has authorization to allow PN Information open, in case Service Discovery is requested.
	O
	
	

	PNGWInfo
	1
	E
	
	PN GW Information

Its sub attributes are

· PNGWID

· PNGWName

· Mode
· Zonebasedservicesupport

· Broadcastgroupkeydeliverysupport
· AdmineeID
	M
	M
	M

	PNGWID
	1
	A
	String
	PN GW Identification.
	M
	M
	M

	PNGWName
	0..1
	A
	String
	PN GW Name (e.g. assigned nickname)
	
	O
	O

	Mode
	1
	A
	Integer
	The mode of current device

2 – PNGW, If the mode of device is PN GW, the value should be “PN GW”. 

3 – BOTH, If the mode of device is both of PNE and PN GW, the value should be “BOTH” ( e.g. mobile phone )
	
	M
	M

	Zonebasedservicesupport
	0..1
	A
	Boolean
	If this CPNS entity is a capable PN GW of Zone Based Service, this value should be “TRUE”.
	O
	O
	O

	Broadcastgroupkeydeliverysupport
	0..1
	A
	Boolean
	TRUE: PN GW supports broadcast Group Key delivery
FALSE: PN GW does not support broadcast Group Key delivery.
	O
	M
	M

	PNEInfo
	1..n
	E
	
	PNE Information

Its sub attributes are

· PNEID

· PNEName

· Active

· Mode
· AdmineeID
Its sub elements are 

· UserInfo

· DeviceCapa

· ServiceProfile
	M
	M
	C

	PNEID
	1
	A
	String
	PNE Identification. 
	M
	M
	C

	PNEName
	0..1
	A
	String
	PNE Name (e.g. mp3 player)
	O
	O
	O

	Active
	1
	A
	Boolean
	The active status of PNE.

TRUE – This PNE is active because PNE is physically connected. 

FALSE – This PNE is not active because PNE is physically disconnected.
	M
	M
	C

	Mode
	1
	A
	Integer
	The mode of current device

1 – PNE, If the mode of device is PNE, the value should be “PNE”. 

3 – BOTH, If the mode of device is both of PNE and PN GW, the value should be “BOTH” ( e.g. mobile phone )
	
	M
	C

	UserInfo
	0..1
	E
	-
	Its attributes are

· UserID

· UserName
	O
	O
	O

	UserID
	1
	A
	String
	CPNS UserID 
	O
	O
	O

	UserName
	0..1
	A
	String
	CPNS User Name
	O
	O
	O

	DeviceCapa
	0..1
	E
	
	Capability information of device embedding PNE

Its sub attributes are

· UICapa

Its sub element is

· ExternalCapa
	O
	O
	O

	UICapa
	0..1
	A
	Boolean
	If this device doesn’t support UI functionalities, this value SHALL be set with “TRUE”.

TRUE: PN GW needs to support confirmation and/or Key assignment functionalities instead of PNE.
	O
	O
	O

	ExternalCapa
	0..1
	E
	-


	XML fragment contains information such as DeviceType, VideoCodec, etc. CPNS V1.0 can make use of the format of device capabilities from DPE Enabler specification.


	O
	O
	O

	ServiceProfile
	0..1
	E
	
	CPNS enabled application information to support certain service and status.
Its sub elements are

· Service (See section 5.10.2)
· ContentInfo (See section 5.10.2)
	O
	O
	O


Table 1 Information elements in PN Inventory
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