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1 Reason for Change

Revision R02 addresses additional comments received offline and discussed during the conf call on 3rd of July 
This revision addresses the comments from the initial review on 31st of May

· To provide the required changes to make it mandatory

· To add additional bullet points to describe interfaces CPNS-8 and CPNS-9

· To separate the message format tables to capture PNE-PN GW and PN GW to Server separately 

· To specify Message-body parameter

This CR proposes to have transport protocol binding specification as mandatory in CPNS 1.1 unlike CPNS 1.0 where it was informative as stated in section F3/H3 in the Annex. 

In this regard this CR suggests to have HTTP protocol as a default mandatory transport protocol for CPNS 1.1 
There is section F.3.2 on HTTP binding as part of Annex F and provided by DoCoMo. 

Given that this section is also called HTTP binding, we should do something to avoid any misleading or overlapping. 

I could look at it and probably merge or combine with section 9. 

Any suggestion from the group is welcomed
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

 Review and approve the proposed change in this CR for incorporation into the CPNS 1.1 TS.
6 Detailed Change Proposal

Change 1:  CPNS Transport Protocol (Normative)
Change section 9 of the TS to normative
The CPNS Enabler supports HTTP protocol binding as mandatory protocol.  

Other protocols may be supported as optional, e.g. XML based overlay network protocol (Appendix X) and SMS based CPNS protocol (Appendix Y).
Change 2:  9. CPNS Transport Protocol (Normative)
9. CPNS Transport Protocol
This section describes HTTP binding specification
9.1 General
CPNS Server and PN GW support HTTP 1.1 [RFC2616] for CPNS-2 and CPNS-7

PN GW and PNE support HTTP 1.1 [RFC2616] for CPNS-1 and CPNS-6 if HTTP is implemented on PN side

CPNS-1: HTTP protocol is a mandatory protocol for CPNS when PN is over IP and as such both PNE and PN GW support this protocol. This specification MAY also define other protocols and delivery mechanisms such as WiFi, Bluetooth etc., in addition to HTTP. 
CPNS-2: This specification defines HTTP 1.1 [RFC2616] for CPNS-2 and as such both PN GW and CPNS Server support this protocol. 

CPNS-3: This specification defines HTTP 1.1 [RFC2616] for CPNS-3 and as such both PN GWs support this protocol.. 

CPNS-4: This specification defines HTTP 1.1 [RFC2616] for CPNS-4 and as such CPNS Server supports this protocol.

CPNS-5: This can be an implementation specific and therefore the CPNS specification does not define it.

CPNS-6: HTTP protocol is a mandatory protocol for CPNS when PN is over IPand as such both PN GW and PNE support this protocol. This specification MAY also define other protocols and delivery mechanisms such as WiFi, Bluetooth etc., in addition to HTTP. 

CPNS-7: This specification defines HTTP 1.1 [RFC2616] for CPNS-7 and as such both CPNS Server and PN GW support this protocol..
CPNS-8: This specification defines HTTP 1.1 [RFC2616] for CPNS-8 and as such both PNEs support this protocol.

CPNS-9: This specification defines HTTP 1.1 [RFC2616] for CPNS-9 and as such PN GW supports this protocol
9.2. Content type of formatted messages
CPNS Server and PN GW support formatted messages as entity-bodies with application media type (application/vnd.oma.cpns) that go through interfaces CPNS-2 and CPNS-7. The application media type is used when there is a single message in the HTTP request/response. 

CPNS Server and PN GW support formatted messages as entity-bodies with multipart/mixed subtypes that go through interfaces CPNS-2 and CPNS-7. These messages as entity-bodies with multipart/mixed types can support different content-type headers as part of the same HTTP message.

CPNS Server and PN GW support formatted messages as entity-bodies with multipart/related subtypes that go through interfaces CPNS-2 and CPNS-7. These messages as entity-bodies with multipart/related types can support different message parts as parts of an aggregated message.

PN GW and PNE support formatted messages as entity-bodies with application media type (application/vnd.oma.cpns) that go through interfaces CPNS-1 and CPNS-6. The application media type is used when there is a single message in the HTTP request/response.

PN GW and PNE support formatted messages as entity-bodies with multipart/mixed subtypes that go through interfaces CPNS-1 and CPNS-6. These messages as entity-bodies with multipart/mixed types can support different content-type headers as part of the same HTTP message.

PN GW and PNE support formatted messages as entity-bodies with multipart/related subtypes that go through interfaces CPNS-1 and CPNS-6. These messages as entity-bodies with multipart/related types can support different content-type headers as part of the same HTTP message

9.3. HTTP Methods

All the request messages from PN GW to CPNS Server through interface CPNS-2 are sent as HTTP POST method requests.

All the response and notification messages from CPNS Server to PN GW through interface CPNS-7 are sent as appropriate HTTP status codes or responses.
If HTTP is implemented on the PN side the following exchange of messages will take place
All the request messages from PNE to PN GW through interface CPNS-1are sent as HTTP POST method requests.

All the response and notification messages from PN GW to PNE through interface CPNS-6 are sent as appropriate HTTP status codes or responses.


9.3.1 HTTP Message requests from PN GW to CPNS Server

	Message
	Implementation
	Direction
	HTTP Methods

	HTTP POST
	Mandatory
	PN GW ( CPNS Server 
	POST

	Response to HTTP POST
	Mandatory
	PN GW ( CPNS Server
	HTTP Response, 200 OK


	Element
	Cardinality
	T
	Data Type
	Description

	HTTP POST
	1
	
	
	HTTP method

	Request-URI
	1
	A
	String
	URI of a new resource to be identified.

URI of CPNS Server when initiated/forwarded by PN GW

	Host request-header
	1
	A
	String
	Specifies the hostname of the resource being requested

	PN GW request-header
	0..1
	A
	String
	Contains information about the entity originating the request

	Content-Length entity-header
	1
	A
	Integer
	Defines the length of the entity-body

	Content-Type entity-header
	0..1
	A
	String
	MIME media type of the entity-body, one of “application/vnd.oma.cpns”, “multipart/related”, or “multipart/mixed”, as applicable

	Message-body
	0..1
	A
	String
	Messages through CPNS-2


Table XX HTTP Message requests from PN GW to CPNS Server
9.3.2 HTTP Message responses to HTTP Post requests

	Element
	Cardinality
	T
	Data Type
	Description

	HTTP Response to POST
	1
	
	
	HTTP response, 200 OK

	Request-URI
	1
	A
	String
	Responses to requests from identified URIs



	Host request-header
	1
	A
	String
	Specifies the hostname of the resource being requested

	PN GW request-header
	0..1
	A
	String
	Contains information about the entity originating the request

	Content-Length entity-header
	1
	A
	Integer
	Defines the length of the entity-body

	Content-Type entity-header
	0..1
	A
	String
	MIME media type of the entity-body, one of “application/vnd.oma.cpns”, “multipart/related”, or “multipart/mixed”, as applicable

	Message-body
	0..1
	A
	String
	Response messages through CPNS-7


Table XXa HTTP Message responses to HTTP Post requests
9.3.3 HTTP Message requests from PNE to PN GW
	Message
	Implementation
	Direction
	HTTP Methods

	HTTP POST
	Conditional
	PNE ( PN GW 
	POST

	Response to HTTP POST
	Conditional
	PNE ( PN GW
	HTTP Response, 200 OK


	Element
	Cardinality
	T
	Data Type
	Description

	HTTP POST
	1
	
	
	HTTP method

	Request-URI
	1
	A
	String
	URI of a new resource to be identified.

URI of PN GW when initiated by PNE 

	Host request-header
	1
	A
	String
	Specifies the hostname of the resource being requested

	PNE request-header
	0..1
	A
	String
	Contains information about the entity originating the request

	Content-Length entity-header
	1
	A
	Integer
	Defines the length of the entity-body

	Content-Type entity-header
	0..1
	A
	String
	MIME media type of the entity-body, one of “application/vnd.oma.cpns”, “multipart/related”, or “multipart/mixed”, as applicable

	Message-body
	0..1
	A
	String
	Messages through CPNS-1 


Table XXb HTTP Message requests from PNE to PN GW

9.3.4 HTTP Message responses to HTTP Post requests

	Element
	Cardinality
	T
	Data Type
	Description

	HTTP Response to POST
	1
	
	
	HTTP response, 200 OK

	Request-URI
	1
	A
	String
	Responses to requests from identified URIs



	Host request-header
	1
	A
	String
	Specifies the hostname of the resource being requested

	PNE request-header
	0..1
	A
	String
	Contains information about the entity originating the request

	Content-Length entity-header
	1
	A
	Integer
	Defines the length of the entity-body

	Content-Type entity-header
	0..1
	A
	String
	MIME media type of the entity-body, one of “application/vnd.oma.cpns”, “multipart/related”, or “multipart/mixed”, as applicable

	Message-body
	0..1
	A
	String
	Response messages through CPNS-6


Table XXc. HTTP Message responses to HTTP Post requests
Change 3:  Appendix H.
Remove Appendix H.
Change 4:  
NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2012 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 7)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20120101-I]

© 2012 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 7 (of 7)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20120101-I]

