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1 Reason for Change

This CR is to resolve CONR comments below,
	D001
	2012.08.10
	E
	5.1
	Source: LGE
Form: 
Comment: 
Typo in the text, “clients/serves”
Proposed Change: 
Change “serves” to “servers”
	Status: OPEN 



	D002
	2012.08.10
	E
	5.1.1
	Source: LGE
Form: 
Comment: 
Column title is missing, “Normal Flow”
Proposed Change: 
Add the column title “Normal Flow”
	Status: OPEN 

	D003
	2012.08.10
	E/T
	5.1.1

PNM-013/015/016/017
	Source: LGE
Form: 
Comment: 
Adminee is just “Adminee” not “PN Adminee”
Proposed Change: 
Change “PN Adminee” to “Adminee” in description and test requirements columns.
	Status: OPEN 



	D004
	2012.08.10
	E/T
	5.1.1

PNM-014
	Source: LGE
Form: 
Comment: 
It is Adminee addition not PN Admin addition.

Proposed Change: 
Change “PN Admin” to “Adminee” in description and test requirements columns.
	Status: OPEN 



	D005
	2012.08.10
	E/T
	5.1.1

PNM-018
	Source: LGE
Form: 
Comment: 
It is Adminee information change, not PN Admin information change.

Proposed Change: 
Change “PN Admin” to “Adminee” in description and test requirements columns.
	Status: OPEN 



	D006
	2012.08.10
	T
	5.1

5.1.1
	Source: LGE
Form: 
Comment: 
Feature key and test requirements regarding Simplified Group Key Management in CPNS 1.1 TS are missing. 

Proposed Change: 
Corresponding feature key and test requirements need to be added.
	Status: OPEN 



	D007
	2012.08.10
	T
	5.1.1
	Source: LGE
Form: 
Comment: 
Test requirements regarding PN Setup using Usage Information are missing. 

Proposed Change: 
Corresponding test requirements need to be added. 
	Status: OPEN 




2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and approve the proposed change in this CR for incorporation into the CPNS 1.1 TS.
6 Detailed Change Proposal

Change 1:  5. Test Requirements
5.1 Enabler Test Requirements

The test requirements collected in this section are related to the Enabler CPNS-V1.1.

This section defines what specific functionalities of this Enabler shall or should be tested to ensure adequate operational of the implementations, including any security requirements and constraints on usage if specified (e.g. user can forward a media object but can not visualize it). That means that devices (clients/serves) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) should be included here if so required.

Besides this information, OMA Architecture specifies a “Framework Architecture”, consisting of a set of common functions that need to be invoked in most use cases involving the different Service Enablers. The functionality requirements defined in the OMA Framework Architecture, i.e. authentication, authorization, charging, billing, common directory, etc. should also be listed in this table. Use cases are the main input to identify test requirements.

The following test requirements should cover both Conformance test requirements (i.e. functionality to be tested to verify whether it is implemented either in the client side or in the server side) and Interoperability test requirements (i.e. client/server interactions one with another)

The following sections (Mandatory and Optional test requirements) could also be separated for client and server test requirements.

The tables for the mandatory and optional test requirements include the following columns:

FEATURE KEY:
A set of characters uniquely identifying the enabler test requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.

FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.

FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature,

The following are the Feature Keys of CPNS 1.1 that should be tested. 
	Feature Key
	Description

	
	

	PNM
	PN Management

	GKM
	Group Key Management


5.1.1 Mandatory Test Requirements

Mandatory test requirements should cover those features and use cases that require validation in order to approve the enabler. These include areas with complex interactions between the different functional components of the enabler architecture or where the complexity of the specification(s) is such that there is some uncertainty that they have been correctly specified.

These features and use cases SHOULD cover mandatory and MAY recommend prioritisation of optional implementation features. If testing of some of the mandatory features is not required, then the ETR SHALL contains an explanation for their exclusion.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	PNM-002
	PN Management – PN Merging, PN GW Initiated 
	To verify the merging of PNs when initiated by the PN GW.

	
	PNM-003
	PN Management – PN Splitting, PNE Initiated
	To verify the splitting of PN when initiated by the PNE.

	
	PNM-004
	PN Management – PN Splitting, PN GW Initiated
	To verify the splitting of PN when initiated by the PN GW.

	
	PNM-005
	PN Management – PNE Switching Initiated by PNE
	To verity the switching between PNEs initiated by the PNE.

	
	PNM-006
	PN Management – PNE Switching Initiated by PN GW
	To verity the switching between PNEs initiated by the PN GW.

	
	PNM-007
	PN Management – PN GW Switching Initiated by PNE
	To verity the switching between PN GWs initiated by the PNE.

	
	PNM-008
	PN Management – PN GW Switching Initiated by PN GW
	To verity the switching between PN GWs initiated by the PN GW.

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 1: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.2 Optional Test Requirements

Optional test requirements should cover those features and use cases that are not mandated to be tested, but it is still felt that their inclusion will enhance the quality of the enabler validation.

Additionally, important conformance test requirements MAY be listed.

These features and use cases SHOULD cover optional and MAY cover mandatory implementation features. In case a mandatory feature is listed here, the Feature Test Requirements column should provide an explanation why testing of this feature is not mandated.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	PNM-009
	PN Management – PN Admin Assignment, PNE Initiated 
	To verify the assignment of PN Admin when initiated by the PNE.

	
	PNM-010
	PN Management – PN Admin Assignment, PN GW Initiated 
	To verify the assignment of PN Admin when initiated by the PN GW.

	
	PNM-011
	PN Management – PN Admin Release, PNE Initiated 
	To verify the release of PN Admin when initiated by the PNE.

	
	PNM-012
	PN Management – PN Admin Release, PN GW Initiated 
	To verify the release of PN Admin when initiated by the PN GW.

	
	PNM-013
	PN Management –Adminee Addition, PNE Initiated 
	To verify the addition of Adminee when initiated by the PNE.

	
	PNM-014
	PN Management – Adminee Addition, PN GW Initiated 
	To verify the addition of Adminee when initiated by the PN GW.

	
	PNM-015
	PN Management –Adminee Removal, PNE Initiated 
	To verify the removal of Adminee when initiated by the PNE.

	
	PNM-016
	PN Management – Adminee Removal, PN GW Initiated 
	To verify the removal of Adminee when initiated by the PN GW.

	
	PNM-017
	PN Management –Adminee Information Change, PNE Initiated 
	To verify the information change of Adminee when initiated by the PNE.

	
	PNM-018
	PN Management – Adminee Information Change, PN GW Initiated 
	To verify the information change of Adminee when initiated by the PN GW.

	
	PNM-019
	PN Management – PN Admin Assignment and also Adminee Addition, PNE Initiated
	To verify the PN Admin assignment and Adminee addition with one request when initiated by the PNE.

	
	PNM-020
	PN Management – PN Admin Assignment and also Adminee Addition, PN GW Initiated
	To verify the PN Admin assignment and Adminee addition with one request when initiated by the PN GW.

	
	PNM-021
	PN Management – Create PN Usage Information, PNE Initiated
	To verify the creation of PN usage information when initiated by PNE.

	
	PNM-022
	PN Management – Create PN Usage Information, PN GW Initiated
	To verify the creation of PN usage information when initiated by PN GW.

	
	PNM-023
	PN Management – PN Usage Info List Request, PNE Initiated
	To verify the PN usage information list request to CPNS Server when initiated by PNE.

	
	PNM-024
	PN Management – PN Usage Info List Request, PN GW Initiated
	To verify the PN usage information list request to CPNS Server when initiated by PN GW.

	
	PNM-025
	PN Management – PN Setup Using PN Usage Information, PNE Initiated
	To verify the PN setup using PN usage information when initiated by PNE.

	
	PNM-026
	PN Management – PN Setup Using PN Usage Information, PN GW Initiated
	To verify the PN setup using PN usage information when initiated by PN GW.

	
	GKM-001
	Group Key Management – Simplified Group Key delivery for SG creation, PNE initiated
	To verify the delivery of Simplified Group Key when PNE initiated SG creation.

	
	GKM-002
	Group Key Management – Simplified Group Key delivery for SG creation, PN GW initiated
	To verify the delivery of Simplified Group Key when PN GW initiated SG creation.

	
	GKM-003
	Group Key Management – Simplified Group Key delivery for SG member invitation or joining, PNE initiated
	To verify the delivery of Simplified Group Key when PNE initiated SG invitation or joining.

	
	GKM-004
	Group Key Management – Simplified Group Key delivery for SG member invitation or joining, PN GW initiated
	To verify the delivery of Simplified Group Key when PN GW initiated SG invitation or joining.

	
	GKM-005
	Group Key Management – Simplified Group Key delivery for SG leaving or expulsion, PNE initiated
	To verify the delivery of Simplified Group Key when PNE initiated SG leaving or expulsion.

	
	GKM-006
	Group Key Management – Simplified Group Key delivery for SG leaving or expulsion, PN GW initiated
	To verify the delivery of Simplified Group Key when PN GW initiated SG leaving or expulsion.

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 2: Applicability Table for Enabler Specific Optional Test Requirements
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