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1. Scope
(Informative)

<< This clause defines the scope and applicability of the RD.  
DELETE THIS COMMENT >>

<enter text here>
<< This clause acts as a reminder to contributors of the RD:

The RD has to provide a prose description illustrating what the release is about.

The RD has to provide the requirements necessary for the service release technical specification activity.

The RD has to provide only the requirements in the scope of the work item under which it is created.

Use cases in the Appendix of the RD are additional to the main text in the RD and facilitate clarification of the requirements.

DELETE THIS COMMENT>>

<enter text here>
2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	


2.2 Informative References

	 [OMA – CPNS]
	Converged Personal Network Service (CPNS) 1.0 - 03 May 2011
URL: http://www.openmobilealliance.org/

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/


Terminology and Conventions

2.3 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

2.4 Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly

DELETE THIS COMMENT>>

	
	

	
	

	<< Add/Remove definition rows to this table as needed - DELETE This Row >>


3.3
Abbreviations

<< Add abbreviations as needed to the following table.  No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	
	

	
	

	<< Add/Remove abbreviation rows to this table as needed - DELETE This Row>>


3. Introduction
(Informative)

<< This clause contains an introduction to this requirements specification, describing the background.

DELETE THIS COMMENT >>

3.1 Version 1.0

This first version specifies the CPNS requirements and describes some Use Cases.

The CPNS Enabler facilitates access by PNE(s) to services/contents that are available either locally or residing in other networks, including those offered by other devices or network elements accessible via a cellular or other WAN technology.

This first version introduces the CPNS Enabler, specifies the definitions of each actor and specifies the main Requirements (High-Level Functional requirements, Security, Charging, Administration, Configuration, Usability, Interoperability and Privacy).

3.2 Version 1.1
CPNS 1.1 aims to specify requirements from the CPNS 1.0 that were not addressed and were differed for the future release and to enhance the existing features and add new functionalities that are relevant for this release. 

Enhancement of existing features and addition of new functionalities include the following:
· Strengthen the Non-CPNS Proxy function
· To support legacy and other non-CPNS devices (ex.DLNA)
· Interaction with ETSI M2M
· Functional mapping between CPNS and M2M
· Mapping of ETSI M2M GW functionality onto CPNS PN GW
· Mapping of CPNS interfaces onto ETSI M2M interfaces
·  Device Categorization
· To appropriately support various kinds of devices
·  Enhancement of Personal Network / Service Group Management
· Switching of PN GW and PNEs, Merging and splitting of Personal Networks
·  Enhancement of Zone Based Service
· Enhancement of Service Group etc
4. [Release name] release description 
(Informative)

<< This clause illustrates what the release is about, describing the release in terms of its functionalities, identifying the actors and their relationships. The inclusion of any pictures to back up text should be kept simple, showing various actors involved. The text shall summarize the functionalities of the release in a generic form which does not constrain terminal or network design. It is intended to allow an understanding of the release without regard to implementation. The description should include functional, charging, administration and configuration, usability, interoperability, privacy aspects as well as interactions with other releases.

Part of this text can be easily extracted from the WID

DELETE THIS COMMENT >>

<text>
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Figure 1: Example Figure

5.1 End-to-end Service Description

This section provides indications on what is the business rational for creating such enabler release. The text has to be a high level description of the features and functions provided by the OMA enabler release, including their objectives, when considered as a service (e.g. Mobile Code,  Mobile Advertising, Customized Multimedia Ringing,  MMS,  Mobile Spam Reporting) and/or a building block (e.g. Service User Profile Management , Parlay Service Access, Converged IP Messaging, Device Profile Evolution). 

This description should address the end-to-end experience provided by the OMA services (e.g. the end-users prefer to receive advertising contents that are targeted to their interests and needs; they demand that the service provider guarantees that messages are sent by authenticated parties, as they do not want to receive spam). Also, this description should address what are the overall functions of the enabler release to be able to support other enablers (e.g. Service User Profile Management provides one unique central point to access and allow management of user data). 

The end-to-end description should address the direct benefits for the end users as well as the indirect benefits for the equipment usage, or network interconnections, or overall operations or content adaptation, to mention just a few. 

Both enterprise and consumer scenarios may be considered.

The text in this section should be brief, target length should be a few paragraphs. When the RD definition is finished, this description should be aligned with the final functionality..   

DELETE THIS COMMENT

5. Requirements
(Normative)

5.1 High-Level Functional Requirements

	Label
	Description
	Release

	CPNS-HLF-001
	CPNS Enabler SHALL enable seamless switching of PNGW(s). The switching can be triggered by events like (not limited to) battery exhaustion, user willingness, etc.
	CPNS 1.1

	CPNS-HLF-002
	CPNS Enabler SHALL enable seamless switching between available PNE(s) belonging to the same CPNS User while providing or consuming Services. The switching can be triggered by events like (not limited to) battery exhaustion, user willingness, etc.
	CPNS 1.1

	CPNS-HLF-003
	The CPNS Enabler SHALL support merging and splitting of PN(s) belonging to the same User and the same Service Group without the suspension of on-going service(s).
	CPNS 1.1

	CPNS-HLF-004
	The CPNS Enabler SHALL provide a means for creating the Service Group of PNEs providing different roles or behaviours due to different device capabilities.
	CPNS 1.1


Table 1: High-Level Functional Requirements

5.1.1 Security

<< This clause identifies the high-level security needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements. 

in this area.

DELETE THIS COMMENT >>

<intro text for Security requirements here>
	Label
	Description
	Release

	FOO-SEC-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

5.1.1.1 Authentication

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Authentication requirements here>
	Label
	Description
	Release

	
	This function MUST be able to authenticate the {requestor of this function | user | device | initiator | ...} {if required by the applicable policies}.
	

	
	This function MUST be able to authenticate the {provider of this function | server | proxy | responder | ...} {if required by the applicable policies}.
	

	
	This function MUST be able to provide data origination authentication {if required by the applicable policies}. This means, it MUST be possible to ensure confidence that a received message or piece of data has been created by a certain party at some (unspecified) time in the past, and that this data has not been corrupted or tampered with.
	

	
	This function MUST be able to provide replay protection {if required by the applicable policies} to ensure confidence that a received message has not been recorded and played back.
	

	
	This function MUST be able to authenticate the source of the broadcast or streaming {if required by the applicable policies}.
	

	
	This function MUST be able to implicitly authenticate the destinations of the broadcast or streaming {if required by the applicable policies}.
	

	
	This function MUST allow the user to authenticate himself to the {device | agent} e.g., by entering a PIN code or by using biometrics if applicable.
	

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
5.1.1.2 Authorization

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Authentication requirements here>
	Label
	Description
	Release

	
	This function MUST be able to authorize access only to requestors entitled to access the function.
	

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

5.1.1.3 Data Integrity

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Data Integrity requirements here>
	Label
	Description
	Release

	
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

5.1.1.4 Confidentiality

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Confidentiality requirements here>
	Label
	Description
	Release

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

5.1.2 Charging Events
<< This clause identifies the specific charging events needed for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Charging requirements here>
	Label
	Description
	Release

	FOO-CHG-001
	The list of Charging events SHALL include at least.

- event#1

- event#2

- …
Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Charging Events Items

5.1.3 Administration and Configuration

<< This clause identifies the high-level administration and configuration needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Administration and Configuration requirements here>
	Label
	Description
	Release

	FOO-ADM-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

5.1.4 Usability

<< This clause identifies the usability needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Usability requirements here>
	Label
	Description
	Release

	FOO-USE-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Usability Items

5.1.5 Interoperability

<< This clause identifies the high-level interoperability needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Interoperability requirements here>
	Label
	Description
	Release

	FOO-INT-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

5.1.6 Privacy

<< This clause identifies the high-level privacy needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

<intro text for Privacy requirements here>
	Label
	Description
	Release

	FOO-PRV-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

5.2 Overall System Requirements

<<This clause describes the general behaviour and characteristics of the release such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:

The XYZ release MUST NOT restrict deployment options

The XYZ release MUST be defined in an execution environment neutral manner

The XYZ release MUST specify interfaces that are access technology neutral

The XYZ release MUST be able to support services applicable to any kind of users or segments

It SHOULD be possible to use existing OMA Device Management and Provisioning releases.

DELETE THIS COMMENT >>

<intro text for System requirements here>
	Label
	Description
	Release

	FOO-SYS-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 12: High-Level System Requirements

Appendix A. Change History
(Informative)

<< The following is a model of a revision table.  DELETE THIS COMMENT >>

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA

	OMA-xxyyz-V1_0-20021001-A
	01 Oct 2002
	Initial document to address the basic starting point
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	description of changed
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A.2 Draft/Candidate Version <current version> History

<< This section is available in pre-approved versions – it should be removed in the actual approved versions.  DELETE THIS COMMENT >>
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Appendix B. Use Cases
(Informative)

<< This clause provides high-level use cases focused on the users and deployment scenarios point of view, targeting release’s requirements. Use cases are additional to the main text in the RD and facilitate clarification of the requirements: actually, a use case has to be considered needed (and then added to the RD) when it helps the understanding of a set of requirements. For this reason, it is recommended that the total number of use cases be minimised. Pre conditions and Actors involved MAY be described at the beginning of each use case if this is found to be useful.

DELETE THIS COMMENT >>

<text here>
B.1 Seamless Switching
<< The level of detail of descriptions shall be above technical implementations of protocols. The sub-sections below should consist of one or two sentences.

DELETE THIS COMMENT >>
<text here>
B.1.1  ASK  \* MERGEFORMAT Short Description

<< Describe the interaction that occurs in this use case.
(mandatory)

DELETE THIS COMMENT >>

This use case demonstrates the ability to seamlessly switch the PN GW without terminating existing Service Group. It is assumed that all the devices are belonging to the same Service Group.
B.1.2  ASK  \* MERGEFORMAT Normal Flow

1. A CPNS User, John, owns a number of devices such as a mobile phone, television, camera and an IP-enabled set-top box which contains PN GW capability. John requests to create a PN and Service Group with his devices using his mobile phone as a PN GW device.

2. While John is enjoying a music service, the battery exhaustion is detected and John is informed that the service will eventually shut down because of battery capacity exhaustion.

3. To receive the music service without interruption, John decides to transfer mobile phone’s PN GW role to the set-top box by sending transfer request message to the set-top box via his mobile phone.

4. Upon receiving the request, the set-top box changes its mode to take over PN GW role.

5. After the transfer, John’s set-top box sends response message to the mobile phone.

6. After receiving the response from the set-top box, John’s mobile phone stops PN GW role.

7. John enjoys music service continuously without additional Personal Network and Service Group establishment procedure.

B.1.3 Market benefits

<< Describe the consequence and benefits for the actors as a result of this use case.

(mandatory)

DELETE THIS COMMENT >>

· The CPNS User can provide or receive a service without  additional setup procedure

· The operator can improve the quality/quantity of service 
· The vendor can increase the volume of sales taking in the CPNS functionalities which can add new features
B.1.4 Actors
· CPNS User

· CPNS Service Provider/Mobile Operator

· CPNS Device

· PN Gateway Device
· CPNS Server
B.2 Merging and Splitting of PN(s)

B.2.1 Short description

CPNS User may have more than one PN at the same time (e.g. one in the user’s home and another in the user’s personal area). CPNS User may want to merge them into one PN to get better user experience (e.g. larger screen or more bandwidth) or split one PN up to many PNs to enjoy the service without any break (e.g. keep downloading content when go out side.). This use case demonstrates how to merge & split these PNs.
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B.2.2 Normal Flow

1. Bob has 2 PNs, one is in his home (PN 2 in the figure x), another is in his personal area (PN 1 in the Figure x).

2. When Bob comes back home, he wants to merge them into one PN, so PN 1 & PN 2 are merged into PN 3 (right side in the Figure x).

3. After dinner, Bob wants to go outside for a while, and he wants to keep PN 1 with him, so PN 3 is split up to PN 1 & PN 2.  

B.2.3 Market benefits

· The CPNS User can access/enjoy CPNS services at any time & in everywhere.

· The operator can improve the quality of service and also Expand service areas from cellular networks to various local networks (e.g. Home networks, Office networks).
· The vendor can increase the volume of sales.
· The content/service provider can improve the quality and quantity of services. 
B.2.4 Actors

· CPNS User

· PNE
· PN Gateway 

· CPNS Server
B.3 Extended Service Group
<< The level of detail of descriptions shall be above technical implementations of protocols. The sub-sections below should consist of one or two sentences.

DELETE THIS COMMENT >>
<text here>

B.3.1  ASK  \* MERGEFORMAT Short Description

<< Describe the interaction that occurs in this use case.
(mandatory)
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As CPNS User owns a number of devices such as a mobile phone, television, camera and an IP-enabled set-top box which are consist of different capability information of device, this use case demonstrates the ability to consist and maintain the Service Group based on device capability of personal devices so that services/contents can be delivered based on conceivable combination of those device capabilities in the same Service Group.
Note: The example of H/W device capabilities could be touch panel, display/screen, GPS, mike, speaker, communication chipset and etc, while the S/W device capabilities could be SNS app, photo shop, codec, video call and etc.
For instance, the User should be able to create a Service Group consisting of his mobile phone, TV and camera in order to make HD video calling available (Camera as a HD webcam to handle the video encoding and processing onboard, TV as a main display and mobile phone as a PN Gateway) or to play dual screen TV game (Mobile phone as a remote control and a subsidiary display to show bird’s eye view of the immediate vicinity, TV as a main display to show the circuit track)
B.3.2  ASK  \* MERGEFORMAT Normal Flow
1. John requests to create a PN with device capability information of his TV, mobile phone and camera using his mobile phone as a PNGW device.

2. After PN establishment, CPNS Server sends available Service Description based on conceivable combination of device capability information to John’s PNEs.

3. Among received Service Profile, John decides to use HD video calling Service.

4. John requests to create Service Group which is consist of camera and TV device capability information to the CPNS Server. For instance, Service Group can consist of camera  for motion detection and record, and TV for displaying HD images on its screen.

5. After receiving the Service Group creation response from the CPNS Server, John invites the Paul to the Service Group for HD video calls

6. John sends messages to invite the Paul’s HD video calls device via his mobile phone or TV

7. Paul executes the same HD video call connecting to the PN gateway using WPAN techniques.
B.3.3 Market benefits

<< Describe the consequence and benefits for the actors as a result of this use case.

(mandatory)
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· The CPNS User can extend the kind of services to enjoy by connecting a device to other devices which contains different functionalities.

· The operator can improve the quality/quantity of service as well as increase the revenue from data services.

· The vendor can increase the volume of sales taking in the CPNS functionalities which can add new features
· The content/service provider can enlarge the services. Also they can provide targeted service in easier and cheaper ways
B.3.4 Actors

· CPNS User

· CPNS Service Provider/Mobile Operator

· CPNS Device

· PN Gateway Device
· CPNS Server
Appendix C. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.
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<More text>

C.1.1 More Headers

<More text>

C.1.1.1 Even More Headers

<More text>
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