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1 Reason for Contribution

As part of the Browser Interoperability activity a change request was agreed to mandate UAProf as part of the OMA WAE specification. Also, during the review of the UAProf best practices document and the cross review of the UAProf specification a number of areas relating to UAProf specification were noted as being unclear.

This contribution highlights those areas of the UAProf specification that may need aligning with the mandatory statements of the WAE specification, and the areas that may need further clarification.

2 Summary of Contribution

.See section 3.
3 Detailed Proposal

6. Usage Scenarios

This section and its subsections are informative.

This Section describes several scenarios in which CPI is conveyed and used to support information delivery to a WAPenabled

client. The description is divided into three sections, describing WAP/WSP and HTTP clients, and common usage

scenarios.
6.1 WAP/WSP Clients

6.1.1 Opening a WSP Session and Establishing an Initial UAProf

Upon opening a WSP [WSP] session with a WAP gateway, the UAProf-aware client conveys its profile information using

Profile and Profile-Diff headers within the WSP Connect request. Upon receiving the profile, a WAP gateway that is aware

of the UAProf capability responds with a Profile-Warning header value of 100 (“OK”). This header signals to the client that

the CPI is being cached by the WAP gateway and will be effective for the lifetime of the session. The client device may

update the CPI at any time during the session lifetime.

If the client does not receive the “OK” Profile-Warning header in the WSP Connect response, it assumes that the gateway

does not support this UAProf specification and therefore that the CPI is not being cached by the WAP gateway. The client

device may neither convey nor update 
the CPI during the session lifetime.
6.2 Wireless Profiled HTTP Clients

The UAProf capable handset may transmit the CPI data in the x-wap-profile and x-wap-profile-diff headers with each HTTP request that is made. The user agent should also be capable of processing the x-wap-profile-warning header, which indicates whether the CPI was used when formulating the response.

.
8. User Agent Profile Transport

This section is normative, unless explicitly stated otherwise. Examples are informative.

This section defines the transport mechanisms for User Agent Profile data.

From the mobile client to the WAP gateway/proxy, the User Agent profile data MUST be transferred over one of two protocol

variants :

Wireless Profiled HTTP; hereafter referred to as W-HTTP, or

a combination of WSP and HTTP 1.1; hereafter referred to as WSP

Additionally a mobile client may transfer its user profile data directly to the origin server using W-HTTP where no WAP

gateway/proxy is being used.

A client MUST at least support one of these protocol variant in order to support UAProf. Each protocol variant is functionally equivalent but a major difference is that CC/Ppex is not used in the W-HTTP variant.

From the WAP gateway/proxy to the origin server the following applies: A WAP proxy (receiving W-HTTP formatted CPI

information) MUST use the W-HTTP transport method towards the origin server. A WAP gateway (receiving WSP

formatted CPI information) SHOULD use the W-HTTP transport method as specified in section 8.2.3.3 towards the origin

server. Alternatively, A WAP gateway (receiving WSP formatted CPI information) MAY use CC/Ppex over HTTP as specified in section 8.2.1.1  towards the origin server. The use of HTTPext is not

recommended. Thus, an origin server MUST be prepared to handle CPI information in either W-HTTP or CC//Ppex over

HTTP format.
8.1 Transport Over W-HTTP

In the case where the mobile terminal supports wireless profiled HTTP [W-HTTP] the profile is transported using meta data

defined by this specification. The CC/PP Framework remains unaltered. The defined mechanism provides a functional

equivalent for the CC/PP exchange protocol [CCPPex] but the definition of the syntax and semantics of the transport remains

in this specification.

…

8.1.2.3 Relationship with HTTP Headers

The profile information referred to in the x-wap-profile and x-wap-profile-diff header does not supersede 
HTTP request or

response header information.
8.2 User Agent Profile Transport Over WSP

This section specifies how Profiles are transported over WSP. Section 8.2.1 is an introduction and is not normative. The

CC/PP Exchange Protocol over WSP, referred to as CC/PP-WSP, is specified in the normative Sections 8.2.2 and 8.2.3.

8.2.1 Introduction

8.2.1.1 The CC/PP Framework and the CC/PP Exchange Protocol Over HTTP

The Composite Capability/Preference Profiles (CC/PP) defines a framework for content negotiation [CCPP]. Section 7

defines a vocabulary of categories and attributes for WAP-enabled devices.

To transport CC/PP documents, or references to such profiles, over the Internet, the CC/PP Exchange Protocol Over HTTP

MAY be used. It is specified in [CCPPex]. The CC/PP Exchange Protocol Over HTTP, referred to as CC/PP-HTTP, is used

over HTTP [HTTP] and uses the HTTP Extension Framework [HTTPext]. 
The mapping onto WSP is specified in this section

and is sometimes referred to as CC/PP-WSP.

The CC/PP Exchange Protocol specifies two new request header fields (Profile, Profile-Diff) and one new response header

field (Profile-Warning). The Profile header is used to transport one or many Profile identities, URIs, from the client to the

server. This set of Profiles is used to construct the Composite Profile Information (CPI). The Profile-diff header is used to

transport changes to the CPI. This means that the Profile-Diff header must always be used together with and referenced by

the Profile header. The Profile-Warning header is used by the server to notify the client whether the request to use Profiles

was fulfilled, partly fulfilled, or not fulfilled. To extend the HTTP protocol with the new header in a structured way, the

HTTP Extension Framework MAY be used [HTTPext]
, however the headers defined in Section 8.1 SHOULD be used to

transport CPI.

…
8.2.3.3 Header Translation Between CC/PP-WSP and HTTP

Optionally, a WAP gateway MAY forward WSP requests as HTTP 1.1 requests [WAE]. 
In forwarding the request, a

gateway MUST forward all CC/PP-WSP headers (defined in Section 8.2.2 and resolved at the gateway according to the rules

of Section 8.2.3.2) as W-HTTP headers (defined in section 8.1) according to these rules:
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss the possible issues as described in section 3 and determine whether CRs to UAProf specification is required.









�Change to normative?


�Change to normative?


�Change to normative?


�Change to normative?


�Previous section suggested that this was not recommended.


�Previous section suggested that this was not recommended.


�i.e. W-HTTP as described in section 8!
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