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1 Reason for Change

The present Change Request modifies the AD, based on the discussions issued from the joint meeting with ARC group in San Francisco and from BT DCAP sessions.
The changes are detailed below.

2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

For the group to discuss the modifications proposed.
6 Detailed Change Proposal

Change 1:  Diagram modifications
· Removal of the "Alternative Device Description Solution" component
Any alternative device description solution that would be interfaced to the DPE Server would act as an ASP, using the DPE-3 interface. Thus there is no need to have a specific component on the schema. 
· Functional components changed into internal functions
The former ID Manager, Cache and Policy Manager functional components of the DPE Server should be changed into internal functions, and thus represented by internal bullets, and not boxes, inside of the DPE Server. The way these functions are achieved is an implementation choice. It gives more flexibility to the implementation of the DPE Server to not define its internal architecture. 
Same reasoning for the Policy Agent and the Registration functional components of the DPE Client.

· Modifications DPE-1 Interface arrow 
Considering that ID Manager of the DPE Server and the Registration component of the DPE Client are not functional components anymore but internal functions, there is no sense of having an arrow between those two formerly components. The DPE-1 Interface arrow is now issued from the DPE Client and goes to the DPE Server.
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Change 2:  Modifications in the description of the components and interfaces
The changes in the architecture schema lead to changes in the components and interfaces definitions. 

5.3.1 Components

5.3.1.1 The Device Profile Evolution Server

The DPE Server is the entity that communicates with any DPE Client for the purpose of:

· assigning a unique identifier (using Interface DPE-1)
· requesting the value(s) of a single (or a group of) dynamic device property (ies) (using Interface DPE-2)
· applying one or several policies (using Interface DPE-2)
The DPE Server also communicates with any DPE enabled Application Service Provider for the purpose of:

· processing any request concerning the retrieval of the value(s) of a single (or a group of) dynamic device property (ies) (using Interface DPE-3)
· advertising these values depending on their availability and on the policies applied, if any (using Interface DPE-3)
The DPE Server includes three main functions:

· the ID Manager, in charge of assigning a unique identifier to a DPE Client during the registration phase

· the Policy Manager, in charge of managing the current policies associated with the DPE Clients

· the Cache, in charge of caching the values of the dynamic device properties, according to the predefined duration of validity of each dynamic device property (these durations are defined in the DPE Core Vocabulary)

5.3.1.2 The Device Profile Evolution Client

The first action performed by the DPE Client is to get the necessary information to be able to initiate a connection with a DPE Server (from a Smart Card, an OTA Provisioning Server or any alternative bootstrap solution).  
Then, the DPE Client communicates with the DPE Server in order to:

· ask for a unique identifier

· provide the value(s) of a single (or a group of) dynamic device property (ies) according to the potential policies applied

The DPE Client includes two main functions:

· the Registration function, in charge of getting the necessary information to connect to a DPE Server and retrieving a unique identifier

· the Policy Agent, in charge of handling the policies applied to the dynamic device properties in order to advertise their values accordingly.

5.3.1.3 The Application Service Provider 

The Application Service Provider is an entity that distributes services and delivers content to the end-user. In order to provide the end-user with the content best suited to its device capabilities, the Application Service Provider communicates to a DPE Server the list of dynamic device properties it is interested in and the policy to be followed to advertise the values of these dynamic device properties and their changes through time.
Any alternative device description solution willing to retrieve information on the dynamic device capabilities of a given terminal through the DPE enabler would be considered like an Application Service Provider from a DPE Server's point of view.
5.3.1.4 Smart Card, OTA Provisioning Server, and Alternative Bootstrap Solution
These components are the potential sources from which the DPE Client initially retrieves the necessary information to be able to initiate a connection with a DPE Server. 

5.2.1.1 

5.3.2 Interfaces

5.3.2.1 The DPE–1 Interface

The DPE-1 interface allows the communication between the DPE Client and the DPE Server, in order for the DPE Client to retrieve a unique identifier assigned by the DPE Server. This unique identifier will be used afterwards for all the subsidiaries DPE communications. The respective internal functions involved in this process are the Registration function of the DPE Client and the ID Manager function of the DPE Server.
5.3.2.2 The DPE–2 Interface

The DPE-2 interface allows the communication between a DPE Server and a DPE client, in order to request the value(s) of a single (or a group of) dynamic device property (ies), to apply policies to a DPE Client and to respond to those requests and policies. 
5.3.2.3 The DPE–3 Interface

The DPE-3 interface is used by an Application Service Provider to ask a DPE Server for the value(s) of a single (or a group of) dynamic device property (ies) of a given DPE Client, in order to provide the end-user with the best suited content or service to its current device capabilities. The Application Service Provider also uses the DPE-3 interface to apply policies to the dynamic device properties it is asking for. 

Any alternate device description solution willing to retrieve the value(s) of a single (or a group of) dynamic device property (ies) of a given DPE Client and to apply policies must use the DPE-3 interface. 
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