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1 Reason for Change

Based on the concepts presented in the PowerPoint presentation this contribution proposes specific text for TS Semantics. The contribution consists of 3 sections. Firstly changes to Client Activation are proposed to include specific protocol and bearer information. Secondly parameters are added to Contextual Information Upload to handle the handoff signalling. Finally a new message, Connection Profile Update is proposed to provide the new connection set up details for the handoff.
2 Impact on Other Specifications

N/A

3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

It is recommended that this CR be discussed and agreed.

5 Detailed Change Proposal

Change 1: Additional elements to 7.1.3.1 Client Activation
7.1.3.1 Client Activation

The Client Activation activates the DCD service in the DCD Server for a specific DCD Client. During the activation, the subscriber authentication is performed separately according to the security level and authentication model described in section 10.1 and 10.2.

This section gives the details of the transaction messages.

Authentication is an optional step, the use of which depends upon policies of the DCD Server. Depending upon the authentication method required by the DCD Server, authentication may not involve the DCD Client directly. “Figure 6: Client Activation without Authentication by DCD Client” shows client activation when no authentication is required by the DCD Server (e.g. it may already have occurred, or not be required by the DCD Server), or the authentication method is transparent to the DCD Client.
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Figure 6: Client Activation without Authentication by DCD Client

“Figure 7: Client Activation with Authentication by DCD Client” shows client activation with authentication required by the DCD Server, and the DCD Client is involved.
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Figure 7: Client Activation with Authentication by DCD Client
7.1.3.1.1 Message and Information Elements
	Message
	Usage Requirement
	Direction

	ClientActivationRequest
	Mandatory
	Client ( Server

	ClientActivationResponse
	Mandatory
	Client ( Server


Table 8 Message directions for Client Activation

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	String
	Message Type identifier “ClientActivationRequest”

	Device-ID
	O
	String
	Device identifier, e.g. device make / model and version of the DCD Client.

	Version
	M
	String
	The highest version of protocol supported in the device. The format of the version of the DCD Enabler is defined as follows:


<X>’.’<Y>

Where X is a positive integer representing a major version number, and Y is a positive integer representing a minor version number.

The current version of DCD Enabler is “1.0”.

	Authentication-Mode
	M
	Enumerated
	The authentication mode supported in the device run-time. The enumerated values are { AUTH-None, AUTH-Basic, AUTH-Digest, AUTH-TLS }. The values are case-insensitive.

	Auth-Info
	C
	Structure
	Authentication-related information (e.g. device / user credentials, or shared secret) of the DCD Client as indicated necessary in a prior Activation Response.

	Client-RAT
	M
	Structure
	List of RAT supported by DCD Client.  List also contains protocols supported by each RAT.


Table 9 Information elements in ClientActivationRequest message
	Information Element
	Req
	Type
	Description

	RAT
	M
	String
	The type of RAT supported by the device. e.g. UMTS, DVB-H, GSM, CDMA, GPRS, EDGE

	Protocol
	M
	String
	The Type of protocols supported by the RAT of the device. e.g. HTTP, PUSH, BCAST 


Table 10 Information elements in Client-RAT structure
	Information Element
	Req
	Type
	Description

	Message-Type
	M
	String
	Message Type identifier “ClientActivationResponse”

	Session-ID
	C
	String
	Session identifier. It is present only if the transaction succeeds. The Session-ID is unique within the service provider domain.

	Session TTL
	O
	Integer
	The server required TTL in seconds for the session. ‘0’ means an infinite session.

	Auth-Info
	C
	Structure
	Authentication-related information corresponding to information that the DCD Client should provide for a subsequent request, e.g. challenge.

	Server-RAT
	M
	Structure
	List of RAT supported by DCD Server relative to list from DCD Client. List also contains protocols supported by each RAT.

	Status
	M
	String 
	Status code for operation. Code values TBD.


Table 11 Information elements in ClientActivationResponse message

	Information Element
	Req
	Type
	Description

	RAT
	M
	String
	The type of RAT supported by the DCD Server. e.g. UMTS, DVB-H, GSM, CDMA, GPRS, EDGE

	Protocol
	M
	String
	The Type of protocols supported by the RAT supporting the DCD Server. e.g. HTTP, PUSH, BCAST 


Table 11 Information elements in Server-RAT structure
Noted: RAT and Protocol are a coupled set which should be iterated per available RAT. According to current message structure in DCD TS-Semantics this could not be fully represented.
Change 2: Additional elements to 7.1.3.4 Contextual Information Upload

7.1.3.4 Contextual Information Upload
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Figure 10: Contextual Information Upload

The client MAY upload the contextual information to the server if the contextual information has changed, or when the content update is needed, or if it is requested by the DCD server via the System-Notification message. The contextual information includes the capabilities such as available storage, or the device status such as roaming status and PLMN code, or the device capabilities such as current language and supported languages etc.

It is noted that in many situations, the application-specific customized contextual information schema will be reported to the server as an extended information element in the “Table 18 Information elements in ContextualInfoUploadRequest ”. Also see section 7.1.3.7 of the interface extension framework.
7.1.3.4.1 Message and Information Elements
	Message
	Usage Requirement
	Direction

	ContextualInfoUploadRequest
	Mandatory
	Client ( Server

	Status
	Mandatory
	Client ( Server


Table 19 Message directions in Contextual Information Upload transaction

	Information Element
	Req
	Type
	Description

	Message-Type
	Mandatory
	String
	Message Type identifier “ContextualinfoUploadRequest”

	Session-ID
	Mandatory
	String
	Session identifier. The Session-ID is unique within the service provider domain.


	Message ID
	Mandatory
	TBD
	Identifies this message. The Message-ID is unique within a current session.

	Contextual-Information
	Mandatory
	Structure
	The structure of the contextual information, including Application-ID and Application-Name. See table xxx.


Table 20 Information elements in ContextualInfoUploadRequest message

	Information Element
	Req
	Type
	Description

	RAT
	M
	String
	The types of RAT available to the device at the time of contextual information upload. e.g. UMTS, DVB-H, GSM, CDMA, GPRS, EDGE

	Protocol
	M
	String
	The lists of types of protocols supported by the RAT at the time of contextual information upload. e.g. HTTP, WAP, BCAST 

	Identifier
	M
	String
	Unique value to identify the user within the RAT network. e.g. IMSI in UMTS. This value shall be present to allow paging of device for handoff in the .

	Content-ID
	M
	String
	List of content being currently received by DCD Client at time of handoff. This value shall be present to allow continuous download of content after handoff completion.

	Content-Received-Size
	M
	unsignedInt
	Current size of content being received by DCD Client. This value shall be present to allow continuous download of content after handoff. Size in bytes.


Table 21 Information elements in Contextual Information structure
	Information Element
	Req
	Type
	Description

	Message-Type
	Mandatory
	String
	Message Type identifier “ContextualInfoUploadResponse”

	Session-ID
	Mandatory
	String
	Session identifier. The Session-ID is unique within the service provider domain.

	Message ID
	Mandatory
	TBD
	Identifies this message. The Message-ID is unique within a current session.

	Status
	M
	String 
	Status code for operation. Code values TBD.


Table 21 Information elements in ContextualInfoUploadResponse message
Noted: RAT & Protocol, Content ID & Content-Received-Size are each a coupled set which should be iterated per content currently in delivery. According to current message structure in DCD TS-Semantics this could not be fully represented.
Change 3: New section for “Connection Profile Update” Message

7.1.3.8 Connection Profile Update
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Connection Profile Update Response

Connection Profile Update Request


If the connection profile currently in use between the DCD Client and the DCD Server needs to be updated the DCD Server SHALL initiate a Connection Profile Update procedure. An update may be required when protocol settings have to be changed or when a handoff is required. 
	Message
	Usage Requirement
	Direction

	ConnectionProfileUpdateRequest
	Optional
	Client ( Server

	ConnectionProfileUpdateResponse
	Optional
	Client ( Server


	Information Element
	Req
	Type
	Description

	Message-Type
	Mandatory
	String
	Message Type identifier “ConnectionProfileUpdateRequest”

	Session-ID
	Mandatory
	String
	Session identifier. The Session-ID is unique within the service provider domain.

	Message ID
	Mandatory
	TBD
	Identifies this message. The Message-ID is unique within a current session.

	Connection Profile
	Mandatory
	Structure
	Connection Profile for delivery over new RAT. 


Table 21 Information elements in ConnectionProfileUpdateRequest message

	Information Element
	Req
	Type
	Description

	Message-Type
	Mandatory
	String
	Message Type identifier “ConnectionProfileUpdateResponse”

	Session-ID
	Mandatory
	String
	Session identifier. The Session-ID is unique within the service provider domain.

	Message ID
	Mandatory
	TBD
	Identifies this message. The Message-ID is unique within a current session.

	Status
	M
	String 
	Status code for operation. Code values TBD.


Table 21 Information elements in ConnectionProfileUpdateResponse message
�Subject to discussion on session, and it may be optional or part of contextual-info structure
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