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1 Reason for Change

Discussion of contribution 0015 highlighted that DCD Client activation and deactivation should both be conditional because clients operating over broadcast networks may not contact the DCD Server to perform an initial activation.  The TS Semantics text currently reflects the fact that deactivation is conditional, but indicates that activation is mandatory.  
2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Update the TS Semantics document according to the proposed text.  

6 Detailed Change Proposal

7.1.3.1 Client Activation

The Client Activation activates the DCD service in the DCD Server for a specific DCD Client. During the activation, the subscriber authentication is performed separately according to the security level and authentication model described in section 10.1 and 10.2.  Client Activation is not required for clients that operate exclusively over a broadcast network.  
This section gives the details of the transaction messages.

Authentication is an optional step, the use of which depends upon policies of the DCD Server. Depending upon the authentication method required by the DCD Server, authentication may not involve the DCD Client directly. “Figure 1: Client Activation without Authentication by DCD Client” shows client activation when no authentication is required by the DCD Server (e.g. it may already have occurred, or not be required by the DCD Server), or the authentication method is transparent to the DCD Client.


[image: image1.wmf]
Figure 1: Client Activation without Authentication by DCD Client

“Figure 2: Client Activation with Authentication by DCD Client” shows client activation with authentication required by the DCD Server, and the DCD Client is involved.


[image: image2.wmf]
Figure 2: Client Activation with Authentication by DCD Client
7.1.3.1.1 Message and Information Elements
	Message
	Requirement
	Direction

	ClientActivationRequest
	Conditional Editor’s note : based on broadcast
	Client ( Server

	ClientActivationResponse
	Conditional
	Client ( Server


Table 1 Message directions for Client Activation

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	String
	Message Type identifier “ClientActivationRequest”

	Device-ID
	O
	String
	Device identifier, e.g. device make / model and version of the DCD Client.

	Version
	M
	String
	The highest version of protocol supported in the device. The format of the version of the DCD Enabler is defined as follows:


<X>’.’<Y>

Where X is a positive integer representing a major version number, and Y is a positive integer representing a minor version number.

The current version of DCD Enabler is “1.0”.

	Authentication-Mode
	M
	Enumerated
	The authentication mode supported in the device run-time. The enumerated values are { AUTH-None, AUTH-Basic, AUTH-Digest, AUTH-TLS }. The values are case-insensitive.

	Auth-Info
	C
	Structure
	Authentication-related information (e.g. device / user credentials, or shared secret) of the DCD Client as indicated necessary in a prior Activation Response.


Table 2 Information elements in ClientActivationRequest message
	Information Element
	Req
	Type
	Description

	Message-Type
	M
	String
	Message Type identifier “ClientActivationResponse”

	Session-ID
	C
	String
	Session identifier. It is present only if the transaction succeeds. The Session-ID is unique within the service provider domain.

	Session TTL
	O
	Integer
	The server required TTL in seconds for the session. ‘0’ means an infinite session.

	Auth-Info
	C
	Structure
	Authentication-related information corresponding to information that the DCD Client should provide for a subsequent request, e.g. challenge.


Table 3 Information elements in ClientActivationResponse message
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