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1 Reason for Change

The intent of this CR is to add text to the placeholder sections for Content Delivery (DCD Client part) in section 6.1.4
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The proposed text should be discussed, comments noted in the minutes. If agreed, the text should be included in the Semantics TS.
6 Detailed Change Proposal

Change 1:  Add text to Section 6.1.4 “Content Delivery”

6.1.4 Content Delivery
6.1.4.1 Content Update

The following refers to DCD Client handling of the DCD-1 ContentUpdateRequest message, as sent for scheduled update of specific channels.
DCD Clients SHALL request content updates for channels per the pull-schedule channel metadata attribute, unless prohibited from doing so at the scheduled time.

If the deliver-when-roaming channel metadata attribute is false, DCD Clients SHALL NOT automatically request content updates if they are aware that the user is being served by a domestic roaming network, or is internationally roaming.
If the DCD Client has suspended delivery for a channel, the DCD Client SHALL NOT automatically request content updates for that channel.
DCD Clients SHALL send a single ContentUpdateRequest message for update of multiple channels if:

· the channels are due for update at the same time
· the channels have the same channel-address 

· the same DCD-1 connection profile settings are applicable for the channels
In creating ContentUpdateRequest messages for scheduled content updates, DCD Clients SHALL include:

· the session-id for the active DCD session with the DCD Server via which the channel was subscribed

· a new message-id value

· the channel-id for each channel to be updated
DCD Clients SHALL send ContentUpdateRequest messages to the DCD Server at the applicable channel-address.
DCD Clients SHALL send ContentUpdateRequest messages to the DCD Server per the applicable dcd-1-connection-profile.

If the pull-spread channel metadata attribute is specified, the DCD Client SHALL delay automatic content update requests by a random value between zero seconds and the value of the pull-spread.
6.1.4.2 On-Demand Content Update

The following refers to DCD Client handling of the DCD-1 ContentUpdateRequest message, as sent for on-demand update of specific channels or retrieval of specific content items.

If the on-demand-pull-allowed channel metadata attribute is true, the DCD Client SHALL accept the DCD-CADE ContentRequest message as an on-demand content update request from DCD Enabled Client Applications.
If the on-demand-pull-allowed channel metadata attribute is false, the DCD Client SHALL reject on-demand content update requests from DCD Enabled Client Applications.
If the DCD Client has suspended delivery for a channel, the DCD Client SHALL accept on-demand content update requests from DCD Enabled Client Applications.

If the DCD Server has suspended delivery for a channel, the DCD Client SHALL reject on-demand content update requests from DCD Enabled Client Applications.

In creating ContentUpdateRequest messages for on-demand content updates, DCD Clients SHALL include:

· the session-id for the active DCD session with the DCD Server via which the channel was subscribed

· a new message-id value

· one of the following, if specified by the DCD Enabled Client Application in the ContentRequest message

· a requested channel-id 

· a requested content-id

· a requested content-address

6.1.4.3 Content Update Push
DCD Clients SHALL accept the DCD-2 ContentUpdatePush message if received with a valid session-id.
Further handling is described under “6.1.4.5 Content Item Handling”.
6.1.4.4 Content Notification
DCD Clients SHALL accept the DCD-2 ContentUpdateNotification message if received with a valid session-id.

Upon reception of the DCD-2 ContentUpdateNotification message, DCD Clients SHALL send a ContentUpdateRequest message to the DCD Server at the address indicated by the dcd-content-reference message attribute, including:

· the session-id from the ContentUpdateNotification message
· a new message-id value

6.1.4.5 Content Update Response
DCD Clients SHALL accept the DCD-1 ContentUpdateResponse message if received with a valid session-id.

Further handling is described under “6.1.4.5 Content Item Handling”.
6.1.4.5 Content Item Handling
The following refers to DCD Client handling of content items, receive either via the DCD-1 ContentUpdateResponse message or the DCD-2 ContentUpdatePush message.
For channels with DCD-managed storage, DCD Clients SHALL store content items and associated content metadata for later use or delivery to DCD Enabled Client Applications.
If there is inadequate DCD-managed storage to store the received content for a channel, the DCD Client SHALL remove content items that expire soonest, until the received content items can be stored.

For channels for which the content-storage-location channel metadata attribute is set, DCD Clients SHALL store content items and associated content metadata at the indicated location.
If the replaces-content-id content metadata attribute is set for a content item, the DCD Client SHALL replace the indicated content item and associated metadata with the new content item and associated metadata at the applicable storage location.

If the delivery-priority content metadata attribute is set for a content item, the DCD Client SHALL expedite storage and content availability notification actions.

If the content-encoding content metadata attribute is set for a content item, the DCD Client SHALL un-encode the content before storage or delivery to DCD Enabled Client Applications.

If the actual content item was not included in the message, but is referenced by the content-address content metadata attribute only, the DCD Client SHALL send a DCD-1 ContentUpdateRequest message to the DCD Server at the indicated content-address, including:
· the session-id from the ContentUpdateResponse
· a new message-id value
If the aux-content-link content metadata attribute is present, the DCD Client SHALL send a DCD-1 ContentUpdateRequest message to the DCD Server at the indicated aux-content-link, including:

· the session-id from the ContentUpdateResponse

· a new message-id value
If the content-availability-notification channel metadata attribute is true, DCD Clients SHALL send the DCD-CADE Content message to applicable DCD Enabled Client Applications, including:

· one of

· if applicable for the DCD Enabled Client Application, the content-storage-location content metadata attribute for each content item, set to the location of the content in DCD-managed storage or DCD Enabled Client Application specified storage (i.e. per the content-storage-location channel metadata attribute provided during channel subscription)
· the actual content item
· the content metadata attributes as received for each content item: content-id, channel-id, mime-type, content length, and content-name
If one or more content items have a content-delivery-notification content metadata attribute set to true, the DCD Client SHALL send the DCD-1 ContentDeliveryConfirmation message to the DCD Server after content item handling is complete, including:

· the session-id from the ContentUpdateResponse or ContentUpdatePush
· a new message-id value

· the content-confirmation attribute including the content-id and delivery status of each content item for which content delivery notification is required, and for which handling has been completed since the last ContentDeliveryConfirmation message
6.1.4.7 Content Expiration
If the content-expiration content metadata attribute is not specified for a content item stored in DCD-managed storage, the DCD Client SHALL use the content-expiration channel metadata attribute to set the content expiration, or a default expiration value if no content-expiration is specified.
When a content item expiration is reached, the DCD Client SHALL remove the content item from DCD-managed storage.
Change 2:  Change channel-address channel metadata attribute to support non-unique values (necessary to allow multiple channels to be updated in one request)

8.2.2.1 General Channel Metadata Table

… (no change before here)
	Channel-address
	A
	0..1
	The address (URL) of a channel, assigned by the DCD Service Provider.
	String
	DS
	DS, DC
	No


… (no change after here)












�Note this depends upon a change to the channel-address metadata attribute; unless it can be non-unique, channel update requests cannot be aggregated (note: we are OK with discrete channel requests; that will likely be the most common model anyway in our opinion, as channels will have varying update schedules).


�Can we say more? Should the delivery-priority be passed to the DECA?


�Should we support compressed storage and delivery of the content-encoding attribute to the DECA?
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