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1 Reason for Change

The intent of this CR is to address AI 20080123#2:

· Discussion OMA-CD-DCD-2008-0017-CR_Resolution_for_AI0018 The statement "This behaviour is subject to device manufacturer " was discussed. Proposal: Policies should be in somewhere in section 4.
The CR proposes a new section which provides an overview of deployment and interoperability aspects as they relate to implementation/deployment policies of the various DCD stakeholders.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The proposed text should be discussed, comments noted in the minutes. If agreed, the text should be included in the Semantics TS.
6 Detailed Change Proposal

Change 1:  Add section in “4.3
Implementation and Deployment Policies”
4.3 Implementation and Deployment Policies 
Various aspects of DCD are subject to implementation and deployment decisions of the various DCD stakeholders, e.g. vendors (DCD Server, DCD Client, and terminals), DCD Service Providers, Content Providers, and DCD-Enabled Client Application developers. In the interest of balancing interoperability with implementation/deployment flexibility, DCD provides a limited set of options that can be selected by the various stakeholders. The options are provided in the following ways:
· Implementation options, i.e. a DCD functional aspect is optional for implementation. These are shown as optional in the SCR tables. Where optionality of a feature may impact interoperability, methods are described for disclosure or discovery of what functions are not implemented in other DCD entities, so that interoperability issues can be avoided.
· Deployment options, i.e. choice on selection of which DCD functions to use in particular service/delivery contexts. These options cover all cases in which a specific entity behaviour for a DCD function is not mandated. However, in some cases this “optional use” is described in the text, for clarity.
· Policy control for function use, i.e. constraints on the functions that entities are allowed to use, by other entities that are the policy controllers. The roles of the entities for these aspects are clarified in the text, through normative requirements. The choice of policy to use, and the effect of policy controls on entities, are implementation / deployment decisions of the various stakeholders. 
For example:

· A DCD Service Provider may choose to offer only specific bearers, delivery methods, or personalization options to users DCD-Enabled Client Applications, based upon various criteria, e.g. the basic data service plan to which the user is subscribed. Through the DCD-Enabled Client Application, the user may in turn choose to accept those terms of service, or may seek services from a different DCD Service Provider.
· A terminal vendor and supplier of an embedded DCD Client chooses to implement synchronous requests by DCD-Enabled Client Applications to the DCD Client and direct storage of received content DCD Client managed storage (from where the DCD-Enabled Client Applications check for and access new content), but not to support asynchronous content notification (“Content Delivery without prior Content Request” as described in [Section 7.3.2.2]). 

Policies can be expressed in various ways, e.g.:

· Through the protocol, by the parameters that entities choose, including in messages and channel/content metadata

· Through the device/user-agent characteristics in User Agent Profiles

· By the behaviour of the entities per configuration options provided by the implementors 

· By the published policies of the service providers and vendors, e.g. through product information, developer guidelines, and service options/terms/conditions

Editors’s note: The text below may be removed, if the group thinks it is redundant or does not add enough clarification value.
Examples of specific implementation and deployment options, drawn from the normative sections below:

· DCD Service Provider deployment policy for connection security requirements of DCD-3 operations [Section 5.4]

· DCD Service Provider or DCD Content Provider deployment policy to support on-demand channel registration requests upon subscription requests for deregistered channels [Section 5.5.2.2]

· DCD Service Provider or DCD Content Provider deployment policy for scope of Channel Metadata parameters available for subscription personalization [Section 5.5.3], and disclosure of these through channel metadata
· DCD Service Provider deployment policy for applicable content delivery methods [Section 5.6], and disclosure of these through channel metadata
· Variations in DCD Client support for interactions with DCD Enabled Client Application, based upon the device execution environment, deployment policy, etc [Section 7.3]
· DCD Service Provider or DCD Content Provider deployment policy for use/values of various DCD metadata attributes, e.g. Application Profile, Channel Metadata, and Content Metadata [Section 8]

· DCD Service Provider and DCD Client deployment policy for authentication methods used in session establishment [Section 10.1], and disclosure of the supported/required methods during session establishment
· DCD Service Provider or DCD Content Provider deployment policy for connection security [Section 10.2.1], and disclosure of this through Connection Profiles for DCD interfaces
· Terminal / DCD Client vendors may select various DCD functions to support, and disclose the support through the UAProf published by the terminal vendor [Section 14]
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