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1 Reason for Change

The intent of this CR is to address a followup note from the Seattle interim F2F (from my notes) “We need some way to control the monitoring of attributes. I will create a CR to Contextual Information Upload Request to set the policy on what attributes should be monitored.”

The CR proposes a simple set of policies that the DCD Server can use to control the automatic reporting of contextual information. This is important since the behaviour of DCD Clients should be as deterministic as possible, so that unnecessary data traffic can be avoided, and to enable reliable capacity engineering for DCD Server systems.
An additional change in the DCD Client and DCD Server sections addresses a consistency issue with the statements: 

If the DCD Client has detected that the device is roaming, the DCD Client SHALL notify the DCD Server of its roaming status and suspend delivery of ContextualInformationUpload messages until the DCD Client detects that the device has returned to its home network. However if the DCD Client is receiving content while roaming then the DCD Client SHALL continue sending ContextualInformationUpload messages per the above mention three conditions.

If the DCD Client is roaming the DCD Server SHALL not send any ContextualnformationUploadRequest messages until the DCD Client explicitly sends a ContextualInformationUpload message informing the DCD Server that it has returned to its home network. However if the DCD Client is receiving content while roaming then the DCD Server MAY send ContextualInformationUploadRequest messages to the DCD Client.
These statements are now removed, as

· In the first case, it may not be desirable (e.g. for traffic overhead management) for DCD Clients to automatically report on roaming unless the DCD Service Provider has set a policy for this, which is now supported per the new policy attributes.

· The ability to monitor contextual information should not be impacted simply because the user is roaming. Carefully used, there should be little overhead for contextual information monitoring. In some roaming cases it may even be more important to report contextual information, e.g. to know that a WiFi bearer is available, which could be used to reduce roaming costs and provide access to services which would otherwise be suspended during roaming. As well, the contextual information report itself could be delivered via the WiFi bearer which would avoid higher PLMN data costs.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The proposed text should be discussed, comments noted in the minutes. If agreed, the text should be included in the Semantics TS.
6 Detailed Change Proposal

Change 1:  Add policy attributes to the ContextualInformationUpload message
7.1.3.5 Contextual Information Upload

The contextual information upload transaction (see Figure 1: Contextual Information Upload) occurs when the contextual information on the client device has changed, upon predefined schedule, or if requested by the DCD Server. The contextual information includes the capabilities (e.g. available storage), device status (e.g. roaming status and PLMN code), etc. Via the ContextualInformationUploadRequest message, the DCD Server can both request an immediate contextual information report, and set policies controlling when the DCD Client should automatically report contextual information.

This transaction is not applicable if the uplink from the DCD Client to the DCD Server is unavailable (e.g. in receive-only terminal).
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Figure 1: Contextual Information Upload

7.1.3.5.1 Message and Information Elements
	Message
	Requirement
	Direction

	ContextualInformationUploadRequest
	Optional
	Client ( Server

	ContextualInformationUpload
	Mandatory
	Client ( Server


Table 1 Message directions in Contextual Information Upload transaction

	Information Element
	Req
	Type
	Description

	Message-Type
	Mandatory
	String
	Message Type identifier “ContextualInformationUploadRequest”.

	Session-ID
	Conditional
	String
	Session identifier. The Session-ID is unique within the service provider domain. Omitted, if the message is  broadcasted.

	Message-ID
	Conditional
	String
	Identifies this message. The Message-ID is unique within a current session. Presence in the message is conditional upon the session-id being present. Message identifier consists of the transaction identifier augmented by the index of message within the transaction. Transaction identifier offset is unique within the current session and identical for all messages within the transaction.

	Report-policy
	Optional
	Structure
	Set of policies for automatic reporting of contextual information. If present, the DCD Client MUST use the indicated policies for automatic reporting of contextual information. If not present, the DCD Client MUST treat this as an on-demand request for Contextual Information Upload.


	Information Element
	Req
	Type
	Description

	report-frequency
	Optional
	String
	Interval (in minutes) between automatic reports. If present, the DCD Client MUST send a ContextualInformationUpload message at this frequency, beginning at the time the ContextualInformationUploadRequest was received.

	Reserved-storage-report
	Optional
	String
	Policy for reporting on reserved storage, one of “on-demand” (default value), “any-change”.

	Free-storage-report
	Optional
	String
	Policy for reporting on free storage, one of “on-demand” (default value), “exhausted”.
If “exhausted”, the DCD Client MUST send the ContextualInformationUpload message when no storage is available for received content.

	Roaming-status-report
	Optional
	String
	Policy for reporting on roaming, one of “on-demand” (default value), “any-change”, “home”, “roam”, “international”.
If “home”, “roam”, or “international”, the DCD Client MUST report only upon a change to/from the specified roaming status.

	available-bearers-report
	Optional
	String
	Policy for reporting on available bearers, one of “on-demand” (default value), “any-change”, “wlan”, “plmn”, “cbs”, “bcast”.
If “wlan”, “plmn”, “cbs”, “bcast”, the DCD Client MUST report only upon a change of availability for the specified bearer.

	preferred-bearers-report
	Optional
	String
	Policy for reporting on preferred bearers, one of “on-demand” (default value), “any-change”.


Table 2 Information elements in Report-policy structure

Common requirements for policy usage:
· If the “on-demand” policy is indicated, the DCD Client MUST NOT automatically report changes to the property, except as required by “report-frequency”.
· If the “any-change” policy is indicated, the DCD Client MUST report any change to the property.
Table 3 Information elements in ContextualInformationUploadRequest Message
	Information Element
	Req
	Type
	Description

	Message-Type
	Mandatory
	String
	Message Type identifier “ContextualInformationUpload”

	Session-ID
	Mandatory
	String
	Session identifier. The Session-ID is unique within the service provider domain.

	Message-ID
	Mandatory
	String
	Identifies this message. The Message-ID is unique within a current session. Message identifier consists of the transaction identifier augmented by the index of message within the transaction. Transaction identifier offset is unique within the current session and identical for all messages within the transaction.

	Contextual-Information
	Mandatory
	Structure
	The dynamic contextual information of the device.


Table 4 Information elements in ContextualInformationUpload message

Editor Note: In order to provide the hook for vendor extension, we need to specify the XML schema accordingly so that the XML parser will not return error.
	Information Element
	Req
	Type
	Description

	reserved-storage
	Optional
	String
	Total memory in bytes that is currently reserved for DCD content storage managed by the DCD Client.

	Free-storage
	Optional
	String
	Amount of free memory in bytes in the reserved DCD content storage.

	roaming-status
	Optional
	String
	Current roaming status, one of “home”, “roam”, “international”.

	available-bearers
	Optional
	List of Strings
	Types of available bearer networks: one or more of “wlan”, “plmn”, “cbs”, “bcast”.

	preferred-bearers
	Optional
	List of Strings
	Preference for specific bearers, if available, in priority order: One or more of “wlan”, “plmn”, “cbs”, “bcast”


Table 5 Information elements in ContextualInformation structure

7.1.3.5.1.1 “ContextualInformationUpload” Specific Error Conditions

· TBD

Change 2:  Update DCD Client handling of Contextual Information Upload
6.1.9 Contextual Information Upload

The DCD Client sends a ContextualInformationUpload message to the DCD Server to report the DCD Client’s contextual information. This transaction is not applicable if the uplink from the DCD Client to the DCD Server is unavailable (e.g. in receive only terminal).

The ContextualInformationUpload message SHALL be sent from the DCD Client to the DCD Server as a result of one of the following three conditions:

· The DCD Client received a ContextualInformationUploadRequest message from the DCD Server

· An automatic report is required per a predefined DCD Service Provider policy

· 
The contextual information that is monitored and reported in the device may depend upon the agreement between the device manufacturer and service provider. Example characteristics to be considered for contextual information attributes are as follows:

· Device capabilities (e.g. available storage, current language, supported languages etc.)

· Device status (e.g. roaming status and PLMN code)

The ContextualInformationUpload message SHALL be created with the attributes as defined in [7.1.3.5.1]

Upon finalization of Client Activation the DCD Client SHOULD send a ContextualInformationUpload message to the DCD Server to report upon the initial DCD Client contextual information.

If all DCD Channels are suspended, the DCD Client SHALL not send ContextualInformationUpload messages until at least one DCD Channel is resumed. Upon resumption of at least one DCD Channel the DCD Client SHALL send the current contextual information to the DCD Server. 


If the DCD Client cannot respond to the DCD Server with the ContextualInformationUpload message when one of the above mentioned respond conditions are met, the DCD Client SHALL send an error message as defined in [chapter 13].
Change 3:  Update DCD Server handling of Contextual Information Upload
6.2.10 Contextual Information Upload

The DCD Server receives a ContextualInformationUpload message from the DCD Client reporting on its contextual information. This transaction is not applicable if the uplink from the DCD Client to the DCD Server is unavailable (e.g. in receive only terminal).

The DCD Server SHALL process ContextualInformationUpload messages from the DCD Client. The messages may be scheduled or upon an event. Refer to [6.1.9] for details on the conditions for DCD Client behavior.

The DCD Server SHALL incorporate Contextual Information Data in the delivery of DCD Content.

The DCD Server MAY send a ContextualInformationUploadRequest message to the DCD Client if it requires an update of contextual information. 

The ContextualInformationUploadRequest message 
SHALL be created with the attributes as defined in [7.1.3.5.1]

If all DCD Channels to a particular DCD Client are suspended, the DCD Server SHALL not send ContextualInformationUploadRequest messages until at least one DCD Channel is resumed. 














�Should the DCd Server be able to request a specific attribute for just the full set?
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