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1 Reason for Change

This contribution is to clarify use of the Content Types channel metadata attribute, and add the Content Types content metadata attribute, for support of filtering of content updates at the client side.
2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that the proposed changes be adopted as described below.  

6 Detailed Change Proposal
Change 1:  Clarify use of Content Types for content filtering in Channel Profile
8.2 Channel Metadata

8.2.1 Channel Metadata

This section is specific to Channel Metadata purpose, attributes, and relevance to DCD entities and interfaces. Other sections describe the requirements specific to DCD operations that include exchange and use of Channel Metadata.

Channel Metadata is defined in [Error! Reference source not found.] as: “a set of static settings and rules for handling delivery of the DCD Content for a particular channel (e.g. delivery, storage, notification rules). Channel Metadata is associated with the channel’s content types.” 

Content Providers are a key source of Channel Metadata, since it relates to handling of content delivery for the channels that carry their services.

DCD-Enabled Client Applications can submit Channel Metadata to the DCD Enabler:

· As part of Registration [reference to Registration section].
· As part of Subscription [reference to Subscription section], for initial subscription to a channel or to change the settings for an existing channel.
Following is an informative description of Channel Metadata attributes. These attributes form a set, for each channel:

· Channel ID: an identity, assigned by the DCD Service Provider, to uniquely identify the channel within the DCD Service Provider domain. For content delivered via the DCD-2 interface, this attribute identifies the content’s relationship to a specific channel.
· DCD interface: a list of DCD interfaces (“DCD-1” and/or “DCD-2”) used for content delivery. If this attribute is not present, both DCD-1 and DCD-2 are assumed applicable.
· Channel profile: a set of attributes that define settings for specific channels, or “templates” for settings to be applied for channels related to specific content types.
· MIME types: a list of MIME types for the content to be delivered in the channel. DCD-Enabled Client Applications can include this attribute to associate default channel settings as templates for specific MIME types, or to identify the MIME types that they want/expect for specific channels. Content Providers can include this attribute to associate specific channels with specific MIME types.
· Content types: a list of strings that describe the channel content e.g. by "type", “category”, “tag”, or "relation". This is a comma-separated list of tokens of undefined grammar. DCD-Enabled Client Applications can include this attribute to indicate application preferences for available channels using free-text content tags, or to identify the content subset that they want/expect for selected channels during subscription personalization. Content Providers can include this attribute in channel metadata to describe offered channels with related content descriptors. 
… (no further changes in this section) …
Change 2:  Add Content Types attribute to Content Metadata

8.3 Content Metadata

8.3.1 Content Metadata

This section is specific to Content Metadata purpose, attributes, and relevance to DCD entities and interfaces. Other sections describe the requirements specific to DCD operations that include exchange and use of Content Metadata.

Content Metadata is defined in [Error! Reference source not found.] as: “The Content Metadata is a set of dynamic settings and rules for handling delivery of the DCD Content. Content Metadata is associated with a particular unit of content and may include rules and settings for content expiry, replacement, fragmentation, etc.” 

Content Metadata can be included in DCD content delivery interface request and responses, but is distinct from other request/response metadata, e.g. the common attributes of the DCD interface transactions (e.g. the Session ID) or values common to all content for particular channels (e.g. the Channel Address or Channel ID).

Following is an informative description of the source and submission of Content Metadata.

Content Metadata may originate from a variety of sources and have relevance to a variety of DCD entities, e.g.:

· From Content Providers, as part of content item publication to the DCD Server (pushed to the DCD Server for immediate or later delivery) or delivery in response to DCD Server requests (as part of a schedule pull for content updates or as requested on-demand by DCD-Enabled Client Applications through DCD Clients). The relevance of the metadata could be limited to the DCD Server (e.g. delivery rules for specific content items), to the DCD Client (e.g. delivery acknowledgement requirements), or could be relevant to all the entities including the DCD-Enabled Client Application (e.g. expiration time for content items).
· From the DCD Server, as part of its role in delivering specific content items, e.g. related to delivery/handling rules (e.g. expiration controls for storage management based upon available storage of a specific DCD Client) and features (e.g. compression for over-the-air efficiency) that the DCD Server may apply in delivering the content.
Note that earlier received content metadata may also be used to set request/response attributes from the DCD Client and DCD-Enabled Client Application:

· From the DCD Client, as part of requests or responses to the DCD Server, e.g. a content ID included in a delivery acknowledgement, or a request for on-demand delivery of a specific content item.
· From the DCD-Enabled Client Application, e.g. for on-demand delivery of a specific content item, e.g. the content is used by Application or not. If the shared memory is used by a browser, the DCD Client can’t delete it.
Following is an informative description of Content Metadata attributes and elements. The mandatory/optional status and interface relevance of the attributes and elements is described in the table following.

· Content ID: identifies the content item. The content ID is set by the Content Provider, and is unique within the DCD Service Provider’s domain. The main purpose of the content ID is to enable application level confirmation and resumption of content delivery.
· Channel ID: a list of channel IDs as assigned by the DCD Server. The Content Provider includes this attribute to associate content items with one or more DCD channels.
· MIME type: the MIME type of the content item.
· Content types: a list of strings that describe the channel content enable association of the channel to content e.g. byby "type", “category”, “tag”, or "relation". This is a comma-separated list of tokens of undefined grammar. Content Providers can use this attribute to indicate the specific types related to each content item.
· Content length: the size in bytes of the content item.
· Content name: name of content in a human readable format.
Editor’s note: Whether this attribute is needed by the DCD Enabler entities is TBD.

· Replaces content ID: content ID of an outdated content item that, if present in the storage of the DCD Server or DCD Client, should be replaced with this content item.
· Content price: indicates the price associated with this content item.

· Content delivery notification: indicates the need for, or status of, delivery acknowledgement for this content item. The effect of this attribute (when set to “required”) is to cause the DCD Client to respond to the DCD Server via the DCD-1 interface, with the attribute set to “confirmed” for this content item, once the content item is successfully stored in the device. This acknowledgement may be forwarded to the CP via the DCD-CPDE interface if the CP set this attribute when the content item was published to the DCD Server.
· Delivery Priority: the priority associated with this content item. Note that DCD is only responsible for delivery of this attribute; presentation aspects are out of scope.
· Content encoding: encoding that has been applied to the content item, e.g. GZIP or deflate compression.
· Content address: an address (URL) where the content item can be directly retrieved by the DCD Client via the DCD-1 interface. If the content item is not present (i.e. embedded) in the current DCD operation, this address will be used by the DCD Client to retrieve the content item. This attribute can also be used by the DCD-Enabled Client Application to re-retrieve or request an update of the content item.
· Content storage location: the location of the content item in the DCD Client managed storage.
· Content block ID: identifier via which multiple content items can be associated as a block.
· Parental Rating: Content rating per FCC "TV Parental Guidelines" or similar local regulatory requirements.
· Delivery rules: attributes which control the delivery or retrieval of the content item:
· Deliver to: a particular set of users to receive the content or the identifier specifying a group of users
· Deliver at: absolute time at which the DCD Server should deliver a content item.
· Expires: the expected lifetime of the content item in device storage, and the time until which the content item can be directly retrieved (if a content address attribute was provided). If the DCD Client is managing content storage for the channel, it will remove the item after that time.
· Delivery spread: the period over which the DCD Server can randomize delivery, for the purpose of load spreading. A small or zero spread value can be used for time-sensitive content.
· Deliver when roaming: indicates whether the content item should be automatically delivered or retrieved via point-to-point interfaces if the user is roaming. This content-item-specific attribute allows DCD channel updates to continue when roaming (deliver when roaming is allowed at the channel level), with on-demand retrieval only for specific content items. Thus the set of available content items for the channel can be known by the DCD-Enabled Client Application, for on-demand retrieval as requested by the user. Roaming-aware DCD Servers can use this attribute to determine whether to embed content items inside channel update responses over DCD-1, or to include the content address attribute only. Roaming-aware DCD Clients can use this attribute to determine whether to automatically retrieve content items which are referenced by content address only.
· Network selection: arbitrary criteria for network selection (e.g. GPRS vs. UMTS vs. Wi-Fi) based on delivery cost, bandwidth, quality of service, etc. DCD Client and DCD Server apply these criteria for content item delivery over DCD-1 and DCD-2 interfaces. Content Provider specifies this attribute based on the XML schema published by Service Provider (not in scope for DCD).
· Aux content link: provides the content ID or link to the additional content that is related to the content being delivered. The intent is to support pre-fetching content referred to by the main content item or likely to be requested later.
· Delivery personalization: attributes which control personalization of the delivery or retrieval of the content item:
· Deliver per location: An expression for matching a location at which delivery should be allowed
· Deliver per presence: An expression for allowing delivery based upon matching a Presence attribute
· Deliver per XDMS: An expression for allowing delivery based upon matching a XDMS attribute
8.3.2 Content Metadata Elements, Attributes, and Values

This section is defines the Content Metadata in detail.

Unless otherwise specified, all Content Metadata elements and attributes are mandatory for support by DCD Servers and DCD Clients, and optional for use.
Explanation of the Type in Table 156 Content Metadata:
· E = Elements
· A = Attributes
· 1,2,3, etc = nesting level of the element or attribute
Content Metadata basic structure:

content-metadata – E

· content-updated – A
· content-id – A
· channel-id – A 

· mime-type – A
· content-types – A
· content-length – A

· content-name – A

· replaces-content-id – A

· content-price – A

· content-delivery-notification – A
· delivery-priority – A

· content-encoding – A

· content-address – A

· content-storage-location – A

· content-block-id – A

· deliver-to – A

· deliver-at – A

· content-expiration – A

· delivery-spread – A

· deliver-when-roaming – A

· parental-rating – A

· network-selection – A

· aux-content-link – A 
· deliver-per-location – E1
· deliver-per-presence – E1
· deliver-per-xdms – E1
	Name
	Type
	Cardinality
	Description
	Data Type
	Used by 
	Originated from
	Provided to DECA

	content-metadata
	E
	1
	Contains the following attributes:

content-updated

content-id

channel-id 

mime-type

content-length

content-name
replaces-content-id

content-delivery-notification

delivery-priority

content-encoding

content-address
content-storage-location

content-block-id
parental-rating 

deliver-to

deliver-at

content-expiration

delivery-spread
deliver-when-roaming

network-selection
Contains the following sub-elements
deliver-per-location

deliver-per-presence

deliver-per-xdms
	Structure
	DS, DC
	CP
	YES

	content-updated
	A
	0..1
	Time when the content item was last updated. MUST conform to the "date-time" definition in [RFC3339]. In addition, an uppercase "T" character MUST be used to separate date and time, and an uppercase "Z" character MUST be present in the absence of a numeric time zone offset.
	String
	DC
	CP, DS
	Yes

	content-id
	A
	1
	Identifier set by the Content Provider, and unique within the DCD Service Provider’s domain. The main purpose of the content ID is to enable application level confirmation and resumption of content delivery.
	String
	DS, DC
	CP
	YES

	channel-id 
	A
	1
	A list of Channel IDs as assigned by the DCD Server. The Content Provider includes this attribute to associate content items with DCD channels
	List of Strings
	DS, DC
	CP
	YES

	mime-type
	A
	1
	The MIME type of the content item.
	String
	DS, DC
	CP
	YES

	content-types
	A
	0..1
	A list of strings that describe the channel content enable association of the channel to content e.g. byby "type", “category”, “tag”, or "relation"
	List of Strings
	
	CP
	YES

	content length
	A
	1
	The size in bytes of the content item.
	String
	DS, DC
	CP, DS
	YES

	content-name


	A
	0..1
	Name of content in a human readable format.
	String
	
	CP
	YES

	replaces-content-id


	A
	0..1
	Content ID of an outdated content item that, if present in the storage of the DCD Server or DCD Client, should be replaced with this content item.
	String
	DS, DC
	CP
	NO

	content-price
	A
	0..1
	Indicates the price (amount and currency) of this content item. The purpose is to let the user know the price of the content and decide if he wants to retrieve it
	String
	DC
	CP, DS
	YES

	content-delivery-notification
	A
	0..1
	Indicates the need for, or status of, delivery acknowledgement for this content item.
This attribute should be set to “true” if user is charged for delivery of this content item (subject to DCD Service Provider Policy)
Values:

0 – False (*)

1 – True
	Boolean
	Optional
	Conditional
	Not Allowed

	delivery-priority
	A
	0..1
	The delivery priority associated with this content item.
Values:

1 – Low

2 – Medium (*)

3 – High

4 – Emergency 
	Enumerated
	DS, DC
	CP, DS
	NO

	content-encoding
	A
	0..1
	Encoding that has been applied to the content item, e.g. GZIP or deflate compression.
	String
	DC
	DS
	NO

	content-address
	A
	0..1
	An address (URL) where the content item can be directly retrieved by the DCD Client via the DCD-1 interface.
	String
	DC
	DS
	NO

	content-storage-location
	A
	0..1
	Location of the content item in the DCD Client managed storage
	String
	DC
	DC
	YES

	content-block-id
	A
	1
	Identifies which multiple content items can be associated as a block.
	String
	DS
	CP
	NO

	parental-rating
	A
	0..1
	Content rating per FCC "TV Parental Guidelines" or similar local regulatory requirements.
	String
	DC
	CP
	NO

	deliver-to
	A
	0..1
	A particular set of users to receive the content.
	String
	DS
	CP
	NO

	deliver-at
	A
	0..1
	Time at which the DCD Server should deliver a content item.
	String
	DS
	CP
	NO

	content-expiration
	A
	0..1
	The expected lifetime of the content item in device storage, and the time until which the content item can be directly retrieved (if a content address attribute was provided).
	String
	DS, DC
	CP
	NO



	delivery-spread
	A
	0..1
	The period over which the DCD Server can randomize delivery, for the purpose of load spreading.
	String
	DS
	CP
	NO

	deliver-when-roaming
	A
	0..1
	Indicates whether the content item should be automatically delivered or retrieved via point-to-point interfaces if the user is roaming
Values:

0 – False (*)

1 – True
	Boolean
	DS
	CP
	NO

	network-selection
	A
	0..1
	Arbitrary criteria for network selection (e.g. GPRS vs. UMTS vs. Wi-Fi) based on delivery cost, bandwidth, quality of service, etc. DCD Client and DCD Server apply these criteria for content delivery over DCD-1 and DCD-2 interfaces. DECA and CP specify this attribute based on the XML schema published by Service Provider (not in scope for DCD).
	String
	CP, DS, DECA
	DS
	No

	aux-content-link
	A
	0..1
	Provides the Content ID or link to additional content that is related to the content being delivered. The intent is to support pre-fetching content referred to by the main content item or likely to be requested later.
	String
	DS, DC
	CP, DS
	No

	deliver-per-location
	E1
	0..1
	A rule for matching a location at which delivery should be allowed. The rule should be specified by the DCD Content Provider, the DCD Server, or the DCD Enabled Client Application based on the format published by the Service Provider
	String
	DS
	CP
	NO

	deliver-per-presence
	E1
	0..1
	A rule for allowing delivery based upon matching a Presence attribute
	String
	DS
	CP
	NO

	deliver-per-xdms
	E1
	0..1
	A rule for allowing delivery based upon matching a XDMS attribute.
	String
	DS
	CP
	NO


Table 156 Content Metadata

Table Notes:

(1) The flow of channel metadata is from the Content Provider in the direction of the DCD-Enabled Client Application (“downstream”). Some metadata items may originate in the DCD Server or DCD Client.
(2) “Conditional” means if that the attribute is present in the previous “upstream” interface, then it must be present in the interface as shown.
(*) Default value to use when the attribute is omitted
Editor note: clarify the purpose of content-block-id and decide whether it is needed to be provided to DC/DECA, including whether block ID can serve the purpose of the aux content link.

Change 3:  Clarify role of Content Types in DCD Client Content Item Handling

6.1.5.7 Content Item Handling

The following refers to DCD Client handling of content items, receive either via the DCD-1 ContentUpdateResponse message or the DCD-2 ContentUpdatePush message.

DCD Clients SHALL store the content metadata, if updated, for later use or delivery to DCD Enabled Client Applications.

For channels with DCD-managed storage, DCD Clients SHALL store content items, if updated, and associated content metadata for later use or delivery to DCD Enabled Client Applications.

If there is inadequate DCD-managed storage to store the received content for a channel, the DCD Client SHALL 

· send a ContextualInformationUpload message to the DCD Server, specifying the free-storage attribute, according to the defined policy per [Section 7.1.3.5]

Editor note: we need to define under what conditions and how the DECA is informed of the insufficient storage condition
For channels for which the content-storage-location channel metadata attribute is set, DCD Clients SHALL store content items and the application-relevant subset of associated content metadata, if updated, at the indicated location [see section 8.3].
If the replaces-content-id content metadata attribute is set for a content item, the DCD Client SHALL replace the indicated content item and associated metadata with the new content item and associated metadata at the applicable storage location.

If the delivery-priority content metadata attribute is set for a content item, the DCD Client SHALL expedite storage and content availability notification actions.

If the content-encoding content metadata attribute is set for a content item, the DCD Client SHALL MAY dun-encode the content before storage. The DCD Client SHALL decode the content or delivery to DCD Enabled Client Applications. The content encoding/decoding may include compression/decompression.

Editor note: we may need to add requirements for what compression formats should be supported

If the actual content item was not included in the message, but is referenced by the content-address content metadata attribute only, the DCD Client SHALL send a DCD-1 ContentUpdateRequest message to the DCD Server at the indicated content-address, including:

· the session-id from the ContentUpdateResponse
· a new message-id value
If the aux-content-link content metadata attribute is present, the DCD Client SHALL SHOULD send a DCD-1 ContentUpdateRequest message to the DCD Server at the indicated aux-content-link, including:

· the session-id from the ContentUpdateResponse
· a new message-id value
If the content-availability-notification channel metadata attribute is true, DCD Clients SHALL send the DCD-CADE Content message to applicable DCD Enabled Client Applications, including:

· one of

· if applicable for the DCD Enabled Client Application, the content-storage-location content metadata attribute for each content item, set to the location of the content in DCD-managed storage or DCD Enabled Client Application specified storage (i.e. per the content-storage-location channel metadata attribute provided during channel subscription)

· the actual content item

· the application-related subset of content metadata attributes as received for each content item, e.g.: content-id, channel-id, mime-type, content length, and content-name [see section 8.3 for details].

If one or more content items have a content-delivery-notification content metadata attribute set to true, the DCD Client SHALL send the DCD-1 ContentDeliveryConfirmation message to the DCD Server after content item handling is complete, including:

· the session-id from the ContentUpdateResponse or ContentUpdatePush

· a new message-id value

· the content-confirmation attribute including the content-id and delivery status of each content item for which content delivery notification is required, and for which handling has been completed since the last ContentDeliveryConfirmation message
In the broadcast case, the DCD Client MAY discard any content and content metadata inconsistent with the Content Types channel metadata attribute for subscribed DCD Enabled Client Applications.
Change 4:  Clarify role of Content Types in DCD Server Content Item Handling
6.2.6.9 Content Item Handling

The following refers to general DCD Server handling of content items.

If the delivery-priority content metadata attribute is set for a content item, the DCD Server SHALL expedite content delivery.

If a DCD Channel is defined to carry both normal service alerts (e.g. service outage notifications) and emergency alert services, the DCD Server SHALL reserve the content metadata attribute “delivery-priority” value “emergency” for exclusive use in actual emergencies.

DCD Servers SHOULD compress content in the most optimized form compatible with the DCD Client to which the content is being delivered.

DCD Servers SHALL set the content-encoding content metadata attribute per the applied content compression, if any.

In providing pull-based or push-based content delivery via point-to-point bearers, DCD Servers SHALL customize and personalize the content, e.g. as required by:

· the channel-metadata for associated channels, e.g. channel-personalization options

· the content-metadata for available content items, e.g. deliver-per-location, deliver-per-presence, deliver-per-xdms, network-selection, deliver-when-roaming, parental-rating, delivery-priority, content-length, content-types
· the current device profile, e.g. static (UAProf) and dynamic device properties, available DCD Client-managed storage
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