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7 Reason for Change

This CR is to add the contextual information to let the DCD Server know the capable metadata. 
There are so many optional channel metadata and content metadata, some DCD Client does not support all of the metadata and they are useless information to that DCD Client occupying the network traffic.

It can help the packet size reduce removing the incapable metadata in the DCD Client side. 
8 Impact on Backward Compatibility

None
9 Impact on Other Specifications

None
10 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

11 Recommendation

The proposed text should be discussed, comments noted in the minutes. If agreed, the text should be included in the Semantics TS.
12 Detailed Change Proposal

Change 1:  Modify Internal subscription in Section 6.1.3.2
6.1.3.2 Internal Channel Subscription
:
In the case of successful subscription, the DCD Client SHALL store any new / updated channel metadata related to the subscription.
If the DCD Client cannot support one or more channel metadata, it SHALL send the DCD-3 ContexualInfoUpload message including unsupported-channel-metadata to the DCD Server.
When the DCD client is  BCAST and/or CBS enabled, the DCD Client SHALL also follow the rules and procedures of [OMA-TS-DCD_BCAST_Adaptation and/or OMA-TS-DCD_CBS_Adaptation] in addition to those listed above.

Change 2:  Modify Content Item Handling in Section 6.1.5.7
6.1.5.7 Content Item Handling

The following refers to DCD Client handling of content items, receive either via the DCD-1 ContentUpdateResponse message or the DCD-2 ContentUpdatePush message.

DCD Clients SHALL store the content metadata, if updated, for later use or delivery to DCD Enabled Client Applications.
If the DCD Client cannot support one or more content metadata, it SHALL send the DCD-3 ContexualInfoUpload message including unsupported-content-metadata to the DCD Server.
For channels with DCD-managed storage, DCD Clients SHALL store content items, if updated, and associated content metadata for later use or delivery to DCD Enabled Client Applications.

If there is inadequate DCD-managed storage to store the received content for a channel, the DCD Client SHALL 

· send a ContextualInformationUpload message to the DCD Server, specifying the free-storage attribute, according to the defined policy per [Section 7.1.3.5]
Change 3:  Modify DCD Server Channel Metadata Actions in Section 6.2.4.3
6.2.4.3. DCD Server Channel Metadata Actions

If a dcd-2-connection-profile is available the DCD Server MAY verify that the requesting terminal is capable of receiving data on the requested connection(s).

If applicable, the DCD Server MAY verify that the requesting application is capable of handling the content of the channel, e.g. per the application profile and subscriber preferences e.g. as required by:

· the channel-metadata for the channel, e.g. parental-rating, channel-personalization options

· the current device profile, e.g. static (UAProf) and dynamic device properties, available DCD Client-managed storage
If the DCD Server gets the DCD-3 ContextualInformationUpload message including ‘unsupported-channel-metadata’ from the DCD Client, it SHALL remove that channel metadata in the next subscription process.
Change 4:  Modify Content Item Handling in Section 6.2.6.9
6.2.6.9 Content Item Handling

The following refers to general DCD Server handling of content items.

If the delivery-priority content metadata attribute is set for a content item, the DCD Server SHALL expedite content delivery.

If a DCD Channel is defined to carry both normal service alerts (e.g. service outage notifications) and emergency alert services, the DCD Server SHALL reserve the content metadata attribute “delivery-priority” value “emergency” for exclusive use in actual emergencies.

DCD Servers SHOULD compress content in the most optimized form compatible with the DCD Client to which the content is being delivered.

DCD Servers SHALL set the content-encoding content metadata attribute per the applied content compression, if any.

In providing pull-based or push-based content delivery via point-to-point bearers, DCD Servers SHALL customize and personalize the content, e.g. as required by:

· the channel-metadata for associated channels, e.g. channel-personalization options

· the content-metadata for available content items, e.g. deliver-per-location, deliver-per-presence, deliver-per-xdms, network-selection, deliver-when-roaming, parental-rating, delivery-priority, content-length
· the current device profile, e.g. static (UAProf) and dynamic device properties, available DCD Client-managed storage
If the DCD Server gets the DCD-3 ContextualInformationUpload message including ‘unsupported-content-metadata’ from the DCD Client, it SHALL remove that content metadata in the next content delivery process.
Change 5:  Add the contextual information on the DCD Client
7.1.3.5 Contextual Information Upload
The contextual information upload transaction (see Figure 26: Contextual Information Upload) occurs when the contextual information on the client device has changed, needs to notify the device capability, upon predefined schedule, or if requested by the DCD Server. The contextual information includes the capabilities (e.g. available storage), device status (e.g. roaming status and PLMN code), etc. Via the ContextualInformationUploadRequest message, the DCD Server can both request an immediate contextual information report, and set policies controlling when the DCD Client should automatically report contextual information.

7.1.3.5.1 Message and Information Elements
	Information Element
	Req
	Type
	Description

	reserved-storage
	Optional
	String
	Total memory in bytes that is currently reserved for DCD content storage managed by the DCD Client.

	free-storage
	Optional
	String
	Amount of free memory in bytes in the reserved DCD content storage.

	roaming-status
	Optional
	String
	Current roaming status, one of “home”, “roam”, “international”.

	available-bearers
	Optional
	List of Strings
	Types of all available bearer networks: one or more of “UMTS”, “WiMAX”, “LTE”, “802.11”,, “CBS”, “BCAST”.

	preferred-bearers
	Optional
	List of Strings
	Preference for specific bearers, if available, in priority order: One or more of “UMTS”, “WiMAX”, “LTE”, “802.11”,, “CBS”, “BCAST”

	unsupported-channel-metadata
	Optional
	List of Strings
	Unsupported channel metadata, if they are not supported by the DCD Client. One or more of table 151,152,153,154,155 in section 8.2.2
When the DCD Client is upgraded and it can support more metadata than before, the supported metadata should be removed.

	unsupported-content-metadata
	Optional
	List of Strings
	Unsupported content metadata, if they are not supported by the DCD Client. One or more of table 156 in section 8.3.2
When the DCD Client is upgraded and it can support more metadata than before, the supported metadata should be removed.


Table 33 Information elements in ContextualInformation structure
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